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Summary
Safety-critical systems are of paramount importance for many application domains where safety
properties are a key driver to engineer critical aspects and avoid system failures. However, the
integration of safety analyses in the development process is non-trivial. Also, the different usage
contexts of safety-critical systems complicates component fault modeling tasks and the identifi-
cation of potential hazards. In this light, bettermethods becomenecessary to estimate the impact
of dependability properties during Hazard Analysis and Risk Assessment (HARA). Existing meth-
ods incorporating the analysis of safety properties in software product lines (SPL) are limited as
they do not include hazard analysis and component fault modeling. The approach detailed in this
paper presents an extension of previous work with conventional SPL approaches to incorporate
safety analysis and requirements in the development of safety-critical systems. We also out-
line a case study belonging to the aerospace domain to illustrate how to model and reuse safety
properties.
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1 INTRODUCTION
Systems are safety-critical where the occurrence of failures may have catastrophic consequences, e.g., damages to property, environment, injuries
or loss of life. Commonly, the design choices made in different contexts can impact on quality properties, such as reliability, availability, safety,
or security 1. Thus, it is important that dependability 1 analysis be performed to identify potential threats that may lead the system to unsafe
states. Safety-critical systems can be found inmany complex domainswith existing standards/considerations that provide guidance and compliance
requirements thatmust bemet for their development, e.g., ISO26262 2 for automotive,DO-178C 3 andSAEARP4754A 4 for the aerospacedomain.
As part of this, safety guidelines establish that dependability properties of critical systems must be analyzed at different levels of abstraction, e.g.,
from requirements to component levels, before their release for operation.
One of the ways for building such systems is to adopt a Software Product Line (SPL) approach that integrates dependability engineering activi-

ties 5,6 in the development process. Existing compositional techniques 7,8,9 provide automated support for dependability engineering processeswith
seamless integration between system design and dependability analysis. Such integration contributes to a reduction in the complexity of depend-
ability engineering activities and facilitates large-scale reuse, as illustrated in industrial examples from automotive 10,11 and aerospace domains 5,12.
However, even when adopting SPL strategies, the reuse of dependability information can still be challenging. Existing approaches only support the
reuse of fault trees and FMEA (Failure Modes and Effects Analysis) 11,13,14,15,16 as key artefacts to identify how system failures are propagated in
the design of the system. Fault trees and FMEA 17 artefacts can be automatically generated from the reusable dependability information. Thus,
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the effort, and costs of performing dependability analysis for specific system configurations/variants can be reduced, since such analysis is not
performed from scratch.
One of the main benefits of reusing dependability information is improving the verification of dependability properties in different usage con-

texts. This paper presents an approach to facilitate the reuseof dependability information tohandle unpredictable hazards1 and component failures
more efficiently, and ensure dependability properties. This research extends conventional SPL approaches 18,19,20, to include dependability informa-
tion, focusing on the analysis of safety2 and reliability3 properties and its impact on traditional software product line life-cycle. The analysis of other
dependability properties, e.g., security and availability, is outside the scope of this research. The major improvements on our previous work 22 con-
sists of a detailed description of our approach and Tiriba case study, and a deeper analysis of the impact of design and usage context variations on
system architecture and behaviour, allocation and decomposition of safety requirements4, component fault modeling and propagation, and FMEA
results.
The remainderof this paper is organizedas follows. Section2presents thebackgroundknowledgeof theTiriba 24 unmannedaircraft system, used

in the case study, and the research challenges. Section 3 presents our approach consisting of an extension of SPL activities to support dependability
analysis for safety-critical systems. We illustrate in Section 4 a case study from the aerospace domain using the Tiriba Flight Control product line
in different usage contexts. In Section 5, we present a discussion and an analysis of the impact of system and usage context feature variation on
system design and dependability analysis. In Section 6, we describe the related work, and in Section 7we present the conclusions and future work.

2 BACKGROUNDANDCHALLENGES
This section presents a general overview of the Tiriba unmanned aircraft system 25 to provide some context for the case study and the approach
of this research. Tiriba is a small low cost autonomous electrical airplane developed by AGX Company, that is used for performing predefined mis-
sions and targeted applications. Such applications include agriculture (e.g., detection of crop diseases), environment monitoring, traffic monitoring,
topographical surveys, inspection of transmission lines, and defence (Figure 1 (left)). The Tiriba unmanned aircraft system, shown in Figure 1 (right),
mainly comprises four subsystems: inertial, pressure, control, and navigation units. Each subsystem is allocated to a dedicated microprocessor, in
this case, PIC32 80MHzmicro-controllers.

FIGURE 1An overview of Tiriba unmanned aircraft (left) and system architecture (right) 25.

The inertial unit is responsible for estimating, at runtime, the current UAV (Unmanned Aircraft Vehicle) position by receiving information from
inertial sensors and Global Navigation Satellite System (GNSS). The pressure subsystem aims at providing the UAV altitude, vertical airspeed, and

1Potential source of harm caused by themalfunctioning behavior of a system or a set of systems that implement a function 2 .
2Freedom from unacceptable risk posed by hazardous failures 21 .
3Theprobability that a componentwill perform its intended function satisfactorily for aprescribed timeandunder stipulatedenvironmental conditions 21 .
4The required risk reductionmeasure(s) associated with a given system hazard, or component failure 23 .
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aero-dynamical speed based on air pressure. The navigation unit is intended to guide the UAV along a route, to follow rules defined by the mission
planner, and accomplish the tasks associated with each waypoint, e.g., taking pictures from a specific location. The Tiriba control unit or flight con-
trol, which is used in the case study, provides the following functions: (i) flight control mode, (ii) flight and setup commands, and (iii) checking flight
conditions that are sent by the navigation system. Finally, the ground control station (GCS) sends and receives mission data to/from the UAV.
The Tiriba UAV was originally developed as a single system 25, but it has evolved into a SPL 24 to address the subsequent demand for newer,

slightly different, versions. The first versions of Tiriba were developed targeting missions over private farms in Brazil. The Tiriba SPL 24 comprises
104 features grouped into usage context, quality attributes, capability (or system/product feature), operating environment, domain technology, and imple-
mentation technique feature categories defined in Lee and Kang’s modeling approach 26. Dependencies can be specified among these features using
mapping tables showing inclusion (v), exclusion (x), and selection (o) relationships between features. For example, the mission abortion feature
should be includedwhenTiribaUAV isflying in a controlled/segregated 27 airspace 24. Relationships between systemandusage context features can
also be specified in separated featuremodels 28,29,30. This paper focuses on the analysis of dependability properties, in terms of safety and reliability,
of the Tiriba Flight Control System SPL (i.e., the control unit shown in Figure 1 (right)), detailed in Section 4.
Nowadays, oneof themain problems in safety-critical systems is enabling the systematic reuse of the dependability assets, and verifying depend-

ability properties at different levels of abstraction (e.g. requirements, architectural, and component levels) in a range of different configurations and
usage contexts. This is important for identifying potential hazardous behaviours and their causes, mitigating the effects of safety threats, and under-
standing how hazards can be propagated in the architecture and components of safety-critical systems. As systems like Tiriba can operate in a range of
different contexts and under different circumstances, it is important to support dependability analysis in different scenarios. More specifically, we
focus on the following challenges: (i)Ch1: enabling the systematic reuse of dependability information, and (ii)Ch2: ensuring safety and reliability properties
of critical systems, e.g., pilot modes, in a range of unexpected situations.

3 DEPENDABLE-SPLE APPROACH
In this sectionwe describe theDEPendable-SPLE approach as an extension of our previouswork 22. Firstly, we describe the impact of dependability
in SPLs and outline how conventional software product line processes can be extended to support dependability engineering activities. Secondly
we describe how tomodel the variability of safety information across different products of themodified SPL life-cycle.

3.1 Dependability Engineering in Software Product Lines
Software Product Line Engineering (SPLE) and component-based approaches provide the benefits of large-scale reuse, contributing to reducing
the time-to-market and costs, and increasing the quality of components. For these benefits, SPLE approaches have been largely adopted by indus-
try in the development of critical systems, especially in automotive 10,11 and aerospace 12,5 domains. In the same way as critical systems built upon
conventional approaches, critical systems built upon an SPL approach have to consider guidance defined in safety standards/considerations, e.g.,
automotive ISO26262, and aerospaceDO-178C and SAEARP4754A. Standards establish that dependability properties of a critical system should
be analyzed at different levels of abstraction before its release for operation. At the requirements level, during hazard analysis, the potential threats
and the risk that they pose to overall system safety are identified and determined. At the design level, the propagation of system failures through-
out architectural subsystems should be analyzed, during component fault modeling, using failure logic analysis and/or Fault Tree Analysis (FTA) 17
techniques. Finally, at the component level, it is necessary to identify how components can contribute, directly or indirectly, to the occurrence of
system failures (named hazards) using FMEA or FailureModes and Effects Criticality Analysis (FMECA) techniques.
In a safety-critical SPLE process, variation in the system design and usage context5 may impact on dependability properties. Thus, different haz-

ards, with different causes and risks that they pose to the overall safety can be raised according to design choices and targeted contexts. Additionally,
safety requirements, in the form of system functions and/or Safety Integrity Levels6 (SILs) with different degrees of stringency should be allocated so
the effects of system or component-level failures can bemitigated according to the targeted design and usage context.
Since system dependability properties may change from one targeted product configuration/variant and context to another, dependability anal-

ysis for re-configurable systems or systems built upon an SPLE approach should be performed with awareness of variation in the design and usage
context. This is needed to ensure the safe use of reusable architectural subsystems and components in a range of targeted product configurations and
contexts. Thus, we shouldmanage variability in dependability assets from the early stages of a safety-critical SPLE processes. A way to do that is to
addmappings to the application variability model that link context and design variants, specified in the domain variability model, to their realization in
the dependability assets (e.g., hazard analysis and component fault models) 31.

5Usage context relates to where and how a system, a system function, a system configuration is used 26 .
6It specifies the reliability, e.g., in terms of likelihood and severity, associated with a given system or component-level failure, or system function.
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Existing variant management techniques 11,32,33,34,35,36 provide support for managing variability of requirements, architecture, components,
source code and test case assets. However, these techniques were not originally designed or used for supporting variability management in sys-
tem models enhanced with dependability information, such as those specified with the support of compositional modeling techniques like OSATE
AADL 7, HiP-HOPS 8, or CHESS 9.
The management of variability in the dependability information enables automated/semi-automated traceability of variation in the design and

usage context throughout the dependability assets. This leads to the systematic reuse of both design (architecture and behaviour) and depend-
ability information. The systematic reuse of dependability assets may contribute to reducing the complexity, effort, and costs of performing safety
analysis for specific system variants, or versions of a particular variant, since such analysis does not need to be performed from scratch. Therefore,
we can automatically generate, with the support of compositional techniques 7,8,9, fault trees and FMEA dependability artefacts for a specific sys-
tem variant from the reusable dependability information. FTAs and FMEA assets are required by cross-domain safety standards, regulations, and
considerations, e.g., aerospace SAE ARP 4754A, as evidence for certification of critical systems and the safety approval of their components.
It is only possible to consider dependability analysis artefacts as part of the SPL core assets if the application variability model 31 contains

information about variation points/variants and their realization into the dependability model (these can be in the form of annotations in the sys-
tem model). Thus, the dependability model should be included in the SPL core assets to enable the systematic reuse of dependability information
together with other SPL assets (e.g., requirements and design).
The management of variability in dependability models can contribute to reducing the costs of generating safety assets for a larger number of

system variants built upon the SPL core assets. Although existing variant management techniques, e.g., Base Variability Resolution (BVR) 36, were
not designed to support variability in the dependability model, they can be adapted to enable support for variability management and derivation of
product-specific systemmodels enhancedwith dependability information.

3.2 Adapting Conventional SPL Approaches to support Dependability Engineering
Software Product Line Engineering for critical systems is distinguished from conventional SPL approaches 31,18,19,20 as they consider the impact of
design choices and usage context 26 on system dependability properties throughout the SPL life-cycle (see Figure 2), in compliance with safety stan-
dards/considerations 2,3,4. In Figure 2, related conventional SPLE and dependability engineering activities are grouped into labeled boxes. Modified
SPLEsub-sub-phases arehighlighted, anddependability activities added to conventional product lineprocesses arefilledwithgray.Dottedactivities
represent issues outside the scope of this paper. In the problem spacedomain definition, i.e., during SPL requirements engineering, dependable/safety-
related features and their relationships with system/design features should be identified and specified, together with design and usage context
features. This results in the product line featuremodel, as highlighted in Figure 2 (i).
From the perspective of safety-critical SPLs, interactions among different types of features (e.g. dependable-related, system/design, and usage con-

text) can be used to establish safety certification criteria that might impact on SPL architectural/design decisions aiming at achieving a target safety
level, and dependability properties. After specifying a preliminary SPL design, we can perform an analysis of interactions between dependable, system,
and context features to derive candidate scenarios (see Figure 2 (i)) to guide engineers during hazard analysis for identifying potential threats (haz-
ards) and estimating their risk for the overall safety across a set of system variants. In addition to conventional SPLE processes, we should include
Hazard Analysis and Risk Assessment (HARA), along with allocation/identification of safety requirements, dependability engineering activities between
SPL requirements and initial stages from the design in the domain engineering phase (see Figure 2 (ii)).
In the SPL architecture and implementation, i.e., in the solution space, we should specify the realization of dependable-related system features,

e.g., redundancy, and their relationships with other features in the product line architectural and/or behavioural models, and component implemen-
tations. Later, dependable-related architecture and component assets should be added to the SPL core assets. Additionally, we should incorporate
component fault modeling dependability engineering activity into the SPL architecture sub-phase (see Figure 2 (ii)).
During component fault modeling, engineers identify how components can contribute to the occurrence of hazards in each scenario under analysis,

thus, generating a set of varying component fault models. We can perform both hazard analysis and component fault modeling in parallel to the SPL
design and component implementation with the support of compositional techniques 7,8,9. It is important to highlight that domain-specific hazard
analyses and component fault models are part of full-up safety considerations, i.e., safety/dependability assumptions valid for a set of targeted
system variants (scenarios).
Still in the domain engineering phase, in order to achieve the systematic reuse of SPL core assets, conventional SPL processes demand the spec-

ification of mappings linking system design features to their realization in the SPL architecture along with components in the variability model,
during integration of variability information shown in Figure 2 (ii). A variability model or application variability model establishes traceability links
between application requirements, specified in the feature model, and domain artefacts such as architectural components and test cases 31. Moreover,
safety-critical SPL processes also demand the specification of mappings in the SPL variability model that link dependable-related features to their
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FIGURE 2Conventional software product line processes enhancedwith safety/dependability engineering activities.

realization in the dependability model (i.e., HARA information and component fault models). This is necessary to enable support for the systematic
reuse of dependability information in the application engineering phase.
Dependable-related features also impact on the development of test cases for testing dependable SPL components. Thus, in the safety-critical

SPLE, we should add dependability engineering activities to the domain engineering phase. Variability management and other traditional SPLE
activities, e.g., domainmodeling, should be extended for considering the impact of SPL variation on system safety/dependability properties.
In the safety-critical SPL application engineering phase, we need to extend product specific requirements, i.e., product feature modeling in the

problem space, by considering the specification and selection of dependable-related features, which impact on both design and dependability assets,
together with the specification and selection of system and usage context features. Still in the application engineering phase, we need to modify
the variability resolution process of a safety-critical SPL by considering mappings linking dependable-related features to their realization in both
SPL design and dependability assets defined in the variability model. This is required to enable the generation/derivation of both design, HARA
information, and component fault model safety assets, i.e., solution space, for a specific system variant according to the feature selection. The goal is
to achieve the systematic reuse of both HARA information and component fault models, reducing potential effort and costs for achieving product
certification7 and component approval in compliance with domain-specific safety standards 2,4 and/or considerations 3.
Finally, we should add the same dependability engineering activities from the domain engineering phase, e.g., hazard analysis and component

fault modeling, together with Fault Tree Analysis and FMEA Synthesis, to the application engineering phase (see Figure 2 (iii), (iv) and (v)). This is
necessary to enable support for the analysis of dependability properties of a specific system variant obtained after product derivation (i.e., PL
Architecture Customization).

3.3 DEPendable-SPLE: an overview
Here we present the DEPendable-SPLE approach, which extends traditional SPLE methods 18,19,20,31 with the provision of support for safety/de-
pendability engineering, and variability management in dependability assets (dependability model).
The DEPendable-SPLE approach activities and their associated work products, in both domain and application engineering phases, are illus-

trated in Figure 2. In this paper we focus on dependability engineering for safety-critical SPL architectures, so modifications in traditional SPLE

7It means compliance to regulations in avionics, since there is no safety certification in aviation.
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activities such as domain and application requirements engineering, design, and testing are not detailed. Instead, we have added four dependabil-
ity engineering activities to the domain engineering phase, and we have extended traditional SPLE variability management to enable support for
the management and resolution of variability in the dependability model. In the application engineering phase, the product derivation process (i.e.,
PL architecture customization) was extended to allow the resolution of variability on the SPL dependability model. This supports the generation of
variant-specific design and dependability assets according to chosen features defined in the application feature model. Although existing variant
management techniques 11,32,33,34,35,36 were not originally designed to support variability in a system model enhanced with dependability infor-
mation, we have developed an adapter to the BVR toolset 36 to enable support for managing variability in AADL system models enhanced with
AADL error annex dependability annotations. This adapter allowsBVR to communicatewithOSATEmodel editors. The detail about theAADL-BVR
adapter is outside the scope of this paper.
The DEPendable-SPLE approach is structured to comply with safety assessment processes established in cross-domain standards/consider-

ations 2,3,4. Enhancing SPLE processes with safety engineering life-cycle activities may contribute to reducing the effort and costs of achieving
certification of critical systems along with component approval in compliance with standards/considerations, e.g., ISO 26262 Parts 3 and 4 for auto-
motive, and SAE ARP 4754A safety process for avionics. In our approach, SAE ARP 4754A safety processes or ISO 26262 Parts 3 and 4 activities,
i.e., PL Architecture box in Figure 2 (ii), are conducted after feature modeling and identification of scenarios for hazard analysis (Domain Modeling and
Requirements Engineering box in Figure 2 (i)). It is important to highlight that there is a two-way process between the standards and domain analy-
sis: the choice of the standards constrains the domain model and vice-versa. State of the art model-based and compositional dependability analysis
techniques 7,8,9 can be used to support engineers performing dependability activities through the SPL life-cycle. The DEPendable-SPLE approach
is applicable independently from the underlying variant management and compositional safety/dependability analysis techniques. Each of the
activities is described in the following sections.

3.4 DEPendable-SPLE: Domain Engineering Phase
In the first step of the domain engineering phase, dependability analysis scenarios are defined from the analysis of interactions among produc-
t/system and usage context features specified in the SPL domain model. After scoping SPL dependability analysis to a set of targeted scenarios,
dependable-related steps such as hazard analysis, along with the allocation of safety requirements, and component fault modeling, are iteratively
and incrementally performed for each scenario. Finally, features are linked to their realization in architectural and behavioral models, plus their
dependability artefacts as part of safety-critical SPL variability modeling. Each domain engineering approach step is detailed in terms of its inputs,
purpose, and outputs.

3.4.1 DomainModeling and Requirements Engineering
In this sub-phase, we describe the elicitation of safety/dependability requirements, how we can model the variability of these requirements and
other system features, and how we perform the identification of scenarios for hazard analysis. The elicitation of safety/dependability requirements is
not themain goal of our approach. The purpose of this sub-phase is to analyze different system configurations belonging to the target safety-critical
system’s domain, e.g., avionics, to identify common requirements. However, it is not possible to guarantee that these common requirements belong
to safety aspects of the system before performing hazard analysis.After this activity, we perform the feature modeling task.
FeatureModeling:
In feature modeling, we specify system and usage context commonality and variability in both SPL feature and context models. System variability

can happen in: capability, operating environment, domain technology, implementation techniques, or quality attribute features 18,26. Capability comprises
features regarding end-user visible characteristics.Operating environment comprises features associatedwith the target environmentwhere a given
software product is operated. Domain technology relates to features representing specific domain techniques or tools that can be used to imple-
ment the SPL core assets. Implementation techniques are features regarding specific implementation strategies, e.g., redundant or non-redundant
control system architecture features in the avionics domain.Quality attributes refer to features that the SPL productsmust address such as usability,
maintainability, and data integrity checking.Usage context features relate towhere and how the software product line is used 26.
Features can have relationships with each other. These relationships can be of the following types 26: requires (R), excludes (E), works for (WF) or

work against (WA), which can be classified as n-to-m. Thus, a particular feature can require, exclude, work for or against one or more other features.
There are even cases where two or more features may require, exclude, or are working for/against a single feature. We have considered this fea-
ture classification for this paper. Combinations among system and usage context features act as a key driver during software product line design for
safety-critical systems, with dependability analysis andmodeling, and product derivation (instantiation). Suchmulti-perspective features and com-
binations have a direct influence on SPL design decisions and dependability analysis when aimed at achieving approval and compliance with safety
standards/considerations.
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The SPL system feature model comprises features visible to the end user, e.g., capability, operating environment, domain technology, implementation

technique, and quality attribute features. The context model comprises features describing variation on the SPL environment, i.e., where and how sys-
tem features are intended to be used. The strategy of separating SPL domain modeling into two interconnected feature models is based on the
Hartman and Trew 28 feature modeling approach and its refinements 29,30. Such approaches allow a clear specification of interactions, e.g., requires
and excludes, among system and usage context features that may impact on both design and dependability assets. The outputs of this activity are the
SPL feature and usage context models and their connections. For example, we can have an SPL system/product feature model (FM) with F1 manda-
tory and F2 optional system features, and a context model (CM) with CX1 and CX2mutually exclusive usage context features, and a relation includes
implying that the choice of the CX2 context feature triggers the selection of the F2 system feature.
Usage context features in isolation or when combined with system features can impact on the product line design and dependability analysis in the

domain engineering phase. Thus, variation in the selection of system and usage context features may lead to different design choices, resulting in
different system and component level failures during SPL dependability analysis. We can use combinations among system and usage context features
to propagate/specify variation in safety information in the feature model. A detailed description of an approach to support the specification of safety-
related features and their interactions on featuremodeling is outside the scope of this paper.
Identification of Scenarios for Product Line Hazard Analysis:
The last step of the domain modeling sub-phase is the identification of scenarios for hazard analysis. The inputs for this activity are: the SPL feature

and context models, containing the specification of system and usage context features and their interactions; a preliminary SPL design, produced dur-
ing earlier stages of SPL architecture sub-phase (see Figure 2 (ii)); and analysts’ domain knowledge. The purpose of this activity is identifying, from
the analysis of interactions among system/product and usage context features, a set of system variants (scenarios) relevant for the stakeholders by
combining system and usage context features. These scenarios can be further considered to guide engineers during SPL dependability analysis.
The identification of scenarios encompasses the following tasks: (i) identifying combinations among system/product features, which represent

system functions, and their relationships with elements from architectural and behavioural models, to derive system/product variants; (ii) for each
identified system variant, we analyze combinations among features to establish potential usage contexts in which the given system variant can oper-
ate; andfinally, (iii)wederive different scenariosby combining the identified system and usage context variants. However, since itwould be prohibitive
to perform such analyses covering all system/usage context variants, we can use the analysts’ domain knowledge, and relevant product variants for
the stakeholders as criteria to assess candidate scenarios to be consideredwhen performing SPL dependability analysis 6,24,37.
The outputs of this activity are combinations of system and usage context variants, i.e., scenarios, relevant for the stakeholders. Thus, considering

the SPL feature model (FM) with F1mandatory and F2 optional system features, and a context model (CM) with CX1 and CX2mutually exclusive
features, and a relation CX2 includes F2, we have the following scenarios: SC1 = F1, CX1, and SC2 = F1, CX2, F2. We can further consider these
scenarios during SPL hazard analysis.

3.4.2 Product Line Architecture
In the safety-critical SPL development process, system and usage context features, and their interactions define constraints that may impact on design
decisions aimed at achieving safety certification. Thus, different design choices must be taken according to the selection of system and usage context
features. In both non-critical and safety-critical software product lines, variation points and their variants defined in the SPL feature and context
models have a direct impact on the derivation of product-specific architectural and behavioural models. In the development of critical systems, the
system architecture is often expressed in data-flow 7,8 orientedmodels, and the system behaviour is often expressed in Finite StateMachines (FSMs).
So, in this sub-phase, variability in the SPL domainmodel propagates throughout the design.
ConsideringFM andCXproduct line feature and contextmodels, and SC1 and SC2 scenarios,we canhave a hypothetical aerospace SPL architec-

turalmodel (PLA) comprising: S1 and S2mandatory subsystems, and aC1 optional component, where S1 and S2 subsystems represent the realization
of the F1 system feature and CX1 context feature (SC1 scenario). On the other hand, C1 component represents the realization of the F2 system
feature.We can also have FSM1 state machine with a set of states (ST), i.e., st1 and st2mandatory states, and st3 optional state, and a set of transi-
tions (T): t1, t2, and t3 encapsulating common and variable behaviours. After that, still in the second sub-phase of domain engineering, we will use
as input the scenarios relevant for the stakeholders togetherwith the system architecture, composed by different subsystems and components, and
we will identify potential failures both in subsystems and components that can be found in each scenario. Finally, we will integrate the variability
information produced in the domainmodeling with the SPL design and dependability model elements.
Hazard Analysis and Risk Assessment:
The inputs for this activity are a targeted scenario, i.e., product/usage context variant, relevant for the stakeholders, along with SPL architectural

and behaviouralmodels. After choosing a given scenario earlier identified in the previous step, HARA is carried out aimed at identifying combina-
tions of contributing component failures/faults that may lead to the occurrence of system-level failures named hazards. We can specify hazards by
means of logical expressions, such as AND,OR, and NOT operators, involving potential failures in SPL architectural subsystems/components that
might lead to system failures. These failures are generally stated in terms of failure types that typically include: omission, commission, value, early or
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late failure modes. Firstly, we analyze interactions among core architectural components to identify potential hazards that can emerge from these
interactions. Later, optional, alternative, and mutually inclusive/exclusive architectural components, representing variability defined in the targeted
scenario, are analyzed to identify potential hazards that can emerge in such scenarios. This step results in a list of variant-specific hazards.
Considering PLA, a hypothetical aerospace SPL architecture model comprising S1 and S2mandatory subsystems and a C1 optional component,

an omission of S1.out1 AND omission of S2.out1 can cause theOmission of commands hazard in the SC1 scenario. In the next step, still at the system
level, we estimate and classify the risk posed by each identified hazard in each scenario using the probabilistic risk tolerability criteria defined in
the targeted domain standards. DO-178C 3 and SAE ARP 4754A 4 aerospace safety considerations establish five software levels, DAL A to DAL
E, and prescribe that risk assessment should be performed on the basis of severity and probability levels to classify a system hazard at a given
software level. AerospaceMIL-STD-882E 38 standard practice for system safety provides a hazard/mishap risk matrix that relates range values for
severity and probability attributeswith software levels. Thus, engineers estimate the risk posed by a systemhazard by assigning values to reliability
attributes, e.g., severity and likelihood, and later on by checking the corresponding software level in the risk matrix during safety assessment. For
example, if the severity of the occurrence ofOmission of commands isCatastrophicwith probability of occurrence of 10e-3 per hour of operation, then, its
risk level isDALA according to DO-178C andMIL-STD-882Emishap risk matrix.
The risk assigned to ahazard at the system level is inheritedby software that contributes to theoccurrenceof that hazard, to address the targeted

software level, e.g., DO-178C DAL A. The assignment of software levels to components is modified via architecture. Architectural strategies may
contribute to reducing the impact of failures. Thus, different architectural choices may change the assignment of software levels to components.
Considering theOmission of commands hazard, the addition of C1 optional component to the architecture may change the software levels assigned
to S1 and S2mandatory subsystems comply with DAL A. This is detailed in the allocation and decomposition of safety requirements, which is also
part of the system safety assessment process. The outputs of this activity are: a list of identified hazards and their risk classification for each analyzed
scenario.
Allocation andDecomposition of Safety Requirements:
This activity is part of product line hazard analysis and risk assessment. From the analysis of product line hazards, we specify system and functional

safety requirements, and allocate Safety Integrity Levels (SILs) for eliminating orminimizing hazard and/or component failure effects on the overall safety.
A system safety requirement is the risk reduction measure to mitigate hazard effects. A functional safety requirement relates to design and imple-
mentation decisions, stated in the form of system functions, intended for eliminating or minimizing the effects of failures on the overall system
dependability. A SIL or safety integrity requirement represents the reliability, e.g., in terms of probability and severity attributes, associatedwith a given
component failure/fault, hazard, or functional safety requirement. Reliability attributes may change from one domain-specific standard/consideration
to another.
Cross-domain safety standards establish a set of levels of integrity, ranging from most stringent to least stringent, to classify the risk posed by

safety threats to the overall systemdependability based on the: values assigned to reliability attributes and their position in the standard riskmatrix.
SAEARP4754A andDO-178C aerospace safety considerations define five levels of integrity, namedDevelopment Assurance Levels (DALs).DALA
is themost stringent, andDAL E the least stringent. Thus, in aerospace safety considerations, we can classify the risk posed by a given system hazard
or component failure asDALA,B,C,D, or E, based on the range of the values assigned to severity and probability reliability attributes. The ISO 26262
automotive standard also establishes five levels of integrity, named Automotive Safety Integrity Levels (ASILs), ranging fromQualityManagement
(QM), the least stringent one, toASIL D, the most stringent, to classify the risk posed by system/component failures. In automotive ISO 26262, we
assign an ASIL, to a hazard or a component failure, based on the values assigned to severity, controllability, and level of exposure attributes.
The allocation of SILs tomitigate the effects of hazards or component failuresmay impact on the system development costs, since achieving a given

SIL demands addressing objectives, by performing system engineering activities for producing a set of development artefacts established in the targeted
standard/consideration to achieve safety approval according to the level of integrity. The assignment of standard-related objectives to be addressed,
activities tobeperformed, andartefacts tobeproduced toachieveagiven level of integrity (certification level)may change fromonedomain-specific
standard to another 39,40.
In this step, we specify system and functional safety requirements, and SILs that should be allocated to each identified hazard according to its risk

classification. For example, when considering the values assigned to severity and probability of occurrence ofOmission of Commands in the given SC1
scenario, as part of the SAE ARP risk assessment process, we should assign DAL A to mitigate the effects of this hazard. On the other hand, the
addition of the C1 component to the product architecture in SC2 increases the system reliability, assuming that this component demonstrably
share, with other components, the responsibility of keeping the system operating in a healthy state. Thus, a less stringent DAL B is sufficient to
mitigate the effects of Omission of commands. It is important to highlight that the addition of a component in the architecture does not necessarily
increase the system reliability. This can happen only if the addition is in such away to demonstrably share the responsibility with other components
to addressing a given software level. However, to ensure the safe usage of SPL subsystems and components, which contribute to the occurrence of
this hazard, across a set of system variants, we should still assign the more stringent DAL A. Moreover, it is possible to further decompose the SILs
allocated to system hazards throughout contributing components and their associated failure modes.
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Allocating stringent SILs to mitigate hazard effects may impact on the definition of stringent standard’s objectives, and development activities for

producing expensive artefacts to achieve safety approval. This can result in increasing both system development and production costs. Higher SILs
generally means higher costs, as meeting most stringent objectives typically require more safety measures, and development effort to deliver higher-
quality components. SIL decomposition allows a safety-critical system architecture tomeet a particular SIL assigned to a system-level failurewithout
all contributing software components having to meet that SIL. For example, if a system failure is raised only when two independent components fail
together, these components share the responsibility of meeting the SIL allocated tomitigate the effects of the given system failure.
Prescriptive andprocess-oriented safety standards and regulations 2,4 establish rules fordecomposing SILs allocated to system failures throughout

contributing component failures. In SAEARP 4754A, if we allocateDALA tomitigate a system failure, e.g.,Omission of commands, caused by failures in
two independent components8 (S1 and S2), we can respectively allocateDALA andDALB, orDALB andDALB to S1 and S2 subsystems to address
DALA. This probably reduces development effort and costs for achieving safety approval in comparisonwith addressingDALA requirements in both
subsystems. SIL decomposition allows the efficient allocation of SILs so that we can achieve safety approval in compliance with standards without
being unnecessarily stringent or expensive when addressing objectives. We can perform SIL decomposition with the support of automated design
optimization algorithms 8,41, built upon genetic, penalty-based, and Tabu-Search meta-heuristics techniques, after identifying how components can
fail and their contribution to the occurrence of hazards during component fault modeling. Rules for decomposing SILsmay change from one domain-
specific standard to another. Thus, design optimization algorithms available in the literature provide support for decomposing: aerospace DALs 41,
built upon SAE ARP 4754A 4 DAL decomposition rules, and automotive ASILs 8 based on ISO 26262 2 ASIL decomposition rules.
Variation in theSILsallocated to systemhazards canbe furtherpropagated throughout theSILs allocated tomitigate theeffects of component fail-

ures. Additionally, engineers can obtain product line SIL decomposition results, which provides the SILs that should be allocated to ensure the safe
usage of SPL components across a range of system variants, from the automated analysis of multiple product-specific SIL decomposition results 6.
Performedearly in thedesign, it can support engineers in the specificationof a cost-effectiveSPLdevelopment process. The support for decomposing
SILs in SPL architectures is outside the scope of this paper.
Component FaultModeling:
The inputs for this activity are: an SPL architecture model and HARA information. From the analysis of the identified hazards that can be raised in a

particular scenario, we canmake assumptions about howarchitectural components can fail and contribute to the occurrence of each identified hazard.
In this activity, firstly, we choose a particular architectural component, and identify potential output deviations, i.e., failures in component outputs, that
can contribute to the occurrence of each identified hazard. We then specify the potential causes for the occurrence of each identified output devia-
tion by analyzing potential combinations of component internal failures and input deviations. Such analysis continues while there remain architectural
components to be analyzed. The component failure/faulty behaviour can be specified, using compositional techniques 7,8,9, as annotations in the SPL
architecture model. Such annotations are stated as logical expressions, using AND,OR, andNOT operators, showing how deviations in component
output ports can be raised either by component internal failures and/or deviations in the component inputs, or combinations of these events. In system
safety analysis, component deviationsmay include unexpected omission of an output or unintended commission of output, or incorrect output values,
or output being sent too early or late 8.
Considering C1 software component in the SC2 scenario, the causes of an omission of the C1.out1 output can be: an omission internal failure of C1

OR the occurrence of an omission failure at C1.in1OR C1.in2 inputs, i.e.,Omission-C1.out1 -> Omission-C1 OR (Omission-C1.in1 OROmission-C1.in2)
failure expression, stored in theC1-SC2 component fault model library. Local component fault modeling can reflect either real characteristics or
simply the design intention for the analyzed architectural components. In both cases the analysis is useful. At earlier stages, when components
are under design and only design intentions are encoded, it is still possible to evaluate the suitability of the proposed design under the encoded
intentions of the failure logic, fault propagation, fault mitigation, and fault tolerance of various architectural components. Late in the design, such
analysis supports engineers in identifying weaknesses and taking decisions to improve the SPL architecture, e.g., by introducing components with
improved characteristics or fault tolerant features. For hardware components,where failures are non-deterministic, we specify the failure behaviour
in terms of values of reliability attributes, e.g., failure and repair rates, which might change according to the targeted scenario. For example, we can
assign that C2 hardware component failure rate is 10e-7 per hour of operation in the SC1 scenario.
Compositional techniques allow the storing of the component failure behavior in a library, so that other components of the same type can

further reuse it. Thus, we can encapsulate variation in component fault behaviors into fault model libraries. Each fault model library contains com-
ponent failure expressions and failure modes addressing a specific usage scenario. A fault model library for a hardware component may contain
values for failure and/or repair rates addressing a given scenario. The outputs of this activity are component fault models showing how components
can contribute to the occurrence of system hazards in each targeted scenario. Different component failure data leads to different fault propaga-
tion’s, i.e., combinations of component failures leading to the occurrence of system failures. Such variation propagates throughout fault trees and

8Components that are isolated and protected in the architecture.
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FMEAartefacts. In order to support the systematic reuse of the systemmodel enhancedwith dependability information, i.e., HARA information and
component faultmodels, we shouldmanage the impact of design and usage context variations on dependability artefacts during variabilitymodeling.
Integration of Variability Information:
The inputs for this activity are: the SPL feature and context models, along with the SPL architectural, behavioral, and dependability models. This

activity extends the variability modeling (application variability modeling) step defined in traditional SPLEmethods 18,19,20,42, aimed at establishing
mapping links between features and their realization in the architecturemodel. This is to enable support for variability management in dependabil-
ity artefacts. In this step, we define mappings linking system and usage context features to their realization in both architectural, behavioral, and
dependabilitymodel elements. It is important tohighlight thatmapping links in theapplicationvariabilitymodel areuseful to indicatewhichversions
of components and their associated dependability information should be included in each system variant or in each version of a given variant.
Design and dependability basemodels can be specifiedwith the support of compositional modeling languages and techniques 7,8. Thus, to select

design and dependability model elements and linking them to abstract representations defined in the SPL feature and context models, variant
management tools have to communicate with compositional modeling tools. We can manage variability in system models enhanced with depend-
ability information with the support of extensions to existing variant management techniques 11,32,35, e.g., BVR toolset 36. This activity encompasses
the following tasks: (i) specifying design and dependable-related variation points and their variants from the analysis of interactions between sys-
tem and usage context features, and scenarios used to guide engineers during dependability analysis; (ii)mapping design variants (defined in the SPL
feature model) to their realization in the SPL architectural and behavioral models by: defining model elements to be included (replacement) and/or
excluded (placement) when each design variant is resolved during the product derivation process; andfinally, (iii)mapping dependable-related variants
(specified in the SPL feature and context models) to their realization in the dependability model by: linking each variant scenario considered during
dependability analysis to the corresponding information aboutHARA, the Allocation of Safety Requirements, and failure data (fault model) associated
with each variant-specific component.
A mapping link in an orthogonal variability model, which is the modeling technique adopted by the most variant management tools 11,32,36, com-

prises the tupleM= (V, F,ME).V represents a variant, which provides a concrete instantiation of variable domain artefacts, e.g., architecturalmodels,
specified in a variation point (i.e. a place in the base model where variation can arise). F is a reference to a feature or a feature set specified in the
SPL feature model (variability specification model). Finally,ME is a set of base model elements, e.g. architectural, behavioral and/or dependability
model elements, which represent the realization of an SPL system/usage context feature or a feature set (F) in the basemodel.
Amapping link in theBVRvariabilitymodel comprisesM’= (V, F, FS [Pme, Rme]), which is a slight variation of theM tuple. An FS contains references

to base model elements to be excluded, named placement elements (Pme), and to be included, named replacements (Rme), in a product-specific model
during product derivation. Fragment substitution is a BVR toolset concept that refers to base model elements (ME) that should be excluded (Pme)
and included (Rme) in a variant-specific model when an abstract feature (F) from the SPL domain model, representing a variant, is chosen. Thus, a
FS establishes a traceability link between an abstract representation specified in the SPL feature model, and its implementation/realization in the
basemodel. In our approach, we consider the specification of fragment substitutions (FS) with a replacement (Rme), and an empty placement (Pme)
element in the variability model. Thus, references to base model elements to be included in a product-specific model are stored in replacement
elements of mapping links (M’) defined in the variability model.
Considering the hypothetical FM feature andCM contextmodels, and product line dependabilitymodels (DM) as inputs to create the application

variabilitymodel (VM), we havem1 (SC1, F1-CX1, FS-SC1-D (Pme[ ], Rme[HARA-SC1, S1-SC1, S2-SC1])) mapping linking SC1 variant, which represents
the selection of CX1 context and F1 system domain features defined in the SPL feature and context models, to HARA-SC1 hazard analysis infor-
mation, and S1-SC1 and S2-SC1 component fault model libraries representing the realization of this variant in the dependability model. F1-CX1
represents the domain feature associated with FS-SC1-D elements. By using this modeling strategy, there is no need to perform substitutions dur-
ing the product derivation process. It is important to highlight that a traceability matrix showing the relationships between base model elements
and their selection in each possible system variant/configuration, e.g., pure::variants 11 traceabilitymatrix, can support product line engineers in this
activity.
The end of this step yields the enhanced application variability model that links features to their realization in both architecture, behavioral, and

dependability model elements. The application variability model of a safety-critical SPL comprises a set of mappings (m1, m2...,mn) linking features,
specified in the SPL domain model, to their realization in both design and dependability model elements. The variability information stored into
the variability model is useful for variant management tools supporting the automatic/semiautomatic derivation of product-specific designmodels
annotated with dependability information.

3.5 DEPendable-SPLE: Application Engineering Phase
During the application engineering phase, both the SPLdesign anddependability artefacts, stored in an SPL assets repository following the previous
steps, can be reused in the development of system variants that address customer-specific requirements. Thus, from the analysis of the product
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line feature/context models and customer-specific application requirements, SPL system and dependable-related features are chosen according
to the targeted application requirements to derive the product/application feature model (i.e., variability resolution or instance model). Additional
customer-specific system/product and usage context features, not predicted in the SPL domain modeling and design, can also be added to the
application featuremodel, and to the SPL core assets repository.During theproduct derivation process, customer-specific design anddependability
assets are generated, with the support of a variability management tool, e.g., BVR toolset 36, from the choices specified in the application/product
featuremodel. Customer-specific system functions can be added to the generated variant-specific design.
The addition of customer-specific system functions and usage contexts may impact on the dependability analysis. Thus, variant-specific hazards

and component failures can be identified during application ofHARAand component faultmodeling, andwe can allocate application-specific safety
requirements to mitigate their effects on the overall system safety/dependability. Finally, variant-specific fault trees and FMEA results can be gen-
erated, with the support of compositional dependability analysis techniques 7,8,9, from the reused HARA information and component fault models.
With the exception of fault trees and FMEA synthesis, dependability analysis in the application engineering phase can be seen as iterations of the
domain engineering phase. Thus, we only provide a brief description of product hazard analysis and component fault modeling to support the reader in
better understanding our approach.We detail each DEPendable-SPLE application engineering approach activity in the following subsections.

3.5.1 Application-Specific Requirements
Product-Specific Requirements: The inputs for this activity are the product line feature and context models, and application requirements. In this activ-
ity, design and dependable-related variants defined in the SPL feature and contextmodels that address application requirements are chosen, and in
some cases, application-specific requirements, not providedby the SPL, are added to the product feature and contextmodels. The endof this activity
yields product feature and context models. It is important to highlight that the addition of product-specific features may impact on both product design
(PL architectural customization) and dependability analysis.
Identification of Candidate Scenarios for Product HARA:
The product feature/context models, product/application architectural and behavioral models, and the analysts’ domain knowledge are inputs for

this activity. After product derivation (i.e., PL architectural customization), we perform an analysis of interactions among chosen SPL system and
usage context features, application-specific system and usage contexts, and application-specific functions added to the reused product architectural
and behavioral models after product derivation. Such analysis is focused on identifying potential scenarios, not predicted in the domain engineering
phase, that may impact on the overall system safety/dependability, e.g., with the emergence of application-specific system hazards and/or compo-
nent failures. These scenarios can be used to guide engineers during product hazard analysis and component fault modeling activities by following the
same steps defined in the domain engineering phase. It is important to highlight that the addition of application-specific system functions to the
SPL design (architectural and behavioral models) can result in the emergence of different scenarios that may impact on the overall safety. These
scenarios should be consideredwhen guiding engineers through iterations of dependability analysis activities in the SPL domain engineering phase.
The output of this activity is a set of application-specific scenarios thatmay impact on overall safety. Emergent application-specific scenariosmay

cause disruption to the previous assumptions about hazards and component failures made by engineers in the domain engineering phase. There is
little that can be done in these cases beyond storing emergent assumptions about hazards, component faults, and safety requirements in the SPL core
assets, together with previous assumptions about dependability.

3.5.2 Product Line Architecture Customization
Subsystem and component selection:
The SPL feature and context models, the enhanced SPL variability modelwithmapping links between features and their realization inHARA informa-

tion and component failure data, the product feature model, and SPL assets, in this case, architectural, behavioral, and dependabilitymodels are inputs for
this activity. The purpose of this activity is resolving, with the support of extensions of existing variability management tools, e.g., the BVR toolset,
the variability specified in SPL architectural, behavioral, and dependability base models, and thus, deriving a product/variant-specific system model
with dependability information. After deriving a product system model, functions intended to address application-specific requirements (stated in
the product feature and context models) not provided by the SPL architecture can be added to the reused product design. These functions can be
specified in the form of subsystems and/or components. The output of this activity is a product systemmodel with dependability information, that
is in some cases enhancedwith application-specific system functions.
The addition of specific functions to the reused product design can result in different scenarios emerging thatmay impact on the product depend-

ability. These scenarios should be considered by engineers during product dependability analysis. Application-specific functions can also provide
feedback to the SPLE processes, enhancing the SPL architectural and/or behavioral models. The addition of application-specific system functions
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to the SPL design core assets may cause the emergence of different scenarios that may impact on the overall system dependability. These sce-
narios should be considered further by engineers in iterations of dependability analyses in the SPL domain engineering phase. Application-specific
scenarios should be identified after the selection of SPL subsystems and components and architectural customization.
Product Hazard Analysis:
Application-specific scenarios, product feature and usage context models, product architectural and behavioral models, and analyst’s domain

knowledge are inputs for product hazard analysis. This activity should be performed by following the same steps defined for HARA in the domain
engineering phase. Thus, we should perform product HARA for each identified application-specific scenario, which comprises application-specific
product andusage context feature interactions, to identify combinations among component failures thatmay lead to the occurrenceof system-level
failures, which were not earlier identified in the domain engineering phase. Next, the risk for the overall safety posed by each application-specific
hazard, in different usage scenarios, is estimated, based on the risk tolerability criteria defined in the targeted safety standard/considerations, e.g.,
SAE ARP 4754A severity and likelihood. The output of this activity is a list of product/application-specific hazards and their associated risk classifica-
tion. Application-specific HARA information can be added to the SPL repository to be further available for reuse in the development (derivation) of
other system variants from SPL core assets.
Allocation of Product Safety Requirements:
Application-specific scenarios andHARA information, alongwith analysts’ domain knowledge are inputs for this activity. Thus, from the analysis of

product HARA, functional safety requirements, e.g., redundancy, can be added to a variant-specific architecture model, and SILs can be allocated to
eliminate orminimize hazard effects on overall safety. In the sameway as in the domain engineering phase, SILs should be allocated to each product-
specific hazard according to their risk classification. A set of application-specific functional safety requirements, i.e., system functions aiming atmitigating
system-level failures, and SILs allocated to system hazards are the outputs of this activity. Additionally, SILs allocated to application-specific hazards
are further decomposed to contributing component failuremodes. SIL decomposition can be performed for a particular system variantwith automated
support of SIL decomposition genetic andmeta-heuristic algorithms 8,41.
The decomposition of SILs, allocated to application-specific hazards, to contributing components and their failure modes early in the design, can

support engineers on the specification of cost-effective application/product development processes according to the level of integrity assigned to sub-
system components. Thus, the development process of two different variant-specific subsystem components with different levels of integrity do
not need to address the requirements posed by themost stringent level of integrity assigned to a given component. Application-specific functions and
allocated safety integrity levels can be added to the SPL repository to refine the SPL design and ensuring the safe operation of components across a
range of different system variants not predicted in the product line design.
Product Component FaultModeling:
The inputs for this activity are application-specific scenarios andHARA information. From the analysis of the identified hazards that can be raised

in a specific system variant and its associated usage contexts, assumptions can be made about how application-specific architectural components,
i.e., reused and application-specific assets, can fail and contribute to the occurrence of each emergent hazard (identified during application HARA). In
this step, we analyze each application-specific component to identify potential output deviations that can contribute to the occurrence of each iden-
tified application-specific hazard, and their causes, i.e., combinations among component internal failures and input deviations,in the same way as in
the domain engineering phase. Such analysis continues while there remain application-specific components. At the end of product component fault
modeling, we obtain a set of application-specific component fault models, and the reused domain component fault models are enhanced/updatedwith
product-specific dependability information. Thus, the outputs of Product Dependability Analysis are enhanced application-specific design and depend-
abilitymodels, and in some cases, feedback to the safety-critical SPLE processes. Thus, enhancing the SPL architectural, behavioral, and dependability
(i.e,HARA information and component fault models) models stored in the DEPendable-SPLE repository (see Figure 2).

3.5.3 Product Testing
Fault Trees and FMEA Synthesis:
The reused product-specific architectural and behavioral models, enhanced with specific dependability information, are the inputs for performing

the synthesis of fault trees and FMEA results with the support of compositional techniques 7,8,9. Fault trees and FMEA results can be automatically
generated, with the support of compositional techniques, from the reused and product-specific dependability information produced during domain
andapplicationengineeringphases. Theaccuracyof thegeneratedproduct-specific fault treesandFMEA results is dependentonwhetherbothdomain
and application dependability analysis activities were performedwith awareness of the impact of design and usage context variations on overall safety.
The end of this activity yields application-specific fault trees and FMEA results that can be used to demonstrate that the architecture of a particular
system/product variant addresses safety/dependability requirements.
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4 CASE STUDY
This section presents the application of theDEPendable-SPLE approach in the Tiriba FlightControl Systemand SoftwareProduct Line (TFC-SPL). In
subsection 4.1, we present an overview of the TFC-SPL, with focus on domain modeling and design, without going into details concerning depend-
ability aspects. In subsection 4.2,we illustrate the dependability approach steps and integration of variability information in the domain engineering
phase. Finally, in subsection 4.3, we present dependability steps regarding the application engineering phase.

4.1 Tiriba Flight Control Product Line
TFC-SPL is part of the Tiriba UAV avionics SPL 43 (see Section 2), comprising a control subsystem with the following goals: to start the flight mode
(i.e., which can be direct, stabilized, or autonomous), processing and setup of flight commands, keeping flight conditions, and executing commands
sent by the navigation subsystem.AlthoughTiribawas originally designed inMATLABSimulink 44, to illustrate the integration of variabilitymanage-
ment and compositional dependability analysis techniques, TFC-SPLdesign anddependabilitymodelswere specified inOSATEAADL (Architectural
Analysis andDescription Language) and AADL Error Annex 7. BVR toolset 36, and a BVR enabler adapter toOSATEAADL& Error Annex developed
by the authors were used to support variability management in both TFC-SPL design and dependability models.

4.1.1 Tiriba Product Line DomainModeling
TFC-SPL was designed following an extractive strategy by analyzing the original Tiriba Flight Control subsystem 25 Simulink model. Figure 3 shows
the interconnected TFC-SPL feature and context models. We created TFC-SPL domain models by following Lee and Kang 26, Hartman and Trew 28
multi-perspective featuremodeling approaches and their refinements 29,30. Thesemodeling approaches allow separating the specification of system
features from usage context features, and amore clear understanding of their relationships.
TFC-SPL system feature model (Figure 3 (left)) comprises: the Pilot Mode, the Landing Type, and Navigation Services variation points. Landing Type

variation point encapsulates variation on the UAV landing capability, which can be: via activation of a Parachute to smooth the impact on the ground
and avoid potential damage to the UAV when landing in an area where a runaway is not available, Autonomous, i.e., the UAV is pre-programmed to
land in a specific area, or via Remote Control by receiving and executing landing commands sent by an human operator from a ground control station.
Navigation Services variation point encapsulates variation on the TiribaUAVmission behavior. Thus, theUAV can abort amission segment (Mission

Abortion optional feature) or perform a simulation (Entry Segment Sim feature), whenever the UAV starts a new mission segment, to find the most
suitable maneuver to switch between two mission segments. The UAV route can be adjusted whenever the aircraft deviates more than a certain
threshold (limit) from the plannedmission route (Route Correction). The UAV can also return to specific positions where a picture was not taken during
themissionwhen theRoute Tracking feature is chosen. Finally, thePilotModevariationpoint contains four pilotmodeoptions/variants:Manual Pilot is
mandatory,Assisted Pilot,Autonomous Pilot, andAutopilot are optional. In theManual Pilotmode, a human operator send commands to the unmanned
aircraft vehicle (UAV) from a ground control station.
In the Autopilot mode, the UAV executes a pre-defined route. The Assisted Pilot mode allows the operator to send commands to the UAV con-

figured with Autopilot mode. The Autonomous Pilot mode allows the UAV to perform actions according to its current environmental conditions
captured by pressure sensors. Assisted Pilot, Autonomous Pilot, and Autopilot optional features can be combined in several different ways, allowing
seven different flight control system variants.
TFC system/product variants can operate in a range of different usage contexts defined by combiningAirspace,Application, andUAVSize variation

points and their variants. Figure 3 (right) shows an excerpt of the TFC-SPL context model 43. A Tiriba flight control system variant can operate
in an Uncontrolled or non-segregated airspace. This refers to the operation of a UAV outside of a Controlled or segregated airspace, which covers
airspace dimensions allocated for exclusive use to specific users 27. A system variant operating in a segregated/controlled airspacemust include the
Mission Abortion optional system feature, manual and autonomous pilot feature, along with route tracking and route correction mission controller
capabilities. A system variant operating in an uncontrolled airspacemust include Entry Segment Simulation feature.
ATiribaflight control systemvariant canbedeployed into a Small UAV (aUAVweighing less than5kg), or in a LightUAV, aUAVwithweight ranging

from5 to 20 kg. TheParachute Landing capability is excluded froma systemvariantwhen deployed into a LightUAVandoperating in an uncontrolled
airspace. A Tiriba system variant can be used for civilian applications, e.g., detection of crop diseases in agriculture, topographical surveys and traffic
monitoring, urban planning, and power transmission line inspection in the environment monitoring category, or for defense applications.

4.1.2 Tiriba Flight Control Product Line Design
Variability specified in the TFC-SPL feature and context models propagates throughout the design. The Tiriba Flight Control (TFC) product line
architecture encompasses 4 subsystems and 14 components, which are composed by 252model elements and subcomponents. Figure 4 shows an
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FIGURE 3 Tiriba featuremodel (left) and context featuremodel (right).

excerpt of the Tiriba Flight Control SysML main block diagram. The flight control mode function, aimed at initiating different flying modes, is rep-
resented by theMode Switcher component. The flight and set commands functions are supported in the architecture by the PWMDecoder, Fail Safe
Controller, and Command Switch for take-off and landing operations. The purpose of the third flight control function is the provision of navigation
operations for the UAV in pre-defined flight conditions, and is represented in the TFC architecture by the Autopilot component.
TheMode Switch subsystem component encapsulates the Pilot Mode variation point shown in Figure 3 (left), whilst the Command Switch compo-

nent encapsulates the variation point inherent to the source from the pilot commands, e.g., manual pilot or autopilot subsystems, sent to the UAV.
The Basic Command Processor (BCP) subsystem and its ports represent the realization of the Autonomous Pilot mode feature. The PWM (Pulse-
Width Modulation) Decoder component output port connected to Command Switch block represents the realization of the Manual Pilot mode
feature in the design. The realization of Autopilot feature in the design is given by: Autopilot, Flight Control Mixer (FCM), and Fail Safe Controller (FSC)
subsystem components, PWMDecoder.FlightControls output port connected to FlightStabilizer and Command Switch model components, and Flight-
Stabilizer.AutopilotSettings output port connected to Assisted Mode Switch component. Finally, theMode Switcher subsystem output ports which are
connected to AssistedMode Switch and Command Switch components represent the realization of the Assisted Pilotmode feature.

FIGURE 4 Feature realization in the Tiriba flight control architectural model.
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TFC-SPL variation points and their variants specified during domain modeling propagate throughout the product line architecture model. Thus,

when we chooseManual Pilot and Autonomous Pilot system features (TFC-MAT system variant) and Controlled airspace context feature, Basic Com-
mand Processor and PWMDecoder subsystems, their ports (exceptBCP.Mode and PWMDecoder.PilotCommands output ports) and connections, shown
in Figure 4, should be included in a TFC variant-specific architecture model. On the other hand, Assisted Pilot, Autopilot, Autonomous Pilot, andMan-
ual Pilot features, i.e., the all pilot modes (TFC-ALL) system variant operating in an Uncontrolled airspace, are materialized in the architecture by all
Tiriba flight control subsystems, components, their ports and connections (see Figure 4). Still in the TFC-SPL, the selection of variants from Pilot
Mode and Airspace variation points impacts on the derivation of redundant and non-redundant components in a variant-specific architecture model.
Finally, architectural variation inherent to TFC-MAT and TFC-ALL system variants along with variation in the usage context are further propagated
throughout the TiribaMission Controller behavioural model expressed in a finite statemachine.
Variability in the selection of Tiriba mission-related features specified in Figure 3(left) are propagated throughout the Tiriba mission controller

state machine shown in Figure 5, which defines the mission controller configuration using a mechanism of state transitions conditioned to state
variable values that define variability. Thus, when the Entry Segment Simulationmission-related system/functional feature is chosen, a simulation is
performedwhenever theUAVstarts a newmission segment (seeFigure5(left)), in order tofindout the suitable approach for switching between two
mission segments.When the Route Correction (i.e., Feather Threshold) functional feature is selected, the UAV route is adjusted whenever the aircraft
deviatesmore than a certain threshold (limit) from the plannedmission route. The realization of this feature is expressed by the correction start state
transition in the Tiriba FSM from Figure 5 (left). Finally, when the Route Tracking (i.e., Failure Handler) feature is selected, the UAV is able to return to
specific positions where a picture was not taken during themission, which is dispatched by the good simulation state transition in Figure 5 (left).
The activation or deactivation of Tiriba mission controller functional features is defined by alternative flows with Boolean conditional vari-

ables (see Figure 5 (right)), which allow enabling or disabling FSM flows and states according to the feature selection. Thus, for each one of the
aforementionedmission-related features, there is a variablewhose value defineswhich FSM states and transitionswill take place in thefinal product.
The SimEnable Boolean variable controls the activation/deactivation of the behaviour related to the Entry Segment Simulation feature. When this

feature is selected, i.e., when the TFC-ALL (all pilot modes) system variant and uncontrolled airspace context variant are chosen, the SimEnable vari-
able is set true (see Figure 5 (right)). On the other hand, SimEnable is set falsewhen the Entry Segment Simulation feature is not selected. The same is
valid for selection/activation and deselection/deactivation of the Route Correction and Route Tracking functional features.
It is important tohighlight thatusage context featuresmayhave influence in the selectionof system/design features that impacton theFinite State

Machines, changing the system behaviour. Thus, when uncontrolled airspace usage context and TFC-ALL system variants are chosen, the SimEnable
state variable from Figure 5 (right) is set true, activating the transition to the Simulating state (see Figure 5 (left)) in a variant-specific mission con-

FIGURE 5 Tiribamission controller finite statemachine (left) andmission configurator FSM component (right).
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troller FSM. When the controlled airspace context and TFC-MAT (manual and autonomous pilot) system variants are selected, FeatherThrHandler
and FailureHandler state variables are set true, activating both the correction start and good simulation state transitions illustrated in Figure 5 (left).

4.2 TFC-SPL: Dependability in Domain Engineering
In this phase, we initially analyzed interactions between Tiriba system and usage context features to identify scenarios to guide dependability anal-
ysis. On the basis of the identified scenarios, we performedTFC-SPL hazard analysis and component faultmodeling. Finally, we linked Tiriba domain
variants to their realization in both Tiriba SPL design and dependability model elements in the Tiriba application variability model.

4.2.1 Identification of Scenarios and Tiriba Hazard Analysis
From the analysis of the TFC-SPL system and usage context variants specified in the feature and context models shown in Figure 3, a range of
candidate scenarios can be derived. The composition of pilot mode product variants and usage context variants leads to 84 different TFC system
variants. However, since it would be prohibitive performing dependability analysis covering all these variants, only Tiriba Flight Control manual
and autonomous (TFC-MAT) and all pilot modes (TFC-ALL) system variants, respectively operating in Controlled and Uncontrolled airspace usage con-
texts, togetherwith the analyst’s domain knowledge, were considered to performTiriba dependability analysis.We performed TFC-SPLHARAwith
the support of domain experts, by considering TFC-MAT and TFC-ALL system variants and their usage contexts, which were analyzed from the
perspective of the SAE ARP 4754A Risk Assessment process.
Table 1 shows an excerpt of TFC-SPL hazard analysis and risk assessment. Variation in the causes of theNo pilot commands andValue pilot commands

hazards, and in the risks that they pose for overall safety, were identified in both of the two aforementioned system variants (see Table 1). The
causes for the no pilot commands hazard are omission failures in FailSafeController (FSC) and PWMDecoder component outputs when the TFC-MAT
system variant and controlled airspace usage context are chosen. On the other hand, omission failures in the FSC,ModeSwitcher, and PWMDecoder
component outputs are the causes for the occurrence of the same hazard when the TFC-ALL system variant and uncontrolled airspace usage context
are selected. Such variation can also be found in the causes of incorrect value of pilot commands, i.e., value pilot commands hazard, which may change
according to the targeted system and usage context variants (see Table 1). Variation in the TFC-SPL hazard analysis further propagates throughout
the risk assessment.
In theTFC-SPL risk assessment, different values for likelihood (probability of occurrence) and severity reliability attributeswere assigned to classify

the risk posed by the no pilot commands and value pilot commands hazards, according to the targeted system and usage context variants. Thus, the
probability of occurrence of both omission of pilot commands (i.e., no pilot commands hazard) and incorrect pilot commands (i.e., value pilot commands)
are respectively 10e-9 and 10e-7 per hour of operation with catastrophic and hazardous severity when the TFC-MAT system and controlled airspace
usage context variants are chosen. On the other hand, the probability of occurrence of both hazards are respectively 10e-7 and 10e-5 per hour of
operation with hazardous andmajor severity when the TFC-ALL system variant and uncontrolled airspace are chosen. Variation in the assignment of
values to hazard severity and likelihoodmay impact on the allocation of functional safety requirements, and allocation and decomposition of DALs to
avoid or minimize hazard and/or component failure effects on the overall safety of TFC-SPL components.

TABLE 1 Tiriba flight control product line HARA and allocation of safety requirements.

Hazard Analysis Risk Assessment and Allocation of Safety Req.
SystemVariant Hazard Defn. Hazard Causes Severity likelihood DAL
TFC-MAT/ No pilot commands Omission-FSC.filteredControls AND Catastrophic 10e− 9 A
Controlled Omission-PWMDecoder.flightControls
TFC-ALL/ No pilot commands Omission-FSC.filteredControls AND Hazardous 10e-7 B
Uncontrolled Omission-PWMDecoder.flightControls AND

Omission-ModeSwitcher.controlMode
TFC-MAT/ Incorrect pilot commands Value-FSC.filteredControls AND Hazardous 10e− 7 B
Controlled Value-PWMDecoder.flightControls
TFC-ALL/ Incorrect pilot commands Value-FSC.filteredControls AND Hazardous 10e-5 C
Uncontrolled Value-PWMDecoder.flightControls AND

Value-ModeSwitcher.controlMode
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4.2.2 Allocation andDecomposition of Safety Requirements in the Tiriba SPL
After estimating the risk posed by each identified hazard, functional safety requirements, and safety integrity requirements, in terms of DALs, were allo-
cated tomitigateTiribahazardeffects. Following theanalysis of theTFC-SPL risk assessment,weallocateddifferent functional safety requirements,
expressed in terms of architectural decisions, according to the chosenTiribaflight control system and usage context variants. ARedundantTiriba con-
trol system architecture should be adopted when the controlled airspace usage context is chosen. On the other hand, a Non-Redundant architecture
is sufficient to address the safety requirements when the Tiriba UAV is intended to operate in an uncontrolled airspace 43.
Based on the analysis of the risk assessment (Table 1), DALs with different degrees of stringency were also assigned to mitigate hazard effects

in different TFC system variants (see column DAL in Table 1). Thus, we assigned DAL B to mitigate the effects of the occurrence of the value pilot
commands hazard in the TFC-MAT system variant operating in a controlled airspace. On the other hand,DAL C is sufficient to mitigate the effects of
this hazard when the TFC-ALL system variant operating in an uncontrolled airspace is chosen.
Variation in the DALs allocated to mitigate hazard effects in both Tiriba system variants has a direct impact on the development processes to

be enacted to comply9 with safety standards/considerations in order to achieve the safety certification 3 of an individual system variant. Thus, expen-
sive objectives, e.g., performing the aircraft/system functional hazard assessmentwith independence 10, prescribed by SAE ARP 4754A to achieveDAL
A, should be enacted to mitigate the effects of the occurrence of the value pilot commands hazard when the TFC-MAT system variant operating in a
controlled airspace is chosen.On the other hand,when the TFC-ALL systemvariant operating in an uncontrolled airspace is chosen, performing the air-
craft/system functional hazard assessmentwithout independence is sufficient to mitigate the effects of the same hazard. This reduces development
costs in comparison with the costs and effort for producing safety assets to certify the TFC-MAT system variant.
The DALs allocated to mitigate the effects of the occurrence of TFC hazards can be further decomposed to contributing components and their

associated failure modes identified during component fault modeling. We performed DAL decomposition for each Tiriba system variant with the
automated support ofmeta-heuristic optimization algorithms 8. These algorithms implement aerospace SAEARP4754A 4 rules for allocatingDALs
to functions and decomposing them throughout the items. Rules allow downgrading the DALs assigned to functions (at the system level) to the
items (at the component level) based on the independence at requirements, implementation, or hardware deployment levels 41. In the allocation and
decomposition of DALs for the Tiriba case study, we assumed that the components are isolated and protected in the architecture.
Table 2 shows the decomposition of DALs allocated to the No pilot commands and Value pilot commands hazards (see Table 1) to the Barometric

Processor (BP) and PWMDecoder components and their failure modes in both TFC-MAT and TFC-ALL system variants. DALs with different degrees
of stringency were assigned tomitigate the effects of different failure modes of a given component in the same system variant. For example,DALA
andDALEwere respectively assigned tomitigate the effects ofOFailure1 (omission) andVFailure1 (value) failuremodes on the overall dependability
of PWMDecoder subsystem in the TFC-MAT system variant (see column FM-DAL: MAT from Table 2). Such variation may impact on the DAL that
should be assigned to ensure the safe use of the PWMDecoder component in the TFC-MAT system variant.
We determine the DAL that should allocated to ensure the safe use of a given SPL component in a particular system variant, e.g., TFC-MAT, by

analyzing the DALs allocated to each failure mode of the given component. The most stringent DAL allocated to a failure mode of a component is the
required safety requirement to guarantee its safe use in the given system variant. Considering DAL A and DAL E respectively allocated to mitigate
the effects of the PWM Decoder omission and value failures in the TFC-MAT system variant, DAL A should be assigned to ensure the safe use of
PWMDecoder component in this variant (see column DAL:MAT from Table 2). On the other hand, a less stringentDAL C is sufficient to mitigate the
effects of the occurrence of failures in the Barometric Processor subsystem in the TFC-MAT system variant.
Variation in the DALs assigned to different Tiriba SPL components in the same system variant may impact on the structure of development pro-

cesses to be enacted to ensure the safety of a component in the given systemvariant.Different objectives should be addressed anddifferent activities
should be performed to produce artefacts to ensure the safety of the different components in a given system variant. By analyzing the DALs allo-
cated tomitigate component failures in theTFC-MATsystemvariant (seeTable 2), it canbe seen that thePWMDecoder is a highly critical component
withDALA. Thus, expensive safety objectiveswith independence, e.g., SAEARP4754A 4: aircraft functional hazard assessment, andDO-178C 3: verifica-
tion of additional code, should be addressed. On the other hand, less critical components, e.g., the Barometric Processor aDAL C component, demand
less stringent safety objectives that do not require independence.

9Compliance checks are only sampling events. For example, compliance toDO-178C safety considerations for airborne systems is only to verify if the implementation
of a given set of requirements is correct. This is important because if there is a fundamentalflaw in the safety assessment process, safety requirementsmay not be complete
and correct, thus, leading to a faulty system even at DAL A.

10Independence: separation of responsibilities which ensures the accomplishment of objective evaluation. For software verification activities, e.g., hazard analysis,
independence is achieved when the activity is performed by a person(s) other than the developer of the item under analysis 3 .
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TABLE 2Variability in the DAL decomposition throughout components and their failuremodes in different system variants.

Component FailureMode FM-DAL:MAT DAL:MAT FM-DAL: ALL DAL: ALL SPL: DAL
Barometric Processor OFailure1 C C C C C

OFailure2 C C
OFailure1 A C

PWMDecoder OFailure2 - A C C A
VFailure1 E C
VFailure2 - C

- : failuremode is absent in the component in a particular system variant.

Thedefinitionof development processes according to the targeted level of the integrity of eachTFC-MATsystemcomponent help to avoidunnec-
essary costs for achieving compliancewith standardswithout compromising dependability/safety. In this way, considering TFC-MAT components and
the DO-178C safety standard, all DO-178C objectives (66) were only assigned to ensure the safety of theDAL A PWMDecoder subsystem. On the
other hand, the assignment of 57 DO-178C objectives were sufficient to ensure the safety of theDAL C Barometric Processor subsystem instead of
allocating the remainder DAL B and DAL A objectives, which would increase the development costs of the Barometric Processor subsystem in the
TFC-MAT system variant.
Variation in the DALs allocated to the Tiriba flight control hazards in different variants propagates to the DALs allocated to mitigate the effects

of contributing component failure modes. DALs with different degrees of stringency were assigned to mitigate the effects of the PWM Decoder
subsystem failuremodes according to the targeted system and usage context variants.DALC is sufficient tomitigate the effects of the occurrence of
OFailure1 failuremodeon the overall safety of thePWMDecoder in theTFC-ALL systemvariant.On theother hand,we assigned a stringentDALA to
mitigate the effects of the occurrence of this failuremode in theTFC-MAT systemvariant. Thus, theDAL allocated to a given component failuremay
change according to the targeted system variant. Such variation is further propagated to the assignment of DALs to the PWM Decoder component
in different system variants. Thus, a stringentDAL Awas assigned to ensure the safety of PWMDecoder component in the TFC-MAT system variant
(see column DAL:MAT from Table 2). On the other hand, a less stringent DAL C is sufficient to mitigate PWM Decoder failure effects in the TFC-
ALL variant (see column DAL:ALL from Table 2). Such variation may impact on the structure of development processes to be enacted to ensure the
safety of thePWMDecoder component in different system variants. Consequently, engineersmust address different objectives, performing different
activities for producing artefacts to achieve the PWMDecoder component safety approval in each TFC system variant.
The analysis of the DALs assigned to the Tiriba SPL components in different system variants may support engineers in identifying the safety

requirements that should be allocated to ensure the safe use of components across the SPL, i.e., across a set of different system variants relevant
for the stakeholders.We perform such analysis on the basis of the following principle: the most stringent DAL assigned to a given failure mode of a
Tiriba SPL component acrossmultiple systemvariants is theDAL that should be assigned to ensure the safe use of a component across the analyzed
system variants, in this case, TFC-MAT and TFC-ALL. Thus, from the analysis of the DALs assigned to the PWM Decoder component in different
Tiriba system variants, i.e., DAL A in TFC-MAT and DAL C in TFC-ALL, it is possible to infer that DAL A should be assigned to this component to
ensure its safe use across the SPL.
Although the most stringent DAL A was assigned to the PWM Decoder subsystem in only one TFC variant, and less stringent DAL C on other

variant,DALAwas assigned to that component to avoid loss and unnecessary budget, i.e., additional re-verification, validation and testing effort, in case
the PWMDecoder is further used inmost expensive variants. From such analysis, we can obtain the decomposition of DALs assigned to TFC hazards
across the SPL. Early in the design, it can support engineers on structuring a cost-effective development process for the Tiriba Flight Control product
line. A detailed discussion about allocation and decomposition of safety requirements in safety-critical software product line design can be found
elsewhere 6.

4.2.3 Tiriba SPL Component FaultModeling
In the TFC-SPL, different component failuresmay contribute to the occurrence of each identified hazard in different TFC variants and usage contexts.
During the Tiriba component fault modeling, we specified 106 failure expressions, stored in fault model libraries, which were added to 47 Tiriba flight
control model elements.
Table 3 shows an excerpt of the Basic Command Processor (BCP) component fault models. Different output deviations may occur in this

component in different Tiriba system variants.Omission of both the AutopilotSettings andMode component’s output portsmay be raised in the BCP
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TABLE 3An excerpt of Tiriba component fault analysis andmodeling.

Component Failure Data
SystemVariant Component Output Deviation Failure Expression
TFC-MAT/ BCP Omission-AutopilotSettings OFailure1OR
Controlled (Omission-BasicCommandOR

Omission-SensorData)
Omission-AutopilotSettings OFailure1OR

(Omission-BasicCommand AND
TFC-ALL/ BCP Omission-SensorData)
Uncontrolled

Omission-Mode OFailure2OR
(Omission-BasicCommandAND

Omission-SensorData)

component, contributing to the occurrence of hazards, when the TFC-ALL system variant operating in an uncontrolled airspace is chosen (see col-
umn Output Deviation from Table 3). On the other hand, only an omission of the AutopilotSettings output port contributes to the occurrence of
hazards when the TFC-MAT system variant operating in a controlled airspace is chosen. Additionally, different combinations among component
input deviations and internal failures contribute to the occurrence ofOmission-AutopilotSettings output values in bothTFC-MAT andTFC-ALL system
variants (see column Failure Expression in Table 3).
We specified the causes of an output deviation in a failure expression using logical operators (AND, OR, NOT) describing how combinations of the

internal and input failures of a componentmay lead to the occurrence of an output deviation. The occurrence of an internal omission failure in the BCP
componentOR omission failures in both the BCP inputs can raise anOmission-AutopilotSettings output deviation in the TFC-ALL variant. Conversely,
an internal omission failure in the BCP OR the occurrence of an omission failure in one of the BCP inputs may raise an Omission-AutopilotSettings
in the TFC-MAT system variant. Thus, when variability in the dependability assets is solved for the TFC-ALL system variant, only the component
fault model associatedwith this variant is included in a variant-specific dependabilitymodel. Such variation is then propagated throughout variant-
specific fault trees and FMEA artefacts. In order to support the systematic reuse of the TFC-SPL dependability assets, i.e., HARA information and
component fault models, wemanage the impact of design and usage context variations on dependability information during variability modeling.

4.2.4 Integration of Dependability Information into TFC-SPL VariabilityModel
We specified the TFC-SPL domain feature and context models, and the application variability modelwith the support of the BVR 36 variability man-
agement toolset, and AADL Error Annex enabler adapter for the BVR toolset developed by the authors. Whereas variability management techniques
available in the literature do not provide native support for managing variability in dependability base models (i.e., system models enhanced with
dependability information), in this paper, the authors built an adapter to the BVR toolset 36 for establishing a link between the BVR realization
editor and OSATE AADL model editors. This, enables BVR for supporting variability management in AADL design base models enhanced with
dependability information produced using OSATE compositional modeling toolset 7.
The AADL BVR enabler adapter extends OSATE AADL & Error Annex model editors to enable the BVR tool to communicate with OSATE-based

model editors. This is needed for allowing BVR to manage variability in both AADL structural/architectural, behavioral, and dependability base
models. Since the BVR toolset is built upon the EclipseModeling Framework 45 platform, the adapter was implemented as an Eclipse-based plugin.
A discussion about the AADL enabler adapter for BVR tool developed by the authors is outside the scope of this paper. Details about how to create
an adapter to the BVR tool, and configuring a BVR variabilitymodel for a particular software product line can be found elsewhere 36.We have defined
BVR fragment substitutions (FS) (see sub-section 3.4.2) to show how variability in the TFC product line AADL design and error models are resolved
when TFC-MAT/Controlled and TFC-ALL/Uncontrolled variants are chosen.
Table 4 illustrates BVR replacement elements, and fragment substitutions (i.e., mapping links) associated with TFC-MAT/Controlled and TFC-

ALL/Uncontrolled system/context variants specified in the BVR variability model for the TFC product line. Each fragment substitution contains
an empty placement element, and a replacement element with references to the design and dependability base model elements that should be
included in a Tiriba variant-specific systemmodel when a domain variant is chosen. The table columns respectively represent:Variation Point (i.e., a
variation point specified in the SPL domain model), Fragment Substitution (i.e., a variant associated with a variation point), Fragment Type (in this case
only replacements),HARA Information, and Component Failure Data.
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TABLE 4 Pilot mode/usage context variants and their realization in the Tiriba dependability model.

Dependability Information
Variation Point Fragment Substitution Fragment Type HARA Information Component Failure Data

ALL-NoPilotCommands ALL-PWD-Fault-Model
TFC-ALL/ Replacement ALL-ValuePilotCommands ALL-MSW-Fault-Model
Uncontrolled ...

PilotMode/ ALL-BCP-Fault-Model
Airspace

TFC-MAT/ Replacement MAT-NoPilotCommands MAT-PWD-Fault-Model
Controlled MAT-ValuePilotCommands MAT-BCP-Fault-Model

...
MAT-MSW-Fault-Model

Table 4 shows an excerpt of mappings linking dependable-related domain variants to their realization into dependability model elements, defined
in the TFC-SPL variability model. Thus, when the TFC-MAT system variant operating in a controlled airspace usage context is chosen, HARA infor-
mation and component fault models associated with other TFC system variants are removed from the dependability model. On the other hand, as
specified in the replacement element11,HARA information and component fault models associated with the TFC-MAT system variant, e.g., theMAT-No-
Pilot-Commands hazard and the MAT-BCP-Fault-Model should be included in the final product dependability model. Later, we created a fragment
substitution related to theTFC-MAT/Controlled variant by combining an empty placement and replacement elements.Wealso have created a replace-
ment element with references to HARA information and component fault models that should be included in the final product dependability model
when TFC-ALL/Uncontrolled variant is chosen.
Thefinal TFC-SPL variabilitymodel comprises: 8 fragment substitutions, 1 empty placement, and8 replacement elements.Wedefined four fragment

substitutions to specify the realization of system features in both the Tiriba SPL architectural and behaviouralmodels, and four fragment substitutions
were defined to specify the realization of dependable-related and usage context features in the SPL dependability model specified as dependability
annotations in the TFC-SPL AADL design.

4.3 TFC-SPL: Application Engineering
In this phase, we defined application feature and contextmodels for two different Tiriba system variants.We input thesemodels to the BVR toolset
supporting the derivation of variant-specific system models enhanced with dependability information. We performed iterations of dependability
analysis steps defined in the domain engineering phase for identifying application-specific scenarios thatmay impact on systemdependability, along
with potential hazards and component failures that can emerge from these scenarios.

4.3.1 Tiriba Product Requirements Engineering and Architecture Customization
We performed product requirements engineering from requirements for agriculture and environment monitoring applications. For each application,
we have chosen the Tiriba flight control system and usage context features (see Figure 3) that addresses its requirements. Thus, we have chosen
manual, autonomous, assisted, and automatic pilot system features, and the uncontrolled airspace context feature that address agriculture application
requirements (TFC-ALL system variant).We also selectedmanual and autonomous pilot system features and the controlled airspace context feature
to address environment monitoring application requirements (TFC-MAT system variant). During the specification of feature and contextmodels for
these twoapplications,we identifiedWeatherConditionsvariant-specificusage context features suchas rainy, stormy,wind, and visibility, which canbe
cloud or sunny, that may impact on the system dependability properties. Sinceweather conditions featuresmay impact on dependability properties of
other system variants, we updated the Tiriba product line context modelwith these features (see Figure 3 (right)). The addition of these features may
impact on both the Tiriba application design and dependability analysis. The addition of an application-specific function, e.g., redundant autonomous
pilot, not available in the Tiriba SPL core assets, to a system variant may also impact on design and dependability properties.

11Available on-line: https://github.com/aloliveira/aadl-error-annex-and-bvr
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After specifying feature and contextmodels for agriculture (TFC-ALL) and environmentmonitoring (TFC-MAT) applications, by choosing system

and usage context features defined in the Tiriba SPL domain model, we started the product derivation process. For each TFC system variant, the
following artefacts were input to the BVR toolset: the TFC-SPL feature and context models, the product feature and context models, the TFC-SPL
variability model, and Tiriba Flight Controll AADL design enhanced with AADL Error Annex dependability annotations 7. Thus, we obtained TFC-
MAT and TFC-ALL variant-specific AADL design and error models. Variability management in the TFC-SPL enabled the systematic reuse of almost
80% of HARA and component fault modeling dependability information, produced during the domain engineering phase, in the derivation of each
Tiriba system variant.

4.3.2 Tiriba Product Hazard Analysis and Component FaultModeling
By combining rainy and stormy weather condition usage context features added to the TFC-MAT system variant, newer scenarios, not predicted in
the domain engineering phase, that may impact on system dependability properties can emerge. Thus, we have considered the TFC-MAT system
variant operating under rainy and stormy weather conditions to perform product hazard analysis and component fault modeling. We did this to
identify combinations among component failures, whichwere not earlier identified in the domain engineering phase, thatmay lead to the occurrence
of system and component-level failures.
We estimated the risk for overall safety posed by each identified product-specific hazard in different scenarios, based on severity and probability

risk tolerability criteria defined in SAE ARP 4754A. Tiriba product hazard analysis and component fault modeling tables are available elsewhere 46.
During TFC-MAT product hazard analysis, different hazards, with different causes and risks posed for system dependability were identified in the
aforementioned scenarios.
A delay in receiving pilot commands hazard, with catastrophic severity, and low likelihood (i.e., 10e-9 per hour of operation), can emerge due the

occurrence of late failures in both the FSC and PWMDecoder component’s outputs in the TFC-MAT system variant operating under stormyweather
conditions. On the other hand, when the TFC-MAT system variant is operating under rainy weather conditions, the occurrence of an early failure
in the FSC.filteredControls outputOR a commission failure in the PWMDecoder.flightControls output can lead to the occurrence of reception of pilot
commands earlier than intended hazard, with a hazardous severity and probability of occurrence of 10e-7 per hour of operation. From the analysis of risk
classification associatedwith TFC-MATproduct-specific hazards, we assignedDALA tomitigate effects of the occurrence of a delay in receiving pilot
commands, andDAL B to minimize the effects of the occurrence of receiving pilot commands earlier than intended.
The emergence of two additional hazards in the TFC-MAT system variant operating in a controlled airspace under stormy and rainyweather con-

ditionsmay impact on the structure of reused component fault models. Thus, additional component failure modes that contribute to the occurrence
of product-specific hazards can be raised. Therefore, we enhanced the Tiriba BCP component fault model 22 with additional output deviations that
may contribute to the occurrence of two additional TFC-MAT application-specific hazards identified during product hazard analysis.
TFC-MAT product-specific HARA information and component fault models can be added to the Tiriba SPL repository to be further available

for reuse in the development (derivation) of other system variants from Tiriba SPL core assets. TFC-MAT product-specific hazards and component
failure data, identifiedduring iterations of thehazard analysis and component faultmodeling in the application engineeringphase,may lead todifferent
failure/fault propagation not predicted during the TFC-SPL dependability analysis. Thus, different fault trees, with different fault propagation, and
FMEA results with different component failure effects on overall safety can be generated for a particular TFC system variant.

4.3.3 Synthesis of Fault Trees and FMEAResults for Tiriba SystemVariants
Product/variant-specific TFC AADL design and error models were input to generate fault trees for 10 product-specific hazards (for four different
TFC system variants), and FMEA results were synthesized from the generated fault trees. Figure 6 shows excerpts of the No pilot commands fault
trees generated for theTFC-MAT andTFC-ALL systemvariants. TheNopilot commands fault trees generated for twodifferent systemvariants show
the impact of SPL variationonhazard causes. Thus, the occurrenceof an omissionofPWMDecoder.flightControlsAND FailSafeController.filteredControls
component’s outputs leads to the occurrence of the absence of pilot commands system failure when TFC-MAT system variant is chosen (see Figure
6 (left)). On the other hand, the occurrence of an omission of ModeSwitcher.controlMode component output failure in conjunction with the two
aforementioned output failures are the causes of the absence of pilot commandswhen TFC-ALL system variant is chosen (see Figure 6 (right)).
Variation in the No pilot commands fault tree gates propagates throughout the number of failure cut sets. A failure cut set is a combination of basic

events that can cause the top event of a fault tree (i.e., a system-level failure) 17. We found an example of such variation in the number of failure cut
sets that contribute to the occurrence of an omission of pilot commands system failure in the Tiriba No pilot commands fault tree, which may change
according to the chosen system variant. Thus, 60 failure cut setsmay contribute to the occurrence of an omission of pilot commandswhen TFC-MAT
system variant is chosen.On the other hand, 108 failure cut setsmay contribute to the occurrence of the same top event fromNo pilot commands fault
tree when the TFC-ALL system variant is chosen. Such a difference is justified by the increase in the number of components and failure modes that
contribute to the occurrence ofNo pilot commands fault tree top event in the TFC-ALL system variant.
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FIGURE 6 TFC-MAT (left) and TFC-ALL (right)No pilot commands fault tree gates and nodes.

Variation in Tiriba product fault tree gates, nodes, and failure cut sets propagates to theFailure Modes and Effects Analysis12 (FMEA). Thus, failure
modes that directly or indirectly contribute to the occurrence of theNo pilot commands hazardmight change according to the targeted Tiriba system
variant. In the FMEA results for Tiriba system variants 46, different PWM Decoder component failures may directly or indirectly contribute to the
occurrence of Tiriba hazards (see Table 1) in each system variant.
Tiriba product FMEA results 46 show the effects of the occurrence of each component failure on overall safety, and whether a given component

failure is a single point of failure or not, which may change from one system variant to another. Thus, when the TFC-ALL system variant is chosen, the
occurrenceofOFailure1andOFailure2omission failures indirectly contributes, in conjunctionwith failures fromother components, to theoccurrence
of omission of pilot commands (i.e., no pilot commands) system failure, and the occurrence of VFailure1 and VFailure2 value failures, in conjunction
with failures from other components, indirectly contributes to the occurrence of the incorrect value for pilot commands (i.e., value pilot commands)
hazard.On the other hand, whenTFC-MAT systemvariant is chosen, only the occurrence ofOFailure1 omission failure indirectly contributes, in con-
junction with failures from other components, to the occurrence of omission of pilot commands system failure, and the occurrence of the VFailure1
value failure, i.e., a single point of failure 46, directly contributes to the occurrence of the incorrect value of pilot commands hazard. Finally, considering
both Tiriba system variants, 30 component failures contribute to the occurrence of system failures in the TFC-ALL variant. Since the TFC-MAT sys-
tem variant comprises fewer components in comparison with the TFC-ALL variant, only 24 component failures directly or indirectly contribute to the
occurrence of system failures in the TFC-MAT system variant.

5 DISCUSSION
In this section, we present an analysis of the impact of variation in system and usage context features on both design and dependability analysis,
i.e., on hazard analysis and risk assessment, allocation and decomposition of safety requirements, and component fault modeling and propagation. We
performed such analysis, which is one of the contributions of this paper, by considering the following system architecture models enhanced with
dependability information: aircraft braking system 47, door controller 48, Tiriba UAV 24,35, and automotive braking system 37 software product lines. Their
architecture models were specified in AADL 7 and Simulink 44, and dependability annotations with the support of AADL Error Annex 7, and HiP-
HOPS 8 compositional dependability analysis techniques.

12FMEA highlights the relationships between the occurrence of component failures and their effects on the overall safety.
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5.1 The Impact of Variability on SystemDesign
In data-flow oriented architectural models, structural/architectural variability can be found in systems, subsystems, components, their ports, and con-
nections expressed by flows from input to output ports and vice-versa, which may change according to the chosen system and usage context features.
By considering the TFC-SPL 35,43 developed with Simulink model blocks, the selection of the TFC-MAT system variant from the Pilot Mode variation
point, by choosingManual and Autonomous Pilot system features shown in Figure 3 (left), drives the selection of the PWM Decoder component and
the BCP subsystem, their ports and connections (see Figure 4) during the product derivation process. It is important to highlight that variation in usage
context features combined with variation in system features, and isolated variation in the usage contextmay also impact on the derivation of variant-
specific architectural and behaviouralmodels. Thus, architectural variation inherent to system and usage context variants can be further propagated
to system behaviour, which can be expressed in a finite state machine.
In safety-critical SPLE processes, variation in system and usage context features may also impact on the system behaviour. Thus, FSM states,

state transitions, and events that trigger state transitionsmay change according to the selection of the targeted system and usage context features.
Variation in the FSM can directly impact on elements of the system architecture, changing data port values, along with the configuration of compo-
nents, and their connections. Variability in a finite statemachine can be found in the number and structure of the state flows associatedwith different
product variants and their usage context.
Variation in a state flow can be found in its input and/or output data, states, and state transitions. A statemay also have different local variableswith

different values. In addition, a FSM state may be involved in different state transitions according to the targeted product and usage context variants.
Variation in a state transition can be found in its source and target states, and in the event that triggers the transition. The execution priority order
and outgoing events of a state transitionmay also vary according to the targeted system and usage context variants. A state Transition Eventmay be
triggered by differentmode/stateswith different guard conditions. A guard condition should be satisfied for the transition from a source state to a target
state. Transition Eventsmay also have Timing Constraints. For example, a transition event should be dispatched after a system failure on an interval of
one second or less than one second, depending on the targeted product variant.
Effectsof a state transition event represent changes in state variables, whichmayvary according to the targeted systemandcontext variants. Finally,

variation in the state transitionsmay impact on the dispatch of different outgoing events affecting both the behavior and structure/architecture of a
given system/product variant. Examples of outgoing events are changes on states and state variables from other finite state machines, and changes in
structural/architectural model elements, e.g., systems, subsystems, sub-components, with their connections and port values. Thus, different states can
be achieved and different values can be assigned to state variables according to the targeted system and usage context variants.
Variation in finite state machines can be found in the Tiriba optional mission-related features 35 expressed by the activation/deactivation of

states and transitions from the Tiriba mission controller state machine (Figure 5) according to values assigned to FSM variables. Thus, when the Entry
Segment Simulation mission-related system/functional feature is chosen (see Figure 3 (left)), i.e., when all Tiriba pilot mode system features and the
uncontrolled airspace usage context feature (see Figure 3) are chosen (TFC-ALL/Uncontrolled variant), the SimEnable state variable is set true (Figure
5 (right)), activating the transition to the Simulating state (see Figure 5 (left). In addition to the impact of system and usage context feature variations
on architectural and behavioralmodels in conventional SPLs, such variationmay be further propagated to dependability analysis in safety-critical SPL
development processes.

5.2 Variability and SPLDependability Analysis
Variation in both SPL architectural and behaviouralmodels, defined in system and usage context variants, can be further propagated to the safety life-
cycle of a safety-critical SPL. This impacts on system Hazard Analysis and Risk Assessment (HARA) (i.e., ISO 26262 Part 3-7: HARA, and SAE ARP
4754A Sec. 5.1: Aircraft and System Level FHA), component fault analysis andmodeling, and allocation and decomposition of safety requirements (i.e.,
ISO26262Part 3-8: Functional-SafetyConcept, and SAEARP4754ASec. 5.2:DALAssignment). Variation inHARAcanbe further propagated todepend-
ability engineering activities, required by safety standards/considerations 2,4 and certifying authorities, to achieve system safety certification and
component approval. These include component fault analysis and modeling, Fault Tree Analysis (FTA) and FMEA, and allocation and decomposition
of safety requirements.
The production of safety/dependability artefacts contributes to increases in the development costs of safety-critical systems. Understanding how

SPL product/system and usage context variation impact on dependability analyses may help to achieve the systematic reuse of both system design
and dependability artefacts, reducing the certification costs of individual system variants. Combinations among system and usage context variantsmay
be useful to derive scenarios, which can be used to guide engineers in performing system dependability analysis/modeling in safety-critical SPL
architectures. In a safety-critical SPL, different failure conditions can be raised, leading to different system-level failures (i.e., hazards), with different
probability, severity, and criticality levels. Different safety requirements, in terms of functions or SILs, can be allocated to avoid or minimize hazard
and/or component failure effects on overall safety according to design choices and targeted usage contexts.We present a detailed description of a set
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of identified variability types that can be foundwhen performing dependability analysis for a safety-critical system and software product line in the
following section.
Variability in Hazard Analysis and Risk Assessment:
During hazard analysis, different hazards and hazard causes can emerge according to the targeted product/system and usage context variants.

Examples of such variation can be found in the causes of theNo pilot commands and Value pilot commands hazards that may change according to the
selection of Tiriba system variants (see Table 1). Variation in hazard definition and hazard causes, identified during hazard analysis, can be further
propagated throughout the risk assessment. In the risk assessment, variation can be found in the values assigned to reliability attributes, e.g., SAE
ARP 4754A likelihood and severity, used to classify the risk posed by each system hazard for overall safety (see Risk Assessment columns from Table
1). Thus, in the TFC-SPL, the likelihood of an omission of pilot commands is 10e-9 per hour of operation with catastrophic severity when the TFC-
MAT system variant operating in a controlled airspace is chosen. On the other hand, the addition of theMode Switcher and Autopilot components,
respectively representing assisted and automatic pilot mode features (see Figure 3 (left)), contributes to increase the system reliability when the
TFC-ALL system variant operating in an uncontrolled airspace is chosen. This results in a reduction of the severity of omission of pilot commands to
hazardous.
Variability in the assignment of values to reliability attributes, e.g., severity, during hazard classification, may impact on the allocation and decom-

position of functional safety requirements and/or Safety Integrity Levels (SILs) to avoid or minimize the effects of the occurrence of hazards on overall
safety. Thus, different safety requirements can be allocated to mitigate hazard effects according to the targeted system and usage context variants.
Still in HARA, after classifying the risk posed by the identified hazards and contributing component failures, variation can be found in the allocation
of functional safety requirements and SILs to mitigate the effects of system or component-level failures on overall safety.
An example of variation in the assignment of safety integrity levels can be seen in the allocation ofDALswith different degrees of stringency to

mitigate the effects of the occurrence of the value pilot commands hazard identified during the Tiriba SPL dependability analysis (see Table 1). DAL
B was assigned to mitigate the effects of this hazard in the TFC-MAT system variant operating in a controlled airspace. On the other hand, a less
stringentDALC is sufficient tomitigate the effects of this hazard in the TFC-ALL system variant.
Variation can also be found in functional safety requirements, expressed in terms of architectural decisions that must be taken to eliminate or

minimize the effects of system or component failures, which might change according to the targeted system and usage context variants. In the Tiriba
product line, the control system architecture should be Redundant when the controlled airspace 27 usage context is chosen 24. On the other hand, a
non-Redundant control system architecture is sufficient to ensure the safety of the Tiriba UAV operating in an uncontrolled airspace.
Variation and its Impact on Allocation andDecomposition of Safety Requirements:
Variability in the allocation and decomposition of SILs relates to the variation on the mitigation mechanisms for handling the risk posed by a

given system hazard, component failure, or component, which might change according to the targeted system and usage context variants. Variation in
the SILs allocated to mitigate hazard effects in different system variants may be further propagated to their decomposition throughout component
failures, identified during component fault modeling, that directly or indirectly contribute to the occurrence of system hazards.
Table 2 shows an example of variation in the decomposition of safety requirements, stated in terms of DALs, assigned to mitigate the effects of

hazards in different variants (see Table 1) throughout the Tiriba Barometric Processor and PWM Decoder components and their failure modes. DAL
C is sufficient to mitigate the effects of the occurrence of theOFailure1 failure on the PWMDecoder subsystem in the TFC-ALL system variant. On
the other hand, when TFC-MAT variant is chosen,DAL A should be assigned to mitigate the effects of the occurrence of this failure mode. Variation
in the allocation fo SILs to component failures of a given component in the same system variant is further propagated throughout the assignment of
SILs to ensure the safe use of the component in a particular system variant.
ConsideringDALA andDALE, respectively assigned tomitigate the effects of omission and value failures in thePWMDecoder component (column

FM-DAL:MAT from Table 2), DAL Amust be assigned to ensure the safe use of this component in the TFC-MAT variant. Additionally, we can find
variation in the SILs assigned tomitigate the failure effects of different components in the same system variant, e.g.,DALC assigned to the Barometric
Processor, andDALA to the PWMDecoder in the TFC-MAT variant (see Table 2).
Variation in the allocation of SILs to mitigate failure modes of a component in different system variants can be further propagated to the assign-

ment of SILs to ensure the safety of a given SPL component in different system variants. Considering the PWM Decoder component and its failure
modes (Table 2), DAL C is sufficient to mitigate component failure effects in the TFC-ALL variant, and a stringent DAL A is required to ensure the
safe use of the PWMDecoder in the TFC-MAT variant.
Variation in the assignment of SILs tomitigate failure effects of a given component in different variants can be further propagated to the assign-

ment of SILs to ensure the safety of an SPL component across different systemvariants, i.e., across the SPL.We can performan analysis of the safety
requirements that should be allocated to ensure the safe use of an SPL across a set of targeted variants on the basis of the following principle: the
most stringent safety requirements, expressed in terms of SILs, assigned to a failure mode of a component across multiple system variants must
be the SIL to be assigned to ensure its safe use across the SPL. From the analysis of Table 2, a stringentDAL A, and a less stringentDAL Cmust be
respectively assigned to ensure the safe use of the PWMDecoder and the Barometric Processor components across Tiriba system variants.
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Variability in theallocationanddecompositionof SILsmay impacton the structure andcosts of both systemvariantsand software product line devel-

opment processes, since prescriptive safety standards/considerations, e.g., ISO 26262 for automotive, aerospace DO-178C and SAE ARP 4754A,
establish different objectives, system engineering activities, e.g., verification, validation, and testing, to be carried out, and artefacts to be produced
to achieve these objectives for each level of integrity.
Addressing more stringent SILs demands achieving the most stringent objectives, by performing stringent system engineering activities to pro-

duce expensive development artefacts, thus, increasing the development and certification costs. Allocating less stringent SILs to less-critical SPL
components and most stringent SILs only to highly-critical components can reduce both system’s (variant) and SPL development and certification
costs. A heuristic that expresses the relative cost jumps of developing critical system components to address different SILs, e.g., in terms of DALs,
can be used to support engineers in estimating system/SPL development costs according to the SILs allocated to system hazards and component
failures.
For example, we can adopt the following cost heuristic to estimate the costs of developing the TFC-SPL: 0 to address DAL E, 10 for DAL D, 20

forDAL C, 40 forDAL B, and 50 forDAL A. We use this cost heuristic for illustrative purposes, but any other that engineers find more suitable can
be used instead. By considering this cost heuristic, and whereDAL A andDAL C are assigned to ensure the safe use of the PWMDecoder and the
BarometricProcessor subsystemcomponents across theTFC-SPL (see columnDAL-SPL fromTable2), the estimated cost for developing theseTFC-
SPL components is 70 (20 (DAL C) + 50 (DAL A)), instead of 100 in case of assignment ofDALA to both components. Thus, instead of allocating the
most stringentDALA assigned to a component failure to ensure the dependability of all components in a given systemvariant or across the SPL, the
decomposition of safety requirements may support engineers on structuring cost-effective Tiriba system and software product line development
processes.
The SIL decomposition process allows engineers to assign objectives to a given component or a subset of components according to their level of

integrity, instead of allocating highly stringent objectives to all subsystems/components of a system variant. Thus, the assignment of less stringent
safety objectives to less critical components means less effort and costs need be considered for developing system components, addressing the
safety requirements without incurring unnecessary costs andwithout compromising safety.
By analyzing the DALs allocated to mitigate the failure effects of components in the TFC-MAT system variant (see Table 2), we noted that the

PWM Decoder is a highly critical component with DAL A. Thus, expensive objectives with independence, e.g., SAE ARP 4754A - aircraft functional
hazard assessment, and DO-178C - verification of additional code, should be addressed. Less critical components, e.g., the Barometric Processor DAL
C subsystem, demand less stringent objectives that do not require independence 4 (see Table 2). Thus, the definition of development processes
according to the level of integrity of each system component contributes to avoiding unnecessary costs for achieving compliance with standards
without compromising safety.
Finally, it is important to highlight thatwhen developing reusable system/software components, all variability aspects of each component should

be considered from the initial stages of the SPL life-cycle, and the most stringent SIL assigned to a given component in different usage contexts
should be assigned/allocated to that component to ensure its safe use across the SPL, i.e., across a range of system variants/configurations. Thus,
product/system and contextual variability will not change themitigationmechanisms for components in specific system variants.
Component FaultModeling and Propagation & Product Line Variation:
In the safety engineering life-cycle, component fault analysis and modeling is intended to: identify how software components contribute to the

occurrence of potential system-level failures identified during hazard analysis, and estimating the reliability, e.g., in terms of failure and repair rates, of
hardware components. Variation in the systemhazards and their causes canbe further propagated tohowcomponents contribute to theoccurrence
of system hazards.
Variability in component fault modeling can be found in component output deviations that may contribute, in some way, to the occurrence of

system-level failures, which might change from one targeted system and usage context variant to another (see column Output Deviation from Table
3). Such variation can be further propagated to the causes of deviations in component outputs, which may change according the chosen system vari-
ant and usage context. Thus, different deviations in component inputs, component internal failures, or combinations of component input deviations and
internal failure modes specified in a failure expression, which contribute to the occurrence of a given output deviation, may also be raised according
to the targeted system and usage context variants (see column Failure Expression from Table 3).
Variation in the product line design (see subsection 5.1), i.e., in architectural and behavioral modeling, may also impact on how component failures

or faults propagate to other components.Output deviations of a given componentmay be propagated to different components according to the chosen
system and usage context variants. In addition, variation in the design and usage context may also impact on different input deviations and internal
failures thatmay contribute to the occurrence of the output deviations of a component, changing theway failures propagate inside the component (i.e.,
internal fault propagation).
Different system and usage context variants may lead to different connections among components, via component ports, which may change the

way in which failures propagate both inside the component, and throughout the system architecture, i.e., external fault propagation (see Component
Failure Data columns from Table 3). It is important to highlight that variation in the causes of output deviations (see column Failure Expression from
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Table 3) may impact on both internal and external failure propagation of the component, thus, changing how input and internal failures propagate
inside the component, andhowcomponent output failures are propagated to other componentsof the systemarchitecture. Finally,we can alsofindvari-
ability in the assignment of values for reliability attributes, e.g., failure and repair rates, to a given hardware component, which may change according
to the targeted system variant.
Variability in hazard analysis and component fault modeling propagates to fault tree gates and nodes, and failure cut sets in FTA (see Figure 6), and

in the way that components contribute, i.e., with direct or indirect failure modes, to the occurrence of the hazards in different system variants in
FMEA (see subsection 4.3.3). The analysis of FTAs and FMEA results for different system variants (see sub-section 4.3.3) provides the evidence of
traceability of variation in the design and usage context throughout the cause-effect relationships between component-level failures and system-level
failures. Such analysis provides insights into how SPL components can fail, and contribute to the occurrence of hazards across different system
variants, providing feedback for product line engineers addressing dependability, in terms of the safety and reliability, of the components across the
SPL, i.e., across a range of system variants.
Finally, variation inhazardanalysis, safety requirements, component faultmodeling, FTAandFMEAfurtherpropagate to the structureof product

assurance cases. We can automatically generate Assurance Cases, with the support of model-based techniques 49, for an specific system variant
from design and dependability assets. An Assurance Case is a defensible, comprehensive, and justifiable argument supported by a body evidencewhich
demonstrate that the system is acceptably safe to operate in a particular context 50. Automotive 2 and aerospace 4 standards and considerations,
and regulations recommend the production of an Assurance Case for certification of critical systems. The automatic generation, and the analysis of
the impact of variability on the structure of product assurance cases are outside the scope of this paper.

6 RELATEDWORK
Research on variability management with dependability artefacts is split into extensions of traditional safety and dependability analysis techniques,
e.g., Fault Tree Analysis and Failure Modes and Effects Analysis, to suit Software Product Line Engineering processes 13,14,16, and model-based tech-
niques 10,11,51,52 to support dependability analysis integrated with the system design. The most notable work in the first category is the extension of
Software Fault Tree Analysis (SFTA), named Product Line SFTA 13,14, to address the impact of SPL variation on system dependability analysis. In the Prod-
uct Line SFTA approach, each leaf node of a software fault tree is labeledwith commonality or variability associatedwith that leaf node. The Product Line
SFTA approach is built upon a technique for developing a product line SFTA in the domain engineering phase, and a pruning technique for reusing the
SFTA in the application engineering phase.
The Product Line SFTA approach is further extended to integrate SFTA results with state-based models 16. This extension allows the mapping of

software fault tree leaf nodes into components, and modeling the behaviour of each component in a state chart. The Product Line SFTA and its state-
based modeling extension considers Fault Tree Analysis as a reusable asset. However, fault trees can be automatically generated from dependability
information produced during hazard analysis and component fault modeling in the domain engineering phase. Thus, earlier variability management of
dependability properties on FTA and FMEA synthesis, as we presented in this paper, enables the systematic reuse of dependability information, and
traceability of dependable-related variation throughout the SPL safety life-cycle. Fault trees and FMEA artefacts can be automatically generated for
a particular system variant, with the support of compositional dependability analysis techniques 7,8,9, from the reused dependability information
produced in the DEPendable-SPLE application engineering phase.
In the second category, Schulze et al. 11 have proposed an approach that integrates commercialMedini ISO 26262 compliant safety analysis and

pure::variants tools, to enable support for variability management in functional safety-related assets, evaluated in an automotive case study. The
Schulze et al. approach 11 is based on a referencingmodel, whichmaps problem-domain featureswith artefacts in the solution space, in this case, require-
ments, fault trees, and safety goals. The Schulze et al. approach was further extended with a process to support model-based change impact analysis
of variability in automotive functional safety 51. This process combines variability management techniques with safety engineering and software con-
figuration management activities to achieve a complete safety assessment. The proposed process supports change impact analysis in the following
scenarios: (i)when a specific variant shows undesired behaviour and it needs to be fixed, (ii) in caseswhere an innovative function requires an exten-
sion of an existing system function, and (iii)when the function behaviour is changed and it should be analyzed, or when a newer optional function is
developed.
Similar to the Schulze et al. approach and its extension, the approach proposed by the authors in this paper is built upon an SPL variability model,

linking problem-domain context and system features with artefacts from the solution space, e.g., components and their failure data. Although the
Schulze et al. 11 approach provides support for variability management in functional safety assets, they didn’t emphasize the management of the
impact of contextual variation on architectural and behaviouralmodels,HARA and component fault modeling, as we presented in this paper. In addition,
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the author’s approach is applicable to domains other than automotive, e.g., aerospace, and it is independent, from underlying dependability analy-
sis and variability management tooling support. Nevertheless, the Schulze et al. approach 11 and its extension 51 also provides a good and efficient
solution for variability and changemanagement on functional safety.
Kaβmeyer et al. 52 proposed a systematic model-based approach integrated with a change impact analysis approach 51. The Kaβmeyer et al.

tool-supported approach combines requirements engineering and architectural design, safety analysis, and variability management tools, allowing
seamless safety engineering across product variants by representing safety artefacts in a homogeneous UML-compliantmodeling notation. In their
approach, HARA and component fault modeling is performed by annotating the UMLmodel in the sameway as in the DEPendable-SPLE approach.
As part of Kaβmeyer et al. approach 52, Domis et al. 10 have extended the Component Integrated Component Fault Trees (C2FT) technique with

variation points and integrated itwithUML via a profile in theEnterpriseArchitect tool. Although theKaβmeyer et al. approach 52 and its extension 10
also provides a good solution for variabilitymanagement in functional safety, they aredependent upon specific commercial tools.On theother hand,
DEPendable-SPLE approach can be applied independently from underlying variability management and dependability analysis tooling support, i.e.,
engineers can apply the approach steps in their projects with the support of different compositional modeling and variantmanagement techniques,
e.g., Simulink/HiP-HOPS and pure::variants 11, other than those used by the authors in the case study.

7 CONCLUSION
In this paper we presented the DEPendable-SPLE approach that extends conventional SPLE processes with support for variability management in
both design and dependability analysis. The DEPendable-SPLE approach enables the systematic reuse of both SPL archictural, behavioural, and depend-
abilitymodels in the application engineering phase. DEPendable-SPLE is also applicable independently fromunderlying variabilitymanagement and
dependability analysis techniques and tools. In this paper, we performed DEPendable-SPLE approach steps with the support of OSATE AADL &
Error Annex system modeling and compositional dependability analysis toolset, BVR variabiity mangement toolset, and OSATE AADL adapter for
BVR toolset developed by the authors.
The AADL adapter to the BVR tool was developed to enable BVR to communicate with OSATE model editors for managing variability in AADL

design and dependability/error models. We used these tools to support both dependability analysis and variability management steps in the Tiriba
flight control SPL. DEPendable-SPLE supports the analysis of the impact of design and usage context variations on dependability analysis artefacts.
Thus, we linked the Tiriba Flight Control SPL system and usage context variants to their realization in both architecture, behavioral, and depend-
ability models. Further, we generated, with the support of the BVR toolset, multiple variant-specific design and dependability models, during the
product derivation process. Thus, we achieved the systematic reuse of architectural, behavioural, and dependability models early in the SPL safety
process.
DEPendable-SPLE enabled the systematic reuse of almost 80% of TFC dependability information, produced in the domain engineering phase,

in the derivation of each one of the four TFC system variants. This reduces the effort and costs for performing dependability analysis activities
for a specific system variant. With the support of compositional techniques, in this case, OSATE AADL Error Annex 7, fault trees and FMEA were
generated from the reused AADL design and AADL Error Annex dependability/error models. We also presented a detailed analysis of the impact
of design and usage context variations on both design and dependability analysis (i.e., hazard analysis and safety requirements, and component fault
propagation). Such analysis enables the systematic reuse of dependability assets produced during the domain engineering phase. Additionally, we
presented a preliminary analysis of the impact of variation on allocation of safety requirements, expressed in terms of safety integrity levels, and their
decomposition throughout components and their failure modes that may support engineers on structuring cost-effective development processes for
both SPL and/or specific system variants.
In further work on this topic we intend to focus on detailing how variability in AADL design and errormodels is specified and managed, and per-

forming a user study of the BVR tool and AADL adapter developed by the authors and a comparison with existing variant management techniques.
We also intend to perform a deeper investigation about the impact of design and usage context variations on SIL decomposition and development
processes, and time-dependent, failure and repair behaviours of re-configurable critical systems and software product lines. We intend to investi-
gate the implications of SPL and systemversion/configuration variability on both safety and security analysis. Finally, we intend to investigate the use
ofmodel-driven techniques to generate variant-specific assurance cases, and the potential of SIL decomposition techniques in supporting engineers
to take architectural decisions in the design of re-configurable systems and safety-critical SPLs.
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