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Preface

The 4th International Conference on Applied Cryptography and Network
Security (ACNS 2006) was held in Singapore, during June 6-9, 2006. ACNS 2006
brought together individuals from academia and industry involved in multiple
research disciplines of cryptography and security to foster exchange of ideas.
This volume (LNCS 3989) contains papers presented in the academic track.

ACNS was set a high standard when it was initiated in 2003. There has
been a steady improvement in the quality of its program in the past 4 years:
ACNS 2003 (Kunming, China), ACNS 2004 (Yellow Mountain, China),
ACNS 2005 (New York, USA), ACNS 2006 (Singapore). The average accep-
tance rate is kept at around 16%. We wish to receive the continued support
from the community of cryptography and security worldwide to further improve
its quality and make ACNS one of the leading conferences.

The Program Committee of ACNS 2006 received a total of 218 submissions
from all over the world, of which 33 were selected for presentation at the academic
track. In addition to this track, the conference also hosted an industrial track of
presentations that were carefully selected as well. All submissions were reviewed
by experts in the relevant areas. We are indebted to our Program Committee
members and the external reviewers for the great job they have performed. The
proceedings contain revised versions of the accepted papers. However, revisions
were not checked and the authors bear full responsibility for the content of their
papers.

More people deserve thanks for their contribution to the success of the con-
ference. We sincerely thank General Chair Feng Bao for his support and encour-
agement. Our special thanks are due to Ying Qiu for managing the website for
paper submission, review and notification. Shen-Tat Goh and Patricia Loh were
kind enough to arrange for the conference venue and took care of the adminis-
tration in running the conference. Without the hard work of the local organizing
team, this conference would not have been possible. We would also like to thank
all the authors who submitted papers and the participants from all over the
world who chose to honor us with their attendance.

Last but not the least, we are grateful to the Institute for Infocomm Research
for organizing and sponsoring the conference.

April 2006 Jianying Zhou
Moti Yung
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