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Preface

PET 2005 held in Cavtat (Croatia) from May 30 to June 1, 2005, was the
5th Workshop on Privacy-Enhancing Technologies, which is now established as
a yearly event. The workshop received 74 full paper submissions out of which 17
papers were ultimately selected to be presented. The selection process relied on
over 200 reviews from the Program Committee, Program Chairs and additional
reviewers, at least three per paper. A further 2-week long e-mail discussion led
to consensus on the papers accepted–with the ultimate responsibility for the
program resting on the Program Co-chairs. The number of accepted papers
and final program format was to ensure that PET retains its character as a
workshop, with ample time for discussion, two panel discussions, and space for
the fermentation of new ideas and collaborations.

The Program Chairs would first like to thank the PET 2005 Program Com-
mittee for the high-quality reviews and discussion that led to the program:

- Martin Abadi, University of California at Santa Cruz, USA
- Alessandro Acquisti, Heinz School, Carnegie Mellon University, USA
- Caspar Bowden, Microsoft EMEA, UK
- Jean Camp, Indiana University at Bloomington, USA
- Richard Clayton, University of Cambridge, UK
- Lorrie Cranor, School of Computer Science, Carnegie Mellon University, USA
- Roger Dingledine, The Free Haven Project, USA
- Hannes Federrath, University of Regensburg, Germany
- Ian Goldberg, Zero Knowledge Systems, Canada
- Philippe Golle, Palo Alto Research Center, USA
- Marit Hansen, Independent Centre for Privacy Protection Schleswig-Holstein,

Germany
- Markus Jakobsson, Indiana University at Bloomington, USA
- Dogan Kesdogan, Rheinisch-Westfaelische Technische Hochschule Aachen,

Germany
- Brian Levine, University of Massachusetts at Amherst, USA
- Andreas Pfitzmann, Dresden University of Technology, Germany
- Matthias Schunter, IBM Zurich Research Lab, Switzerland
- Andrei Serjantov, The Free Haven Project, UK
- Paul Syverson, Naval Research Lab, USA
- Latanya Sweeney, Carnegie Mellon University, USA
- Matthew Wright, University of Texas at Arlington, USA

Additional reviewers included George Bissias, Rainer Böhme, Katrin Borcea,
John Burgess, Jong Youl Choi, Sebastian Clauss, Elke Franz, Stephan Gross,
Markus Hansen, Tom Heydt-Benjamin, Guenter Karjoth, Stefan Köpsell,
Thomas Kriegelstein, Tobias Kölsch, Marc Liberatore, Katja Liesebach,
Christian Maier, N. Boris Margolin, Martin Meints, Steven J. Murdoch,



VI Preface

Thomas Nowey, Lexi Pimenidis, Klaus Ploessl, Clay Shields, Adam Shostack,
Sandra Steinbrecher, Alex Tsow, Madhu Venkateshaiah, Xiaofeng Wang,
Rolf Wendolsky, and Andreas Westfeld. Their help was very much appreciated.

As is usual, final proceedings were produced only after authors had the chance
to discuss their work with community members during the workshop. The final
papers are now published as volume 3856 in Springer’s Lecture Notes in Com-
puter Science.

We are grateful to Damir Gojmerac, who originally invited PET 2005 to
be held in Croatia when he was with the Financial Agency of Croatia (FINA).
And we especially thank Tomislav Vintar, Slađana Miočić, and Ivor Županić for
their faithful perseverance in realizing the complex logistics of the PET 2005
workshop.

Financial support for PET 2005 was generously provided by Microsoft Cor-
poration and FINA. This funding was instrumental in making the workshop ac-
cessible to students and others who applied for travel and registration stipends.
PET 2005 also benefited from synergy with the Privacy Technology Executive
Briefing both in terms of overlapping attendance and organizational load sharing.

We are particularly indebted to Caspar Bowden and JC Cannon at Microsoft
for the continuing support of the workshop and for funding the Award for Out-
standing Research in Privacy-Enhancing Technologies. We also thank Andrei
Serjantov for facilitating the process of selecting a winner for this 2005 PET
award. Finally, we give our sincere thanks to Mike Gurski for his vision and
his efforts in facilitating both PET 2005 and the Privacy Technology Executive
Briefing immediately following it.

May 2005 George Danezis and David Martin
Program Chairs

PET 2005
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