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Preface 
ELROCRYPT is a conference devoted to all aspects of cryptologic research, both theoretical 
and practical. In  the last 7 years, the meeting has taken place once a year at various places in 
Europe. Both these meetings and the annual Crypto meetings in California are sponsored by 
The International Association for Cryptologic Research (IACR). Most of the proceedings 
from these meetings are, like this one, published in Springer-Verlag’s Lecrure Notes in Com- 
puter Science series. 

EuroCrypt 90 took place on May 21-24 at conference center Scanticon, situated in Arhus, 
Denmark. There were more than 250 participants from all over the world. It is a pleasure to 
take this opportunity to thank the general chairman Peter Landrock, Arhus Congress Bureau, 
Scanticon, and the organizing committee, who all contributed with hard work and dedication 
to make a well organized and successful conference. 

A total of 85 papers from all over the world were submitted to the conference. This number 
marks a continuation of the steady growth of interest in the EuroCrypt meetings. Out of the 
papers submitted, 41 were rejected, 1 was withdrawn, and 2 papers were asked to merge. This 
resulted in a set of 42 papers presented at the conference. The submissions were in  the form of 
extended abstracts. All program committee members received a full  set of submissions, and 
each submission was refereed independently by at least two members of the program 
committee (not including the program chairman). The experiment from Crypto 89 with blind 
refereeing was continued at this conference, and has now become standard policy at IACR 
conferences. The final papers appearing in these proceedings were not refereed, and the au -  
thors retain, of course, full responsibility for the contents. Several of the papers can be expect- 
ed to appear in various journals in more polished forni. There will a special issue of the 
Journal of Cryptology containing selected papers from the conference. 

In addition to the formal contributions, a number of informal talks were given at the tradition- 
al rump session. These proceedings include short abstracts of some of these impromptu talks. 

Finally, it is a pleasure to acknowledge all those who contributed to putting together the  pro- 
gram of EuroCrypt 90 and making these proceedings a reality. 

First of all, thanks to the program committee. All of its members put a tremendous amount of 
hard work into the refereeing, and many of them even took the time to make detailed 
comment on other papers than the 20 they were asked to read carefully. Also some of my col- 
leagues at Arhus University kindly offered their help on various technical questions; among 
these were Torben Pedersen and J~rgen  Brandt. 

Of course, no conference could have taken place without the authors’ contribution. I would 
like to thank all those who submitted papers, also those whose submissions could not be ac- 
cepted because of the large number of high quality submissions we received. Many of the au- 
thors have been extremely cooperative in  changing the format of their papers to f i t  into the 
proceedings. Were it not for this attitude, these proceedings would have been significantly de- 
layed. 

Arhus, September 1990 Ivan Bjerre Damgird 
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