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Preface

This book is the proceedings of CRYPTO 86, one in a
series of annual conferences devoted to cryptologic research. They
have all been held at the University of California at Santa Barbara.
The first conference in this series, CRYPTO 81, organized by A.
Gersho, did not have a formal proceedings. The proceedings of the
following four conferences in this series have been published as:

Advances in Cryptology: Proceedings of Crypto 82, D.
Chaum, R. L. Rivest, and A. T. Sherman, eds.,
Plenum, 1983.

Advances in Cryptology: Proceedings of Crypto 83, D.
Chaum, ed., Plenum, 1984.

Advances in Cryptology: Proceedings of CRYPTO 84, G.
R. Blakley and D. Chaum, eds., Lecture Notes in
Computer Science #196, Springer, 1985.

Advances in Cryptology - CRYPTO ’'85 Proceedings, H.
C. Williams, ed., Lecture Notes in Computer Science
#218, Springer, 1986.

A parallel series of conferences is held annually in Europe.
The first of these had its proceedings published as

Cryptography: Proceedings, Burg Feuerstein 1982, T.
Beth, ed., Lecture Notes in Computer Science #149,
Springer, 1983.

Eurocrypt 83, held in March of 1983 in Udine, Italy, and Eurocrypt 86,
held in May of 1986 in Linkoping, Sweden, did not have formal
proceedings, while the ’'84 and ’85 conference proceedings have
appeared as

Advances in Cryptology: Proceedings of EUROCRYPT 84,
T. Beth, N. Cot, and I. Ingemarsson, eds., Lecture
Notes in Computer Science #209, Springer, 1985.



\

Advances in Cryptology - EUROCRYPT ’85, F. Pichler,
ed., Lecture Notes in Computer Science #219, Springer,
1986.

Papers in this volume are presented in seven sections
containing most of the papers presented in the regular program, and a
final section based on some of the informal presentations at the "Rump
Session” organized by W. Diffie. Several of the regular papers
presented at the conference are not included in this volume. There was
a special session on integer factorization, and the three papers in that
section will be published in journals:

C. Pomerance, J. W. Smith, and R. Tuler, A pipeline
architecture for factoring large integers with the
quadratic sieve algorithm, SIAM J. Comp. (to appear).

T. R. Caron and R. D. Silverman, Parallel
implementation of the quadratic sieve, J.
Supercomputing (to appear).

M. C. Wunderlich and H. C. Williams, A parallel
version of the continued fraction integer factoring
algorithms, J. Supercomputing (to appear).

Also, the paper

J. G. Osborn and J. R. Everhart, A large community
key distribution protocol,

was not revised in time for publication.

It is my pleasure to thank all those who make these
proceedings possible: the authors, organizers, and all the attendees.
Special thanks are due to M. Janssen, Y. Cohen, and the Springer staff
for their help in the production of this volume.

Murray Hill, New Jersey Andrew M. Odlyzko
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