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Preface

The ACM Workshop on Security and Privacy in Digital Rights Management
is the first scientific workshop with refereed proceedings devoted solely to this
topic. The workshop was held in conjunction with the Eighth ACM Conference
on Computer and Communications Security (CCS-8) in Philadelphia, USA on
November 5, 2001.

Digital Rights Management technology is meant to provide end-to-end solu-
tions for the digital distribution of electronic goods. Sound security and privacy
features are among the key requirements for such systems.

Fifty papers were submitted to the workshop, quite a success for a first-time
workshop. From these 50 submissions, the program committee selected 15 papers
for presentation at the workshop. They cover a broad area of relevant techniques,
including cryptography, system architecture, and cryptanalysis of existing DRM
systems. Three accepted papers are about software tamper resistance, an area
about which few scientific articles have been published before. Another paper
addresses renewability of security measures. Renewability is another important
security technique for DRM systems, and I hope we will see more publications
about this in the future. I am particularly glad that three papers cover economic
and legal aspects of digital distribution of electronic goods. Technical security
measures do not exist in a vacuum and their effectiveness interacts in a number
of ways with the environment for legal enforcement. Deploying security and anti-
piracy measures adequately requires furthermore a good understanding of the
business models that they are designed to support.

We felt there was a need for a workshop devoted to DRM in order to create
an interdisciplinary forum for the exchange of ideas from a number of relevant
areas. The lively discussions at the workshop suggest that we were not mistaken.

During the conference pre-proceedings were made available. Final versions
were prepared by the authors shortly after the workshop and have been included
in this volume without further review.

It is a great pleasure for me to thank everyone whose help and contribution
made the workshop a success. The 17 program committee members did a great
job in reviewing and selecting the papers within a tight schedule. Mike Reiter
was the General Chair of our host conference CCS-8 and took very good care of
all the organizational aspects of the workshop. I would like to thank Microsoft
Research for access to their committee software for the review process. Mike
Freedman helped with running the committee software. I would further like to
thank the ACM CCS-8 conference organizers and our sponsoring organization,
the ACM, for being such great hosts. Special thanks go to Stuart Haber, who
gave an invited talk introducing and surveying modern DRM technology.

As this goes to press the jury is still out about the practical effectiveness of
security measures in DRM systems. Much more real-world data and experience
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are needed. Fortunately we will see the first mass deployments in 2002, and thus
we may reasonably hope to gain some insights from these deployments for future
workshops focusing on DRM.

February 2001 Tomas Sander
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