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Preface

This volume contains the papers presented at the 14th International Workshop on
Security and Trust Management (STM 2018). The workshop was co-located with the
23rd European Symposium on Research in Computer Security (ESORICS 2018) and
was held in Barcelona, Spain, during September 6–7, 2018.

STM (Security and Trust Management) is a working group of ERCIM (European
Research Consortium in Informatics and Mathematics). The STM workshop seeks
submissions from academia, industry, and government that present novel research on
all theoretical and practical aspects of security and trust in ICTs.

STM 2018 attracted 28 high-quality submissions, each of which was assigned to
three referees for review; the review process resulted in eight full papers being accepted
to be presented and included in the proceedings. These contributions cover topics
related to cryptosystems and applied cryptography; modelling and risk assessment; and
trust computing.

We would like to express our deepest thanks to all those who assisted us in orga-
nizing the event and putting together the program. We are very grateful to the
ERCIM STM Steering Committee, and particularly its chair, Pierangela Samarati, for
entrusting us with organizing the workshop; to Nicholas Kolokotronis, for taking care
of publicity; to Joaquin Garcia-Alfaro (ESORICS 2018 Workshops Chair) and Miquel
Soriano (ESORICS 2018 General Chair) for their support in organizing the workshop
and taking care of the logistics. Special thanks go to the members of the Program
Committee for their timely and rigorous reviews that helped us greatly in putting
together a stimulating program. Last, but by no means least, we would like to thank all
the authors who submitted their work to the workshop and contributed to an interesting
set of proceedings.

August 2018 Sokratis K. Katsikas
Cristina Alcaraz
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