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Preface

This volume contains the papers presented at NordSec 2018, the 23rd Nordic Con-
ference on Secure IT Systems. The conference was held during November 28-30,
2018, in Oslo, Norway.

The NordSec conferences started in 1996 with the aim of bringing together
researchers and practitioners in computer security in the Nordic countries, thereby
establishing a forum for discussion and cooperation between universities, industry, and
computer societies. NordSec addresses a broad range of topics within IT security and
privacy and over the years it has developed into an international conference that takes
place in the Nordic countries. NordSec is currently a key meeting venue for Nordic
university teachers and students with research interests in information security and
privacy.

NordSec 2018 received 81 submissions of full research papers, with all valid sub-
missions receiving three double-blinded reviews by the Program Committee (PC).
After the reviewing phase, 29 papers were accepted for publication and are included in
these proceedings. Furthermore, we organized a poster session that encouraged dis-
cussion and brainstorming on current topics of information security and privacy.

We were honored to host three brilliant invited speakers presenting talks on current
topics in information security focusing on cybersecurity and privacy. More precisely,
Dr. Martin Eian from mnemonic gave a talk on “Cybersecurity Threats to the Aca-
demic Sector,” Dr. Lothar Fritsch from Karlstad University gave a talk on “From Risk
to Treatment: Privacy Impact Assessment and Privacy Controls,” and Prof. Christoph
Sorge from Saarland University gave a talk on “Smart Meter Privacy: An Interdisci-
plinary Perspective.”

We sincerely thank everyone involved in making this year’s instance a success,
including, but not limited to: the authors who submitted their papers, the presenters
who contributed to the NordSec program, and the PC members and additional
reviewers for their thorough and very helpful reviews.

November 2018 Nils Gruschka
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