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Preface

This book presents the proceedings of the 16th International Conference on Trust,
Privacy and Security in Digital Business (TrustBus 2019), held in Linz, Austria during
August 26–29, 2019. This year’s conference continued the tradition of being a forum
for disseminating original research results and practical experiences.

TrustBus 2019 brought together academic researchers and industry partners to
discuss the state of the art in technology for establishing trust, privacy, and security in
digital business. The conference program included four technical papers sessions
covering a broad range of topics, from permission models and cloud, privacy, proactive
security measures to cyber-physical systems. The papers were selected by the Program
Committee via a rigorous reviewing process (each paper was assigned to 4 referees for
review) and 11 papers were finally selected for presentation. The main topic of the
accepted papers relates to privacy; this reflects the importance of this topic, particularly
in Europe. A strong focus on this topic established Europe as the leader in this domain
of research.

The success of this conference was a result of the effort of many people. We would
like to express our appreciation to the Program Committee members and external
reviewers for their hard work, and to the members of the Organizing Committee.

We would also like to thank Ismail Khalil for his help and for promoting the
conference, and for the continuous support of the TrustBus conference series. Special
thanks go to the Editorial Director of Springer for including these conference
proceedings in the Lecture Notes in Computer Science series.

Last but not least, our thanks go to all of the authors who submitted their papers, and
to all of the attendees. We hope you find the proceedings stimulating and beneficial for
your future research.

August 2019 Stefanos Gritzalis
Edgar R. Weippl
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