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Preface

This post-proceedings contains the papers selected for presentation at ACNS 2019
satellite workshops, which were held in conjunction with the main conference (the 17th
International Conference on Applied Cryptography and Network Security) during June
5–7, 2019, in Bogota, Colombia. The local organization was in the capable hands of
Professors Valerie Gauthier-Umana from Universidad del Rosario, Colombia, and
Martin Ochoa, Universidad del Rosario and Cyxtera Technologies; we are deeply
indebted to them for their generous support and leadership to ensure the success of the
event.

It was a new initiative for ACNS to set up satellite workshops in 2019. Each
workshop provided a forum to address a specific topic at the forefront of cybersecurity
research. In response to this year’s call for workshop proposals, the following five
workshops were launched.

– AIBlock – First International Workshop on Application Intelligence and
Block-chain Security

– AIoTS – First International Workshop on Artificial Intelligence and Industrial
Internet-of-Things Security

– Cloud S&P – First International Workshop on Cloud Security and Privacy
– PriDA – First International Workshop on Privacy-preserving Distributed Data

Analysis
– SiMLA – First International Workshop on Security in Machine Learning and its

Applications

This year, we received a total of 30 submissions. Each workshop had its own
Program Committee (PC) in charge of the review process. These papers were evaluated
on the basis of their significance, novelty, and technical quality. The review process
was double-blind. In the end, 10 papers were selected for presentation at four
workshops (PriDA was canceled), with an acceptance rate of 33%. The following paper
received the ACNS 2019 Best Workshop Paper Award.

– “Risk-based Static Authentication in Web Applications with Behavioural
Biometrics and Session Context Analytics,” by Jesus Solano, Luis Camacho,
Alejandro Correa, Claudio Deiro, Javier Vargas, and Martin Ochoa.

A couple of papers from the post-proceedings will be nominated for submission of
an extended version to a special issue in the International Journal of Information
Security published by Springer.

ACNS 2019 workshops were made possible by the joint efforts of many individuals
and organizations. We appreciate Springer’s strong support on our new initiative. We
sincerely thank the authors of all submissions. We are grateful to the program chairs
and PC members of each workshop for their great effort in providing professional
reviews and interesting feedback to authors in a tight time schedule. We thank all the



external reviewers for assisting the PC in their particular areas of expertise. We also
thank the organizing team members of the main conference as well as each workshop
for their help in various aspects.

Last but not least, we thank everyone else, speakers and session chairs, for their
contribution to the program of ACNS 2019 workshops.

We believe this is a good start for the success of ACNS satellite workshops. We
hope the existing workshops will keep growing and new workshops on emerging topics
will be launched in the coming years. We expect it could provide a stimulating platform
to discuss open problems at the forefront of cybersecurity research.

July 2019 Jianying Zhou
ACNS 2019 Workshop Chair
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