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Abstract. A novel neighbour network discovery mechanism targeted especially 

for wireless body area networks (WBANs) is defined and analysed in this paper. 

The Institute of Electrical and Electronics Engineers (IEEE) standard 802.15.6 

and the European Telecommunications Standards Institute (ETSI) technical com-

mittee SmartBAN define physical (PHY) and medium access control (MAC) 

specifications for packet-based short-range communications in WBANs. Neither 

the fore-mentioned standards provide a solution for discovery of operating 

WBAN networks by another operating WBAN using the same standard specifi-

cations in near vicinity. The proposed method provides a SmartBAN compliant 

mechanism to discover other neighbouring SmartBAN networks while maintain-

ing uninterrupted operations of both the wireless network carrying out the dis-

covery and the wireless networks to be discovered. A SmartBAN network oper-

ates in two physical channels: a control channel (CCH) and a data channel 

(DCH). The key feature of the mechanism is the utilisation of the Inactive Periods 

of the discovering SmartBAN’s DCH by alternating the Inactive Period durations 

for scanning CCH Beacons of the target SmartBAN. Based on the analysis, it can 

be concluded the proposed mechanism outperforms a mechanism in which the 

scan is performed in a fixed cyclical mode in terms of probability of discovery 

and discovery time. Currently, the discovery mechanism is under consideration 

for the revision of MAC spefications in TC SmartBAN. 

Keywords: Medium Access Contol (MAC), Neighbour Network Discovery, 

Wireless Body Area Network (WBAN). 

1 Introduction 

The Institute of Electrical and Electronics Engineers (IEEE) standard 802.15.6 [1] and 

The European Telecommunications Standards Institute (ETSI) technical committee 

SmartBAN [2], [3] define physical (PHY) and medium access control (MAC) specifi-

cations for packet-based short-range communications in wireless body area networks 

(WBANs). WBANs target, e.g. medical and healthcare monitoring systems in the vi-

cinity of, or inside a human body. 

Discovery of neighbour WBAN networks is the first step in enabling inter-WBAN 

communications. However, the fore-mentioned IEEE and the ETSI standards provide 
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only hooks to implement provider specific means for detection of existence and coex-

istence with other neighbour networks, but do not specify mechanisms for discovery 

using the same standard specifications in near vicinity. Wireless sensor network re-

search has identified over the years various mechanisms for neighbour network discov-

ery. Such mechanisms can roughly be classified in four underlying principles: random-

ness, over-half occupation, rotation-resistant intersection, and coprime cycles [4]. For 

Bluetooth Low Energy devices, a precision mechanism has been proposed in [5] and 

[6], in which the devices can operate in three different modes, i.e., advertising, scan-

ning, and initiating. However, the proposed mechanisms focus on the case where a new 

device initialises and attempts to discover an existing network. 

The contribution of this paper is the proposal of a mechanism for the case where a 

WBAN is already operational and attempts to discover another operational WBAN 

without interrupting either WBAN operations already being carried out. The mecha-

nism is SmartBAN compliant, and currently it is under consideration to be included in 

the ongoing revision of the SmartBAN MAC specifications. In addition, the discovery 

mechanism is further applicable to other similar types of networks for the discovery of 

their corresponding neighbour networks. 

The rest of the paper is organised as follows. Section II provides a short introduction 

to the SmartBAN network and details the description on the system model for the pro-

posed neighbour WBAN discovery mechanism. In Section III, neighbour WBAN dis-

covery probability and discovery time are analytically derived. Results are presented in 

Section IV, and Section V concludes the paper.    

2 System model 

Firstly, the ETSI SmartBAN network is introduced in this section. Secondly, we pro-

vide a detailed description of the proposed neighbour wireless body area network dis-

covery mechanism. 

2.1 ETSI SmartBAN network 

A SmartBAN network operates in two physical channels: a control channel (CCH) and 

a data channel (DCH). The frequency of operation falls within 2401-2481 MHz in the 

industrial, scientific, and medical (ISM) band. Using 2 MHz channels the system has 3 

CCHs and 37 DCHs, from which the utilised channels can be selected based on inter-

ference and other possible restrictions. 

The CCH is only utilised for network initialisation and transmitting periodic control 

channel beacons (C-Beacons) by the coordinator of a SmartBAN, called Hub. Data 

transmissions are carried out in the DCH, where the Hub transmits a periodic data chan-

nel beacon (D-Beacon). The period between two consecutive D-Beacons is termed as 

Inter-Beacon Interval (IBI), which is conceptually divided into three parts: Scheduled 

Access Period, Control and Management Period, and Inactive Period. Each of the peri-

ods is further divided into time slots (Ts) of equal duration, as depicted in Fig. 1. The 

Scheduled Access Period and the Control and Management Period together form the 
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Active Period, during which devices other than the Hub of the SmartBAN network are 

allowed to transmit. 

Detailed specifications of the SmartBAN network are defined in [2] and [3]. An 

overview of the SmartBAN PHY and MAC specifications are provided in [7] and [8], 

respectively, and an overview of the SmartBAN standardisation activities is carried out 

in [9]. 

 

Fig. 1. Inter-Beacon Interval structure of the SmartBAN. 

2.2 Neighbour wireless sensor network discovery mechanism 

The operation of the neighbour WBAN discovery mechanism is based on channel scan 

performed by the Hub. The scan is executed during the Inactive Periods of the discov-

ering SmartBAN and the aim of the scan is to capture a C-Beacon of a neighbouring 

SmartBAN. A key factor in the proposed mechanism is the alternation of the Inactive 

Period durations of the SmartBAN conducting the discovery. 

 A flowchart of the proposed neighbour wireless body area network discovery mech-

anism is proposed in Fig. 2. The flowchart includes the following steps in the discovery 

process.  

1. A Hub initiates the discovery mechanism by a higher layer protocol entity issuing 

hub-to-hub (H2H) discovery start. A Hub actively supporting H2H communications 

increases its C-Beacon rate to at least the rate of D-beacon interval (TD)/2. 

2. The Hub begins issuing an alternating inactive period duration in every forthcoming 

IBI. Note that TD alternates correspondingly in every IBI.  

3. During the first Inactive Period following commencement of the neighbour discov-

ery mechanism the Hub initiates a timer. While the timer has not expired the Hub 

scans for C-Beacons of other networks during the Inactive Periods. If the timer has 

expired after the end of inactive period j, the Hub resets the timer and starts scanning 

C-Beacons on the next CCH of the applicable CCH list. Once the CCH list has been 

exhausted, the Hub stops scanning for C-Beacons and reports the list of neighbour 

C-Beacons found to the higher layer. If the list is empty, the report indicates a failure. 

4. If a C-Beacon or C-Beacons are successfully received during an Inactive Period j, 

the Hub appends those beacons to the neighbour Hub list. Once such an event occurs 

the Hub may terminate the neighbour network discovery mechanism early (e.g., if 

all predefined C-Beacons have been found) and report the list to the higher layer.  
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Fig. 2.   Flowchart of neighbour wireless body area network discovery mechanism. 
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Fig. 3. Example of the effect of alternating inactive period and TD duration for C-Beacon discov-

ery. 

An example on the effect of alternating the inactive period and the TD on C-Beacon 

discovery is illustrated in Fig. 3. C-Beacon scans in constant length inactive periods 

may not be able to receive transmitted C-Beacons since a neighbour SmartBAN C-

Beacon period is unknown to the Hub before discovery. Alternating the inactive period 

improves the probability of receiving any periodic C-Beacon transmissions as the var-

ying length of the TD disrupts the constant cyclic transmission of D-Beacons and shifts 

the relative occurrence of the inactive period scans with respect to the constant cyclical 

C-Beacon transmissions. 

It should also be noted that the proposed model provides a mechanism for the dis-

covery of other neighbouring networks without interrupting the on-going operations of 

either the wireless network carrying out the discovery or the wireless networks to be 

discovered. Current methods either do not provide for such a mechanism or they require 

the shutdown of the existing discovering network and its re-establishment as a child 

network of another wireless network after such network’s discovery and association to 

it. The discovery mechanism is originally presented in [10]. 

3 Analysis 

This section proposes a mathematical analysis for the proposed neighbour WBAN dis-

covery mechanism. The analysis is carried out in terms of probability of discovery and 

discovery time for both the non-alternating and the alternating Inactive Periods.  

3.1 Probability of discovery 

Firstly, we define the probability of discovery in a case where non-alternating Inactive 

Period durations are utilised, i.e. Inter-beacon Interval remains constant. Secondly, the 

probability of discovery is defined for the proposed mechanism having alternating In-

active Period durations. 
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Non-alternating Inter-Beacon Interval. We define a maximum time, TScan, for the 

CCH scan. Based on TScan, the number of Inter-Beacon Intervals during the maximum 

CCH scan time is 

 𝑁𝐼𝐵𝐼 = ⌊
𝑇𝑆𝑐𝑎𝑛

𝑇𝐷
⌋. (1) 

The probability of a C-Beacon transmission of a neighbouring SmartBAN during a sin-

gle time slot is 

 𝑃𝐶𝐵|𝑇𝑆 =
𝑇𝑆

𝑇𝐶
,  (2) 

where TS is time slot duration,and TC is the C-Beacon interval. Correspondingly, the 

probability of not having a C-Beacon transmission during a single time slot is 

 𝑃𝑁𝑜𝐶𝐵|𝑇𝑆 = 1 −
𝑇𝑆

𝑇𝐶
.  (3) 

The probability of being in an Inactive Period of the discovering SmartBAN is 

 𝑃𝐼 =
𝑁𝑆𝑙𝑜𝑡𝐼𝐵𝐼

−𝑁𝑆𝑙𝑜𝑡𝐴
−1

𝑁𝑠𝑙𝑜𝑡𝐼𝐵𝐼

,  (4) 

where NSlot_IBI is the number of slots in the IBI, NSlot_A is the number of slots in the 

Active Period, and -1 represents the Beacon slot. Based on (3) and (4) the probability 

of not having at least a single C-Beacon during a single Inactive Period is 

 𝑃𝑁𝑜𝐶𝐵|𝐼 = (1 −
𝑇𝑆

𝑇𝐶
)

𝑁𝑆𝑙𝑜𝑡𝐼𝐵𝐼
−𝑁𝑆𝑙𝑜𝑡𝐴

−1

.  (5) 

Therefore, the probability of having at least a single C-Beacon during the Inactive Pe-

riod is 

 𝑃𝐶𝐵|𝐼 = 1 − (1 −
𝑇𝑆

𝑇𝐶
)

𝑁𝑆𝑙𝑜𝑡𝐼𝐵𝐼
−𝑁𝑆𝑙𝑜𝑡𝐴

−1

. (6) 

Finally, the probability of having a C-Beacon during one of the Inactive Periods during 

the maximum CCH scan time is 

 𝑃𝐶 = 1 − (1 − 𝑃𝐼𝑃𝐶𝐵|𝐼)𝑁𝐼𝐵𝐼. (7) 

Alternating Inter-Beacon Interval. The probability of discovery for the proposed 

mechanism using alternating Inactive Period durations is calculated similarly. The 

number of alternating tuple Inter-Beacon Intervals during the maximum CCH scan time 

is 

 𝑁𝐼𝐵𝐼_𝐴𝑙𝑡 = ⌊
𝑇𝑆𝑐𝑎𝑛

𝑇𝐷+𝑇𝐷2
⌋,  (8) 

where TD2 is the length of the increased Inter-Beacon Interval, IBI2. The number of 

either normal or increased IBIs during the maximum CCH scan time is  
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 𝑁𝐼𝐵𝐼_𝐶𝑜𝑚𝑏 =  ⌊
𝑇𝑆𝑐𝑎𝑛

𝑇𝐷
𝑇𝐷+𝑇𝐷2

𝑇𝐷+
𝑇𝐷2

𝑇𝐷+𝑇𝐷2
𝑇𝐷2

⌋. (9) 

The probability of being in an increased Inactive Period during IBI2 of the discovering 

SmartBAN is 

 𝑃𝐼2 =
𝑁𝑆𝑙𝑜𝑡𝐼𝐵𝐼2

−𝑁𝑆𝑙𝑜𝑡𝐴
−1

𝑁𝑠𝑙𝑜𝑡𝐼𝐵𝐼2

, (10) 

where NSlot_IBI2 is the number of slots in IBI2. The probability of having a C-Beacon 

during the increased Inactive Period is  

 𝑃𝐶𝐵|𝐼2 = (1 −
𝑇𝑆

𝑇𝐶
)

𝑁𝑆𝑙𝑜𝑡_𝐼𝐵𝐼2−𝑁𝑆𝑙𝑜𝑡𝐴
−1

. (11) 

Based on (7) − (11), the probability of having a C-Beacon during one of the Inactive 

Periods (normal or increased) during the maximum CCH scan time is 

 𝑃𝐶2 = 1 − (1 − 
𝑇𝐷

𝑇𝐷+𝑇𝐷2
𝑃𝐼𝑃𝐶𝐵|𝐼 +

𝑇𝐷2

𝑇𝐷+𝑇𝐷2
𝑃𝐼2𝑃𝐶𝐵|𝐼2)𝑁𝐼𝐵𝐼_𝐶𝑜𝑚𝑏. (12) 

3.2 Discovery time 

Non-alternating Inter-Beacon Interval. The C-Beacon discovery time for non-alter-

nating Inter-Beacon Interval scan is derived from Fig. 4, where TA and TI are the dura-

tions of Active Period and Inactive Period, respectively. TC_Offset is the offset between 

a D-Beacon of the discovering SmartBAN, and a C-Beacon of the target SmartBAN. 

The C-Beacon is discovered if the inequality 

 𝑛𝑇𝐴 + (𝑛 − 1)𝑇𝐼 ≤ 𝑇𝐶𝑂𝑓𝑓𝑠𝑒𝑡
+ 𝑘𝑇𝐶 < 𝑛𝑇𝐷 , ∀𝑛 ∈ 1,2,3 … , ∀𝑘 ∈ 0,1,2 … (13). 

holds, where the maximum value of n = NIBI, and k is an integer with a maximum value 

of  

 𝑘 = ⌈
𝑇𝑆𝑐𝑎𝑛

𝑇𝐶
⌉.  (14) 

 

Fig. 4. C-Beacon discovery time for non-alternating Inter-Beacon Interval. 
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Alternating Inter-Beacon Interval. The C-Beacon discovery time for alternating In-

ter-Beacon Interval scan is derived from Fig. 5, where TI2 is the duration of the In-

creased Inactive Period. The C-Beacon is discovered if either of the inequalities 

𝑛𝑇𝐴 + (𝑛 − 1)(𝑇𝐼 + 𝑇𝐼2) ≤ 𝑇𝐶𝑂𝑓𝑓𝑠𝑒𝑡
+ 𝑘𝑇𝐶 < 𝑛(𝑇A + 𝑇𝐼) + (𝑛 − 1)(𝑇𝐴 + 𝑇𝐼2), ∀𝑛 ∈

1,2,3 … , ∀𝑘 ∈ 0,1,2 …  (15) 

or 

𝑛(2𝑇𝐴 + T𝐼) + (𝑛 − 1)𝑇𝐼2 ≤ 𝑇𝐶𝑂𝑓𝑓𝑠𝑒𝑡
+ 𝑘𝑇𝐶 < 𝑛(2𝑇A + 𝑇𝐼 + 𝑇𝐼2), ∀𝑛1,2,3 … , ∀𝑘 ∈

0,1,2 …  (16) 

hold, where the maximum value of n = NIBI_Alt. 

 

Fig. 5. C-Beacon discovery time for alternating Inter-Beacon Interval. 

 

4 Results 

The most relevant SmartBAN network parameters utilised in the performance analysis 

are presented in Table 1.  

Control Channel Beacon discovery probability as a function of Data Channel Inter-

Beacon Interval and Control Channel Inter-Beacon Interval is presented in Fig. 6. The 

proposed discovery mechanism utilising alternating Inter-Beacon Interval durations 

outperforms the reference mechanism using non-alternating Inter-Beacon Interval du-

rations in almost all cases. The discovery probability is 1 for the proposed mechanism 

when Data Channel Inter-Beacon Interval is 0.5 s or less, and Control Channel Inter-

Beacon Interval is 0.2 s or less. Since the current SmartBAN specifications support up 

to 16 nodes in a SmartBAN network, the above-mentioned limit for the Data Channel 

Inter-Beacon Interval can be considered feasible. With the utilised 0.00125 s time slot 

length, and 50 % duty cycle of the network, one time slot can be allocated to 16 nodes 

in every Inter-Beacon Interval, and still nine time slots remain to be used by the Control 
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Table 1. SmartBAN network parameters. 

Parameter Value 

Time Slot Length (TS)  0.00125 s 

D-Beacon Interval (TD) 0.1, 0.2, 0.5, 0.8, 1.0, 1.5, 2.0, 2.5, 3.0, 5.0 s 

C-Beacon Interval (TC) 0.01, 0.1, 0.2, 0.5, 0.8, 1.0, 1.5, 2.0, 2.5, 3.0 s 

Control Channel Beacon offset as fraction 

of TC (CCHOffset) 
0, 0.2TC, 0.5TC, 0.8TC 

Inactive Period Increase Factor 2 

Maximum Scan Time (TScan) 5.0 s 

 

 

Fig. 6. Control Channel Beacon discovery probability as a function of Data Channel Inter-Bea-

con Interval and Control Channel Inter-Beacon Interval. 

and Management Period of the Inter-Beacon Interval. 

When averaged over the entire data set, the alternating mechanism provides, on av-

erage, 18% higher C-Beacon discovery probability as compared to the non-alternating 

mechanism. At best, alternating mechanism provides 61% higher discovery probability 

(Data Channel Inter-Beacon Interval = 5s, Control Channel Inter-Beacon Interval = 2s). 

In addition, in 89% of the cases the alternating mechanism provides better discovery 
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probability as compared to the non-alternating version, and in 3% of the cases equal 

probability. 

When the Data Channel Inter-Beacon Interval, and/or the Control Channel Inter-

Beacon Interval increase, the discovery probability decreases. The results are expected, 

since in those cases there are less Inactive Periods (i.e. less individual scans), and less 

Control Channel Beacon transmissions. Therefore, the discovery probability becomes 

heavily dependent on the timings of the neighbouring networks. In a worst case sce-

nario, the Data Channel Inter-Beacon Interval duration of the discovering network and 

the Control Channel Inter-Beacon Interval duration of the neighbouring network are 

the same, and Beacon transmissions occur at the same time. In this case, the discovery 

probability would be zero with the reference mechanism. 
 The Control Channel Beacon discovery time as a function of Data Channel Inter-

Beacon Interval and Control Channel Inter-Beacon Interval with Control Channel Bea-

con offset = 0, 0.2, 0.5, and 0.8 is presented from Fig. 7 through Fig. 10, respectively. 

In the figures a value of 5.5 s on the discovery time indicates the Control Channel Bea-

con could not be found during the maximum scan time. Based on the figures it can be 

stated that the proposed discovery mechanism utilizing alternating Inter-Beacon Inter-

val durations outperforms the reference mechanism using non-alternating Inter-Beacon 

Interval durations in almost all cases in terms of discovery time as well. When consid-

ering Data Channel Inter-Beacon Interval and Control Channel Inter-Beacon Interval 

durations of 0.5 s or less, and Control Channel Beacon offset 0, the proposed mecha-

nism captures Control Channel Beacon approximately in 0.2 s, whereas the reference 

mechanism captures it approximately in 0.4 s. The effect of Control Channel Beacon 

offset on the discovery is clearly visible, when utilising the reference discovery mech-

anism. Even with short Data Channel Inter-Beacon Interval and Control Channel Inter- 

Beacon Interval durations there are cases in which the Control Channel Beacon cannot 

be discovered. Since the relative occurrence of the Inactive Period, i.e. the scan, remains 

constant in this case, the result is expected. When utilising the proposed mechanism, 

the aforementioned phenomenon is mostly avoided. 
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Fig. 7. Control Channel Beacon discovery time as a function of Data Channel Inter-Beacon In-

terval and Control Channel Inter-Beacon Interval. Control Channel Beacon offset = 0. A value 

of 5.5 s indicates failure to discover a C-Beacon. 



12 

 

Fig. 8. Control Channel Beacon discovery time as a function of Data Channel Inter-Beacon In-

terval and Control Channel Inter-Beacon Interval. Control Channel Beacon offset = 0.2. A 

value of 5.5 s indicates failure to discover a C-Beacon. 
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Fig. 9. Control Channel Beacon discovery time as a function of Data Channel Inter-Beacon In-

terval and Control Channel Inter-Beacon Interval. Control Channel Beacon offset = 0.5. A 

value of 5.5 s indicates failure to discover a C-Beacon. 
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Fig. 10. Control Channel Beacon discovery time as a function of Data Channel Inter-Beacon 

Interval and Control Channel Inter-Beacon Interval. Control Channel Beacon offset = 0.8. A 

value of 5.5 s indicates failure to discover a C-Beacon. 

5 Conclusion 

In this paper, we introduced a novel neighbour network discovery mechanism for 

WBANs. The mechanism is based on the utilisation of the Inactive Periods of the dis-

covering WBAN by alternating the Inactive Period durations for scanning neighbouring 

WBANs. The key advantage of the mechanism is that it is defined for the case where a 

WBAN is already operational and attempts to discover another operational WBAN 

without interrupting either WBAN operations already being carried out. Furthermore, 

the mechanism is SmartBAN compliant, and currently it is under consideration to be 

included in the ongoing revision of SmartBAN MAC specifications. 

We have analytically derived the performance of the proposed mechanism in terms 

of discovery probability, and discovery time. Based on the results it can be concluded 

that the proposed mechanism outperforms a reference mechanism using non-alternating 

Inactive Period durations for the discovery in almost all cases. The main reason for 

better performance is that alternating the Inactive Period improves the probability of 

receiving any periodic C-Beacon transmissions, since the varying length of the Inter-

Beacon Interval disrupts the constant cyclic transmission of D-Beacons. Therefore, it 

shifts the relative occurrence of the Inactive Period scans with respect to the constant 

cyclical C-Beacon transmissions. 
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Based on the results it can also be stated that in certain special cases neighbour net-

work cannot be discovered. However, these cases can be solved by provider specific 

implementation in defining network parameters.  
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