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Foreword from the DPM 2019 Program Chairs

This volume contains the proceedings of the 14th Data Privacy Management
International Workshop (DPM 2017), held in Luxembourg, on September 26, 2019.
The workshop, as previous editions, was organized as part of the 24nd European
Symposium on Research in Computer Security (ESORICS) 2019. The DPM series
started in 2005 when the first workshop took place in Tokyo (Japan). Since then, the
event has been held in different venues: Atlanta, USA (2006); Istanbul, Turkey (2007);
Saint Malo, France (2009); Athens, Greece (2010); Leuven, Belgium (2011); Pisa, Italy
(2012); Egham, UK (2013); Wroclaw, Poland (2014); Vienna, Austria (2015); Crete,
Greece (2016); Oslo, Norway (2017); and Barcelona, Spain (2018).

The aim of DPM is to promote and stimulate international collaboration and
research exchange on areas related to the management of privacy-sensitive information.
This is a very critical and important issue for organizations and end-users. It poses
several challenging problems, such as translation of high-level business goals into
system-level privacy policies, administration of sensitive identifiers, data integration
and privacy engineering, among others.

In this workshop edition we received 26 submission, and each one was evaluated on
the basis of significance, novelty, and technical quality. The Program Committee
performed an excellent job and all submissions went through a careful review process.
In the end, eight full papers, and two short/position papers were accepted for publi-
cation and presentation at the event.

We would like to thank everyone who helped at organizing the event, including all
the members of the Organizing Committee of both ESORICS and DPM 2019. Our
gratitude also goes to Peter Ryan, to the ESORICS 2019 general chair, Peter Roenne
and Magali Martin, ESORICS 2019 local organization chairs, and Joaquin
Garcia-Alfaro, the workshops chair of ESORICS 2019. Last, but by no means least, we
thank all the DPM 2019 Program Committee members, all the additional reviewers, all
the authors who submitted papers, and all the workshop attendees.

Finally, we want to acknowledge the support received from the sponsors of the
workshop: Universitat Autonoma de Barcelona (UAB), Internet Interdisciplinary
Institute (IN3) from the Universitat Oberta de Catalunya (UOC), UNESCO Chair in
Data Privacy, Institut Mines-Telecom (Telecom SudParis), CNRS Samovar UMR 5157
(R3S team), and projects TIN2017-87211-R and RTI2018-095094-B-C22
“CONSENT” from the Spanish MINECO.

August 2019 Cristina Pérez-Solà
Guillermo Navarro-Arribas
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Foreword from the CBT 2019 Program Chairs

This volume contains the proceedings of the Third International Workshop on
Cryptocurrencies and Blockchain Technology (CBT 2019) held in Luxembourg,
during September 26–27, 2019, in conjunction with the 24th European Symposium on
Research in Computer Security (ESORICS) 2019.

Cryptocurrencies and blockchain technology is an area of research which is
currently going through rapid development combining progress in IT and security
technologies such as novel cryptogaphic techniques with economic insight and societal
needs. As technology matures one can see a move from building blocks and proofs of
concept to higher levels and concrete applications. To that end, the CBT workshop
aims to provide a forum where researchers in this area can carefully analyze current
systems and propose new ones in order to create a scientific background for the solid
development of this new field.

In response to the call for papers, we received 32 submissions that were carefully
reviewed by the Program Committee of 25 members as well as additional reviewers.
Most of the submission received three reviews. The Program Committee selected ten
full papers and five short papers for presentation at the workshop. The selected papers
cover aspects of smart contracts, second layer and off-chain transactions, economic
incentives, privacy, and applications.

Furthermore, the workshop was enhanced with keynote talks sponsored by the
Research Institute (cf. https://researchinstitute.io/), BART (Blockchain Advanced
Research & Technologies), Inria Saclay, Institut Mines-Télécom, and SAMOVAR
(URM 5157 of CNRS).

Special thanks to all the authors who submitted papers to CBT 2019, the Program
Committee and additional reviewers, who worked hard to review the submissions and
discussed the final program. Last but not least, we would like to thank the ESORICS
2019 general chair, Peter Ryan, and the ESORICS 2019 local organization chairs, Peter
Roenne and Magali Martin, for all their help and support.

August 2019 Alex Biryukov
Joaquin Garcia-Alfaro

https://researchinstitute.io/
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