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Preface

FC 2019, the 23rd International Conference on Financial Cryptography and Data
Security, was held February 18–22, 2019, at the St. Kitts Marriott Resort in Frigate
Bay, St. Kitts and Nevis.

We received 178 paper submissions. Of these, 32 full papers and seven short papers
were accepted, corresponding to a 21.9% acceptance rate. Revised papers appear in
these proceedings.

The surge in interest in cryptocurrencies heralded by Bitcoin has been reflected in
the composition of the program at FC for several years. Since 2014, a dedicated
workshop, the Workshop on Bitcoin and Blockchain Research (BITCOIN), has been
held in conjunction with FC. Given the quality and quantity of research appearing in
this workshop, the International Financial Cryptography Association (IFCA) Steering
Committee, in consultation with current and past program chairs of FC and the BIT-
COIN workshop, decided to integrate the BITCOIN workshop into the main FC
conference as a new blockchain track.

This decision resulted in a high-quality and balanced program, with 20 papers in the
new blockchain track and 19 papers in the non-blockchain track. The two tracks were
held on alternating days: The blockchain track was Monday and Wednesday, and the
non-blockchain track was Tuesday and Thursday. By not holding the tracks in parallel,
all FC attendees could enjoy the entirety of the program. Neha Narula, Director of the
MIT Digital Currency Initiative, gave an inspiring keynote entitled “Preventing
Catastrophic Cryptocurrency Attacks.” Her talk highlighted some pressing and unique
challenges of responsibly managing vulnerabilities affecting cryptocurrencies.

Overall, the program successfully realized the goal of creating a unified venue for
blockchain papers, while keeping room for other topics that have long been part of FC.
Feedback at the conference about the change was overwhelmingly positive. Therefore,
we anticipate that this arrangement will continue in future editions of the conference.

We are grateful for the contributions of the 72 members of the Program Committee.
Submissions had at least three reviews, or four in the case of a submission by a
Program Committee member. An extensive online discussion phase was utilized to
guide decisions. The Program Committee members provided thoughtful and con-
structive feedback to authors, which considerably strengthened the quality of the final
papers appearing in this volume. Of the 39 accepted papers, 14 were shepherded by
Program Committee members. We are especially thankful to the shepherds for their
additional contributions. We also appreciate the reviews contributed by 59 external
reviewers.

We would like to thank Rafael Hirschfeld for his unrivaled and continued dedication
to FC, including his role serving as conference general chair. We also thank the IFCA
directors and Steering Committee for their service.



Finally, we would like to thank the sponsors of the conference for their generous
support: Research Institute, Blockstream, Chainanalysis, Kadena, Op Return, Quadrans
Foundation, the Journal of Cybersecurity, and Worldpay.

We are excited to present the papers appearing in this volume. They represent some
of the leading research in secure digital commerce, and we look forward to many more
years of fruitful research presented at Financial Cryptography and Data Security.

July 2019 Ian Goldberg
Tyler Moore
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