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Preface

PQCrypto 2020, the 11th International Conference on Post-Quantum Cryptography,
was held in Paris, France, during April 15-17, 2020. The aim of the PQCrypto con-
ference series is to serve as a forum for researchers to present results and exchange
ideas on cryptography in an era with large-scale quantum computers. Following the
same model as its predecessors, PQCrypto 2020 adopted a two-stage submission
process in which authors registered their paper one week before the final submission
deadline. The conference received 91 submissions with authors from 25 countries.
Each paper (that had not been withdrawn by the authors) was reviewed in private by at
least three Program Committee members. The private review phase was followed by an
intensive discussion phase, conducted online. At the end of this process, the Program
Committee selected 29 papers for inclusion in the technical program and publication in
these proceedings. The accepted papers cover a broad spectrum of research within the
conference’s scope, including code-, hash-, isogeny-, and lattice-based cryptography,
multivariate cryptography, and quantum cryptanalysis. Along with the 29 contributed
technical presentations, the program featured outstanding invited talks and a presen-
tation on NIST’s post-quantum cryptography standardization. Organizing and running
this year’s edition of the PQCrypto conference series was a team effort and we are
indebted to everyone who helped make PQCrypto 2020 a success. In particular, we
would like thank all members of the Program Committee and the external reviewers
who were vital in compiling the technical program. Evaluating and discussing the
submissions was a labor-intensive task and we truly appreciate the work that went into
this. In the name of the community, let us say that we are all indebted to Antoine Joux
from Sorbonne University and Nicolas Sendrier from Inria for organizing this meeting.

February 2020 Jintai Ding
Jean-Pierre Tillich
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