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Preface

This volume contains the papers presented at the 12th International Symposium on
Foundations and Practice of Security (FPS 2019), which was held at Crowne Plaza,
Toulouse, France, during November 5-7, 2019. The symposium received 50 submis-
sions from countries all over the world. At least two reviews were made for each paper.
The Program Committee selected 19 full papers and 9 short papers that cover diverse
security research themes including attack prevention, trustworthiness, access control
models, cryptography, or blockchain. A strong focus was on artificial intelligence and
machine learning approaches with three sessions dedicated to this topic. The Best Paper
Award of FPS 2019 was granted to the contribution “PAC: Privacy-preserving
Arrhythmia Classification with Neural Networks” presented by Mohamad Mansouri,
Beyza Bozdemir, Melek Onen, and Orhan Ermis.

Three excellent invited talks completed the program. Sokratis Katsikas from
University of Science and Technology (Norway) and Open University of Cyprus
(Cyprus) presented the challenges of securing Industrial Internet of Things, David W.
Chadwick from University of Kent (UK) explained the evolution of Identity
Management, and Soumaya Cherkaoui from Université de Cherbrooke (Canada)
highlighted the challenges and opportunities related to securing 5G Internet of
Vehicles. Finally, we introduced this year a new session dedicated to collaborative
projects. Adrien Bécue from Airbus Defense and Space presented CyberFactory#1 and
Abdelmalek Benzekri from Université Paul Sabatier (France) outlined
Cybersec4Europe.

We would like to thank all the authors who submitted their research results allowing
for such a great program. The selection was a challenging task and we sincerely thank
all the Program Committee members, as well as the external reviewers, who
volunteered to read and discuss the papers. We greatly thank the Local Organizing
Committee: Marie-Angele Albouy, Abdelmalek Benzekri, Frangois Barrére, Romain
Laborde, Benoit Morgan, Florence Sedes, A. Samer Wazan, and Wafa Abdelghani; and
the publications and publicity chair, Joaquin Garcia-Alfaro. We would also like to
express our gratitude to all the attendees. Last, but by no means least, we want to thank
all the sponsors for making the event possible.

To conclude, we would like to dedicate this FPS 2019 edition to Frangois Barrére
who left us much too young. Francois demonstrated during his career not only sound
and thorough scientific qualities, but above all, he developed incomparable human
qualities. May he rest in peace.

We hope the articles contained in this proceedings volume will be valuable for your
professional activities in the area.

December 2019 Abdelmalek Benzekri
Michel Barbeau

Guang Gong

Romain Laborde
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