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Preface

These proceedings contain the papers selected for presentation at the 16th International
Workshop on Security and Trust Management (STM 2020) held as an online event
during September 17–18, 2020, in conjunction with the 25th European Symposium on
Research in Computer Security (ESORICS 2020). After evaluating the ongoing
COVID-19 situation, the decision was made to run ESORICS 2020 and the associated
workshops as an all-digital conference experience. Therefore, STM 2020 took place as
an entirely virtual event.

In response to the call for papers, 20 papers were submitted to the workshop. These
papers were evaluated based on their significance, novelty, and technical quality. As in
previous years, reviewing was double-blind: The identities of reviewers were not
revealed to the authors of the papers and identities of authors were not revealed to the
reviewers.

The Program Committee meeting was held electronically, yielding intensive dis-
cussion over two weeks.

Of the papers submitted, eight were selected for presentation at the conference (an
acceptance rate of 40%).

The workshop also included two invited talks, one by Professor Ernesto Damiani
and one by Jorge Luis Toro Pozo, the winner of the 2020 ERCIM WG STM Best PhD
Thesis Award.

An event like this does not just happen; it depends on the volunteer efforts of a host
of individuals. There is a long list of people who volunteered their time and energy to
put together the workshop and who deserve special recognition.

Thanks to all the members of the Program Committee and the external reviewers.
Their hard work in the paper evaluation is much appreciated.

We are also very grateful to all those people whose work ensured a smooth orga-
nization process: Pierangela Samarati, chair of the Security and Trust Management
Working Group, for her support and advice; Steve Schneider, for his support as general
chair of ESORICS 2020; Mark Manulis, for his help as workshop chair of ESORICS
2020; Darren Hurley-Smith, for taking care of publicity; and Michela Fazzolari, for
taking care of the workshop website.

Last, but certainly not least, thanks go to all the authors who submitted papers, and
to all the attendees who contributed to the workshop discussions. We hope all readers
and attendees find the proceedings stimulating and a source of inspiration for future
research and practical development work.

August 2020 Kostantinos Markantonakis
Marinella Petrocchi
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