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Preface

This volume contains the papers presented during the 13th International Conference on
Information Technology and Communications Security (SECITC 2020) held on
November 19–20, 2020 online via ZOOM.

There were 41 submissions. Each submission was reviewed by at least 2, and on
average 3 program committee members. The committee decided to accept 17 papers.
The program also included 3 invited talks.

The SECITC conference started 13 years ago, when, in a small room at the
Bucharest University of Economic Studies, was held the first edition of the event. At
that time, the auditorium held approximately 15 students and professors.

Since then, the conference has grown significantly: the quality of the TPC and of the
submitted papers has been improved from year to year, and, of course, we had valuable
keynote speakers. Our conference is now indexed in several databases and probably a
notable thing to mention is that SECITC is listed within the IACR cryptologic events
calendar. Also, Springer agreed to publish the post proceedings (since 2015). The
conference covers topics from cryptographic algorithms to digital forensics and cyber
security and if this conference were to be initiated today, probably a better name for it
would be “CyberSecurity Conference”, but for now SECITC is already a brand and is
not yet the time for rebranding.

The conference was organized by the master programs for information security
within the Military Technical Academy and the Bucharest University of Economic
Studies, as well as the Institute for Advanced Technologies (two of this year’s co-chairs
are representatives of the Institute). At the same time, partners of the conference
included the master program Coding Theory and Information Storage within the
Faculty of Applied Sciences, Politehnica University of Bucharest and the Center for
Research and Training in Innovative Techniques of Applied Mathematics in Engi-
neering from the same university.

A special word of gratitude to the invited keynote speakers, Constantin Catalin
Dragan, Rémi Géraud-Stewart and Gerhard Hancke, who have certainly improved the
quality of our conference SECITC 2020.

Last but not least, we would like to thank all the TPC members for reviewing the
papers, the organizers and the technical committee for their efforts, and the sponsors for
their support.

November 2020 Diana Maimut
Andrei-George Oprina

Damien Sauveron
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