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Preface

The RSA conference has been a major international event for information security
experts since its inception in 1991. It is an annual event that attracts several hundred
vendors and over 40,000 participants from industry, government, and academia. Since
2001, the RSA conference has included the Cryptographer’s Track (CT-RSA). This
track, essentially a sub-conference of the main event, provides a forum for the dis-
semination of current research in cryptography.

This volume represents the proceedings of the 2021 edition of the RSA Conference
Cryptographer’s Track. Due to the COVID-19 pandemic, the conference was held
online during May 17–20, 2021. The unusual circumstances provided an opportunity to
revisit the format of the event and try to integrate it more fully into the main RSA
conference. This was done by partnering each presentation session with a more
informal, broader discussion session involving the presented papers’ authors and
invited guests. I am grateful to the authors and guests for engaging with this experi-
mental approach.

A total of 100 submissions were received for review, of which 27 were selected for
presentation and publication. The selection process was a difficult task since there were
many more high quality submissions than we could accept. The submissions were
anonymous, and each submission was assigned to at least three reviewers (four if the
paper included a Program Committee member as an author or if it was a “Systemisation
of Knowledge” paper). I am thankful to all Program Committee members for producing
high-quality reviews and for actively participating in discussions. My appreciation also
goes to all external reviewers. I am also grateful to the Program Committee members
who acted as shepherds for some of the submissions.

The submission and review process, as well as the editing of these proceedings,
were greatly simplified by using the webreview software written by Dr. Shai Halevi,
which we used with the permission of the International Association for Cryptologic
Research (IACR). My thanks go to Shai. I am also grateful to Prof. Stanislaw Jarecki,
my predecessor as Program Chair for CT-RSA. Stas provided a wealth of advice and
insights based on his experience. I hope to be able to pass on to my successor as much
as I obtained from Stas.

My sincere thanks go also to Dr. Guido Zosimo-Landolfo from Springer Verlag and
everyone on the team there for their assistance in preparing and producing these
proceedings.

Last, but not least, on behalf of all CT-RSA participants, I would like to thank Tara
Jung and Britta Glade who acted as RSA Conference liaison to the Cryptographer’s
Track. In this capacity, Tara and Britta essentially played the role of General Chairs for



the CT-RSA conference, and I am very grateful to them for all the work they did in
helping to organise the conference and making it run smoothly.

March 2021 Kenneth G. Paterson
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