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Preface

We are pleased to present the proceedings of the 19th International Conference on
Applied Cryptography and Network Security (ACNS 2021).

ACNS 2021 was planned to be held in Kamakura, Japan. Due to the ongoing
COVID-19 crisis, we decided to have a virtual conference again to ensure the safety of
all participants. The organization was in the capable hands of Chunhua Su (University
of Aizu, Japan) and Kazumasa Omote (University of Tsukuba, Japan) as general
co-chairs, and Ryoma Ito (NICT, Japan) as local organizing chair. We are deeply
indebted to them for their tireless work to ensure the success of the conference even in
such complex conditions.

For the second time, ACNS had two rounds of submission cycles, with deadlines in
September 2020 and January 2021, respectively. We received a total of 186 submis-
sions from authors in 43 countries. This year’s Program Committee (PC) consisted of
69 members with diverse backgrounds (among them, 27% female experts) and broad
research interests. The review process was double-blind and rigorous, and papers were
evaluated on the basis of research significance, novelty, and technical quality. 539 re-
views were submitted in total, with at least 3 reviews for most papers.

Some papers submitted in the first round received a decision of major revision. The
revised version of those papers were further evaluated in the second round and most
of them were accepted. After the review process concluded, a total of 37 papers were
accepted to be presented at the conference and included in the proceedings, repre-
senting an acceptance rate of around 20%.

Among those papers, 27 were co-authored and presented by full-time students. From
this subset, we awarded the Best Student Paper Award to Angèle Bossuat (IRISA,
France) for the paper “Unlinkable and Invisible c-Sanitizable Signatures” (co-authored
with Xavier Bultel). The reviewers particularly appreciated its clear and convincing
motivation and explanation of the intuition behind the approach, and the strong
properties achieved by the proposed sanitizable signature scheme. The monetary prize
of 1,000 euro was generously sponsored by Springer.

We had a rich program including eight satellite workshops in parallel with the main
event, providing a forum to address specific topics at the forefront of cybersecurity
research. The papers presented at those workshops were published in separate
proceedings.

This year we had three outstanding keynote talks: “Privacy-Preserving Authenti-
cation: Concepts, Applications, and New Advances” by Prof. Anja Lehmann (Hasso
Plattner Institute, Germany), “Digital Being” presented by Nat Sakimura (OpenID
Foundation, Japan), and “Cryptography and the Changing Landscape of Payment
Fraud” by Prof. Ross Anderson (University of Cambridge and University of
Edinburgh, UK). To them, our heartfelt gratitude for their outstanding presentations.

In this very unusual year, the conference was made possible by the untiring efforts
of many individuals and organizations. We are grateful to all the authors for their



submissions. We sincerely appreciate the outstanding work of all the PC members and
the external reviewers, who selected the papers after reading, commenting, and
debating them. Finally, we thank all the people who volunteered their time and energy
to put together the conference, speakers and session chairs, and everyone who con-
tributed to the success of the conference.

Last, but certainly not least, we are very grateful to Mitsubishi Electric for spon-
soring the conference, and Springer for their help in assembling these proceedings.

June 2021 Kazue Sako
Nils Ole Tippenhauer
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