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Preface

This volume (LNCS 12852) contains the proceedings of the 40th International Con-
ference on Computer Safety, Reliability and Security (SAFECOMP 2021) held during
September 8–10, 2021. Due to the continued COVID-19 pandemic, SAFECOMP 2021
took place as a hybrid event, offering both in-person presentations and limited atten-
dance at the University of York, UK, in accordance with suggested precautions, as well
as the opportunity to present and attend online. The conference series was established
in 1979 by the European Workshop on Industrial Computer Systems, Technical
Committee 7 on Reliability, Safety and Security (EWICS TC7). Since then, SAFE-
COMP has contributed to progressing the state of the art of dependable computer
systems and their application in safety-critical and security-critical systems. SAFE-
COMP covers all areas of dependable systems, including embedded systems,
cyber-physical systems, Internet of Things, systems-of-systems, cybersecurity, digital
society, and many more. In recent years, autonomous systems, particularly those that
incorporate machine learning models, have become increasingly important topics, and,
in line with this development, the assurance of the safety and security of such systems
in real-world applications is one of the highest and most challenging priorities. This is
reflected in the keynote presentations as well as in the key theme of SAFECOMP 2021,
which was “Safe Human – Robotic & Autonomous Systems Interaction”.

The International Program Committee consisted of 51 members from 18 countries.
The review process was thorough, single-blind (i.e., authors did not know the
reviewers’ identity), and each manuscript was reviewed by at least three independent
reviewers. The merits of each paper were evaluated by the Program Committee
members during a virtual meeting in April 2021. In total, after desk-rejecting papers
that were beyond the scope of the conference or did not meet the essential formatting
requitements, 76 submissions were peer-reviewed, and 17 manuscripts were selected
for presentation and inclusion in the proceedings (an acceptance rate of 22%). We
would like to thank all the reviewers and sub-reviewers for their contributions to
ensuring an interesting and high-quality conference program.

We were pleased to host three stimulating keynote presentations. Prof. Adnan
Darwiche (UCLA, USA) talked about “Empowering data with knowledge and
reasoning”. Prof. Neville Stanton (Southampton University, UK) gave a provocative
presentation about “Driver reactions to autonomous vehicles”. Prof. Sadie Creese
(University of Oxford, UK) shared with the audience “Thoughts for a cybersecurity
framework for protecting machine learning/AI systems”.

As in previous years, SAFECOMP was organized as a single-track event to enable
participants to attend all sessions, and to allow for networking during breaks and social
events, both in person as well as via the electronic conference platform. The main
conference was preceded by a day of topical workshops. This year, there were five
workshops: 16th International Workshop on Dependable Smart Embedded
Cyber-Physical Systems and Systems-of-Systems (DECSoS 2021); 2nd International



Workshop on Dependable Development-Operation Continuum Methods for Depend-
able Cyber-Physical Systems (DepDevOps 2021); 1st International Workshop on
Multi-concern Assurance Practices in Software Design (MAPSOD 2021); 2nd Inter-
national Workshop on Underpinnings for Safe Distributed AI (USDAI 2021); and 4th
International Workshop on Artificial Intelligence Safety Engineering (WAISE 2021).
The papers presented at these workshops are published in a separate LNCS volume
(12853).

We would like to express our sincere gratitude to the many people whose contri-
butions made SAFECOMP 2021 possible: the authors who submitted manuscripts; the
invited keynote speakers; Prof. John McDermid as conference chair; the Program
Committee members and external reviewers; EWICS TC7 and chair person Prof.
Francesca Saglietti; the conference sponsors and supporting organisations; Friedemann
Bitsch as the publications chair; Erwin Schoitsch and Simos Gerasimu as workshop
co-chairs; Simon Burton as the industry chair; and the local Organization Committee
members Sarah Heathwood, Dawn Forrester, and Alex King, who managed all of
the practical arrangements and who ensured that the conference was an interesting
experience for all.

We hope that readers will find these conference proceedings interesting and thought
provoking.

September 2021 Ibrahim Habli
Mark Sujan
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