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Preface

The 16th International Workshop on Security, IWSEC 2021, was held online (originally
scheduled to be held in Tokyo, Japan), during September 8–10, 2021. The workshop was
co-organized by ISEC (the Technical Committee on Information Security in Engineering
Sciences Society of IEICE) and CSEC (the Special Interest Group on Computer Security
of IPSJ).

This year, we categorized topics of interests into two tracks, namely, Cryptography
Track (Track A) and Cybersecurity and Privacy Track (Track B); each track was formed
by separate Program Committee members. We received 37 submissions, 21 in Track
A and 16 in Track B. After extensive reviews and shepherding, we accepted 11 regular
papers (7 fromTrackAand4 fromTrackB) and3 short papers (2 fromTrackAand1 from
Track B). Each submission was anonymously reviewed by four reviewers on average.
These proceedings contain revised versions of the accepted papers. Track A consists
of the sessions on lattice-based cryptography, multiparty computation, post-quantum
cryptography, and symmetric-key cryptography. Track B consists of the sessions on
system security, machine learning and security, and game theory and security.

The Best Paper Awards were given to “Solving the Problem of Blockwise Isomor-
phism of Polynomials with CirculantMatrices” by Yasufumi Hashimoto and to “KPRM:
Kernel Page Restriction Mechanism to Prevent Kernel Memory Corruption” by Hiroki
Kuzuno and Toshihiro Yamauchi. The Best Student Paper Award was given to “Evolv-
ing Homomorphic Secret Sharing for Hierarchical Access Structures” by Kittiphop
Phalakarn, Vorapong Suppakitpaisarn, Nuttapong Attrapadung, and Kanta Matsuura.

Under theCOVID-19 pandemic circumstances, a number of people contributed to the
success of IWSEC 2021.Wewould like to thank all authors for submitting their papers to
the workshop, andwe are also deeply grateful to themembers of the ProgramCommittee
and to the external reviewers for their in-depth reviews and detailed discussions. Last
but not least, we would like to thank the general co-chairs, Tetsuya Izu and Yuji Suga,
for leading the Organizing Committee, and we would also like to thank the members of
the Organizing Committee for ensuring the smooth running of the workshop.

September 2021 Toru Nakanishi
Ryo Nojima
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