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Preface

The 17th International Conference on Information Security and Cryptology (Inscrypt
2021) was originally planned as a hybrid event to take place in Qingdao, China, during
August 12–14, 2021. Due to the COVID-19 pandemic, it was eventually held online
(virtually). The conference was organized by the State Key Laboratory of Information
Security (SKLOIS) of the Institute of Information Engineering of the Chinese Academy
of Sciences and the School of Cyber Science and Technology, Shandong University, in
cooperation with the IACR.

Inscrypt is an annual international conference held in China, targeting research
advances in all areas of information security, cryptology, and their applications. Inscrypt
2021 received 81 submissions fromCanada, China, Japan,Morocco, Romania, Slovenia,
Switzerland, and the UK. The program committee (PC) was composed of 58 members,
who are leading experts on cryptology and security from six countries or regions. The
PC team selected 28 papers as full papers. Each submission underwent a double-blind
peer-review process and was scrutinized by at least three PC members or sub-reviewers.
All the accepted papers are included in this conference proceedings.

We note that the program of Inscrypt 2021 included four excellent invited academic
keynote talks by Shengli Liu (China), Ran Canetti (USA), Sanjam Garg (USA),
and François-Xavier Standaert (Belgium); we thank the invited speakers for their
important contributions to the program. In addition to these keynotes, the program
included nine regular presentation sessions on Signatures, System Security, Symmetric
Cryptanalysis, Asymmetric Cryptanalysis, Cryptographic Protocols, Mathematical
Foundations, Symmetric Cryptography, Public Key Cryptography, and Real World
Cryptography.

It would not have been possible to have a successful Inscrypt 2021 without the
significant contributions of many people. First, we would like to thank all the authors
for submitting their research results to the conference. We are also very grateful to
the PC members and external reviewers for contributing their knowledge, expertise,
and hard work to assuring the quality of the conference. Secondly, we are greatly
indebted to the honorary chairs, Dongdai Lin and Xiaoyun Wang, and to the general
co-chairs, Yu Chen and Chun Guo, for their organizational efforts. Thirdly, we thank
Puwen Wei for organizing the online conference program. Last but not least, we thank
Anna Kramer, Ronan Nugent, and their Springer colleagues for handling the publication
of the conference proceedings.

August 2021 Yu Yu
Moti Yung
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