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Preface

The NordSec conferences were started in 1996 with the aim of bringing together
researchers and practitioners within computer security in the Nordic countries, thereby
establishing a forum for discussions and cooperation between universities, industry, and
computer societies. Over the years, NordSec has developed into an international confer-
ence that takes place in the Nordic countries on a round-robin basis. It has also become a
keymeeting venue for Nordic university teachers and students with an interest in security
research.

These proceedings contain the papers presented at NordSec 2021: The 26th Nordic
Conference on Secure IT Systems held virtually, due to COVID-19 restrictions, during
November 29–30, 2021. The conference was organized by the Network and Information
Security (NISEC) group at Tampere University, Finland.

All of the 29 submissions received by the extended deadline (August 31), met the
requirements for peer review. Following a brief bidding process for manuscripts, the
review period was set between September 8 and September 27. During this period the
45-member Program Committee produced a total of 111 reviews. The average of 3.83
reviews per manuscript achieved by this well-organized effort brought us close to our
initial goal of 4 reviews per manuscript.

Based on the reviews and following a brief yet active discussion phase, we notified
authors on October 1 that 11 manuscripts had been accepted for presentation at NordSec
2021, resulting in a 37.93% acceptance rate. Amongst these papers, five clear themes
emerged: applied cryptography, security in Internet of Things, machine learning and
security, network security, and trust.

We were honored to have two brilliant invited speakers: David Arroyo from ITEFI-
CSIC, Spain, and Rafael Dowsley from Monash University, Australia.

As NordSec 2021 chairs, we extend our sincerest gratitude to everyone involved in
making this year’s event a success, including but not limited to the authors that submitted
their hardwork, the ProgramCommittee and external reviewers, and the invited speakers.

October 2021 Billy Bob Brumley
Antonis Michalas

Nicola Tuveri

https://research.tuni.fi/nisec/
https://dargcsic.github.io/
https://dowsley.net/
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