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Preface

These proceedings contain the papers selected for presentation at the 17th International
Workshop on Security and Trust Management (STM 2021) held as an online event on
October 8, 2021, in conjunction with the 26th European Symposium on Research in
Computer Security (ESORICS 2021). As in the previous year, due to the ongoing
COVID-19 situation ESORICS 2021 and the associated workshops – including STM
2021 – ran as an all-digital conference experience.

This year we initiated two rounds of the call for papers, the first in July 2021 and the
second in August 2021, which in total attracted 26 high-quality submissions. Each
submission was assigned to three referees for review and, as in previous years,
reviewing was double-blind. The review process resulted in ten full papers – an
acceptance rate of 38% – being accepted for presentation and included in the pro-
ceedings. These contributions cover topics related to applied cryptography; privacy;
formal methods for security and trust; and systems security.

As in previous editions, the program of the STM 2021 workshop also featured an
invited talk by the recipient of the 2021 ERCIM STM Best PhD Award. The laureate of
this year was Jo Van Bulck for his thesis “Microarchitectural Side-Channel Attacks for
Privileged Software Adversaries,’’ written at the Katholieke Universiteit Leuven (KU
Leuven), Belgium.

This year we also introduced the Best Paper Award. The selection was based on
review comments from Program Committee (PC) members as well as the paper’s
overall quality. The award went to Korbinian Spielvogel, Henrich C. Pöhls, and
Joachim Posegga for their paper “TLS beyond the broker: Enforcing fine-grained
security and trust in publish/subscribe environments for IoT’’.

We would like to thank all the people that helped us in the organization of this
event. In no particular order, thanks to Pierangela Samarati, chair of the Security and
Trust Management Working Group, for her support and advice during the organization
of the workshop; to Weizhi Meng, publicity chair, to help us bring this workshop to the
eyes of all contributors; to all the members of the Program Committee and external
reviewers, who endured two rounds of submissions and provided the authors with
excellent feedback; to all the authors who submitted papers; and to all the attendees for
contributing to the workshop discussions.

We also want to thank you, the reader, for picking up this volume. We hope that the
contents of these proceedings will inspire you and help you in your future research.

October 2021 Rodrigo Roman
Jianying Zhou
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