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Preface

This book contains the papers selected for presentation at the 4th InternationalWorkshop
on Emerging Technologies for Authorization and Authentication (ETAA 2021), held in
Darmstadt Germany, on October 8th, 2021, and co-located with the 26th European
Symposium on Research in Computer Security (ESORICS 2021).

The workshop program included 11 full papers focusing on the workshop topics, in
particular: new techniques for biometric and behavior-based authentication, and authen-
tication and authorization in the IoT and in distributed systems in general, including the
smart home environment.

We would like to express our thanks to the authors who submitted their papers to
the fourth edition of this workshop, thus contributing to making it again a successful
event, despite the difficulties associated with a fully virtual event. We acknowledge the
sponsorship and promotion done by the EU-Funded H2020 SIFIS-Home project (GA
number: 952652).

Last but not least, we would like to express our gratitude to the members of the
Technical ProgramCommittee for their valuablework in evaluating the submitted papers.

October 2021 Paolo Mori
Andrea Saracino
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