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Preface

The 24th International Conference on Information Security and Cryptology (ICISC
2021) was held during December 1–3, 2021. This year’s conference was hosted by the
Korea Institute of Information Security and Cryptology (KIISC).

The aim of the ICISC conference is to provide an international forum for the latest
results of research, development, and applicationswithin the field of information security
and cryptology. This year, we received 63 submissions and were able to accept 23 papers
for presentation at the conference. The challenging review and selection processes were
successfully conducted by Program Committee (PC) members and external reviewers
via the EasyChair review system. For transparency, it is worth noting that each paper
underwent a blind review by at least three PCmembers. Furthermore, to resolve potential
conflicts concerning the reviewer’s decisions, individual review reports were open to all
PC members and the review phase was followed by detailed interactive discussions on
each paper. For this LNCS post-proceedings, the authors of selected papers had a few
weeks to prepare for their final versions, based on the comments received from the
reviewers.

The conference featured two invited talks, given by Xiuzhen Cheng and Vadin
Lyubashevsky. We thank the invited speakers for their kind acceptances and insightful
presentations. We would like to thank all authors who submitted their papers to ICISC
2021, as well as all PC members. It was a truly wonderful experience to work with such
talented and hardworking researchers. We also appreciate the external reviewers for
assisting the PC members. Finally, we would like to thank all attendees for their active
participation and the organizing members who successfully managed this conference.
We look forward to seeing you again at next year’s ICISC.

December 2021 Jong Hwan Park
Seung-Hyun Seo
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