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Preface

The 6th International Conference on Pairing-Based Cryptography (Pairing 2013)
was held in Beijing, China, during November 22–24, 2013. The conference was
organized by the Information Security Center of Beijing University of Posts and
Telecommunications (BUPT) and the Chinese Association for Cryptologic Re-
search (CACR). The general chairs of the conference were Yixian Yang and Xue-
jia Lai, and secretarial support was provided by Min Lei from Beijing University
of Posts and Telecommunications. We thank both Yixian Yang and Xuejia Lai
for their constant efforts and for making this conference possible.

The goal of Pairing 2013 was to bring together leading researchers and prac-
titioners from academia and industry, all concerned with problems related to
pairing-based cryptography. We hope that this conference enhanced commu-
nication among specialists from various research areas and promoted creative
interdisciplinary collaboration.

The conference received 59 submissions from 15 countries, out of which 14
papers from 10 countries were accepted for publication in these proceedings. At
least three Program Committee (PC) members reviewed each submitted paper,
while submissions co-authored by a PC member were submitted to the more
stringent evaluation of five PC members. In addition to the PC members, many
external reviewers joined the review process in their particular areas of expertise.
We were fortunate to have this energetic team of experts, and are deeply grateful
to all of them for their hard work, which included a very active discussion phase.

Furthermore, the conference featured three invited speakers: Pierrick Gaudry
from LORIA, France, Francisco Rodriguez-Henriquez from CINVESTAV-IPN,
Mexico, and Xu Maozhi from Peking University, China, whose lectures on cutting-
edge research areas —“Computing Discrete Logarithms in Finite Fields of Small
Characteristic,”“Implementing Pairing-Based Protocols,” and “Using Endomor-
phisms to Accelerate Scalar Multiplication,” respectively — contributed in a sig-
nificant part to the richness of the program. In addition, the program included
tutorial talks by Robert H. Deng form Singapore Management University and
Peter Schwabe from Radboud University Nijmegen, The Netherlands.

Finally, we thank all the authors who submitted papers to this conference,
the Organizing Committee members, colleagues, and student helpers for their
valuable time and effort, and all the conference attendees who made this event
a truly intellectually stimulating one through their active participation.

November 2013 Zhenfu Cao
Fangguo Zhang
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