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Preface

PQCrypto 2014, the 6th International Workshop on Post-Quantum Cryptogra-
phy was held in Waterloo, Ontario, Canada, during 1–3 October 2014.

On the 20th anniversary of Shor’s algorithms for breaking factoring and dis-
crete log based cryptosystems, there is a new landscape of quantum tools and
intensifying efforts worldwide to build large-scale quantum computers. The aim
of PQCrypto is to serve as a forum for researchers to present results and exchange
ideas on the topic of cryptography in an era with large-scale quantum computers.
The workshop was preceded by a summer school from 29–30 September 2014.

The workshop attracted 37 submissions, of which the Program Committee
selected 16 for publication in the workshop proceedings. The accepted papers
dealt with the topics of code-based cryptography, lattice-based cryptography,
multivariate-cryptography, isogeny-based cryptography, security proof frame-
works, cryptanalysis, and implementations. The Program Committee included
26 subject-matter experts from 10 countries.

The workshop included four invited talks by Lily Chen (NIST), Nicolas Gisin
(Université de Genève), Matteo Mariantoni (University of Waterloo), and Vinod
Vaikuntanathan (MIT), tours of the experimental facilities at the Institute for
Quantum Computing, and a recent results session.

I am very grateful to all the ProgramCommittee members for generously con-
tributing their time, knowledge and expertise. Many thanks also to the external
reviewers who assisted in the process.

I wish to thank the generous sponsors and partners of PQCrypto 2014 who
made it possible to host this event and support the invited speakers and other
participants.

Profound thanks are also due to Alfred Menezes for his organizational effort
and general guidance as the general chair and to Kim Simmermaker and the
Institute for Quantum Computing staff for their logistical support.

July 2014 Michele Mosca
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