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Preface

These are the proceedings of the 10th International Workshop on Security and
Trust Management (STM 2014). They mark the second lustrum of a workshop
series that started in 2005 with the foundation of the ERCIM Security and Trust
Management group. This is a Working Group of the European Research Con-
sortium in Informatics and Mathematics (ERCIM) with the aim of providing a
platform for researchers to present and discuss their ideas and foster coopera-
tion. One of the means to achieve these goals is the organization of the annual
STM workshop. This year’s workshop was held during September 10–11, 2014,
in conjunction with the 19th European Symposium on Research in Computer
Security (ESORICS 2014) in Wroc�law, Poland.

The STM 2014 workshop received 29 submissions that were evaluated on the
basis of their significance, novelty, technical quality, and appropriateness to the
STM audience. After intensive reviewing and electronic discussions, 11 papers
were selected for presentation at the workshop, giving an acceptance rate of less
than 38%. In addition, the Program Committee selected six short papers, based
on their potential to initiate interesting discussions or to highlight novel research
directions.

As in previous editions, the program of the STM 2014 workshop also fea-
tured a talk by the winner of the ERCIM-STM best PhD thesis award, Juraj
Somorovsky, for his thesis entitled “On the Insecurity of XML Security.”

We would like to thank all the people who volunteered their time and en-
ergy to make this year’s workshop happen. In particular, we thank the authors
for submitting their manuscripts to the workshop and all the attendees for con-
tributing to the workshop discussions. We are also grateful to the members of
the Program Committee and the external reviewers for their work in review-
ing and discussing the submissions, and their commitment to meeting the strict
deadlines. Last but not least, our thanks also go to all the people who played
a role in the organization of the event: Pierangela Samarati (chair of the STM
working group) for her energy, support, and the many useful pieces of advice;
Miros�law Kuty�lowski, Jaideep Vaidya, and Giovanni Livraga (co-chairs and pub-
licity chair of ESORICS 2014) for their support; Piotr Kordy for managing the
STM 2014 website; and Rolando Trujillo Rasua for taking care of the publicity
of the workshop.

August 2014 Sjouke Mauw
Christian Damsgaard Jensen
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