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Preface

This volume contains the papers presented at SecITC 2017, the 10th International
Conference on Security for Information Technology and Communications (www.
secitc.eu), held during June 8–9, 2017, in Bucharest. There were 22 submissions and
each submitted paper was reviewed by at least three Program Committee members. The
committee decided to accept seven papers (one paper was withdrawn by the authors,
after the conference, from the LNCS volume) as well as a further seven invited
speakers. For ten years SecITC has been bringing together computer security
researchers, cryptographers, industry representatives, and graduate students. The con-
ference focuses on research on any aspect of security and cryptography. The papers
present advances in the theory, design, implementation, analysis, verification, or
evaluation of secure systems and algorithms. One of SecITC’s primary goals is to bring
together researchers belonging to different communities and provide a forum that
facilitates the informal exchanges necessary for the emergence of new scientific col-
laborations. We would like to acknowledge the work of the Program Committee,
whose great efforts provided a proper framework for the selection of the papers. The
conference was organized by Advanced Technologies Institute, Bucharest University
of Economic Studies and Military Technical Academy.

July 2017 Pooya Farshim
Emil Simion

http://www.secitc.eu
http://www.secitc.eu


Foreword

It is a priviledge for me to write the foreword to the proceedings to this 10th
anniversary of the conference. Indeed, SECITC 2017 is the 10th edition of the Inter-
national Conference on Information Technology and Communication Security held in
Bucharest, Romania every year.

Throughout the years, SECITC has become a truely competitive publication venus
with an acceptance rate of 1/3, an Program Committee of 50 experts from 20 countries
and a long series of distinguished invited speakers. Since three years the conference
proceedings are published in Springer’s Lecture Notes in Computer Science, and
articles published in SECITC are indexed in most science databases.

The conference is unique in that it serves as an exchange forum between confirmed
researchers and students entering the field as well as industry players.

I would like to particularly thank the PC chairs Pooya Farshim and Emil Simion for
an outstanding paper selection process conducted electronically. In response to the call
for papers the Program Committee got 22 submissions of which seven were chosen. To
those the PC added seven invited keynote lectures by Sylvain Guilley, Konstantinos
Markantonakis, Claudio Orlandy, Peter Ryan, Ferucio-Laurentiu Tiplea, Damien
Vergnaud, and myself.

I also warmly thank the conference’s Organization Committee and Technical
Support Team Mihai Doinea, Cristian Ciurea, Luciana Morogan, Andrei-George
Oprina, Marius Popa, Mihai Pura, Mihai Togan, and Marian Haiducu for their precious
contribution to the success of the event and for their dedication to the community.

I am certain that in the coming years SECITC will continue to grow and expand into
a major cryptography and information security venue making Bucharest a traditional
summertime scientific meeting habit to the IT security research community.

August 2017 David Naccache
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