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Preface

AFRICACRYPT 2018, the 10th International Conference on the Theory and
Application of Cryptographic Techniques in Africa, took place in Marrakesh, Morocco,
May 7–9, 2018. The conference was organized by Al Akhawayn University in Ifrane in
cooperation with the International Association for Cryptologic Research (IACR).

The conference received a total of 54 submissions. Each submission was anon-
ymized for the reviewing process and was assigned to three reviewers out of the 41
Program Committee members.

The Program Committee, aided by reports from 37 external reviewers, produced
a total of 156 reviews. After highly interactive discussions and careful deliberation, the
Program Committee selected 19 papers for presentation. The authors of accepted
papers were given a week to prepare final versions of their papers for these proceed-
ings. The revised versions of these papers are included in these proceedings and
classified into two topics: symmetric cryptography and asymmetric cryptography.

The program was completed with two invited talks by Joan Daemen from Radboud
University in Nijmegen, The Netherlands, and STMicroelectronics; and by Léo Ducas
from CWI, Amsterdam, The Netherlands. We are very grateful to them for accepting
our invitation.

We would like to thank all authors who submitted papers. The submissions came
from: Australia, Austria, Belgium, Brazil, Canada, China, France, Germany, India,
Iran, Japan, Morocco, Norway, Portugal, Romania, Senegal, Singapore, Sweden,
Switzerland, Taiwan, The Netherlands, UAE, UK, and USA. We regret that the
Program Committee rejected some very good papers. We know that this can be very
disappointing. We sincerely hope that these works, eventually, get the attention they
deserve elsewhere.

We are deeply grateful to the Program Committee and to the external reviewers for
their hard work, enthusiasm, and conscientious efforts to ensure that each paper
received a thorough and fair review.

We would also like to thank Springer for agreeing to an accelerated schedule for
printing these proceedings, the EasyChair team for allowing us to use their platform,
and Al Akhawayn University in Ifrane for supporting the conference.

We also thank the local Organizing Committee for their commitment and hard work
to make the conference an enjoyable experience. We also thank Driss Ouaouicha and
Kevin Smith, respectively, President and Dean of the School of Science and Engi-
neering at Al Akhawayn University, for their financial and unconditional moral sup-
port. We extend our gratitude to the conference sponsors S2M Morocco for financially
supporting the conference.

Last but not least, we thank everyone else, speakers, session chairs, and rump
session chairs for their contribution to the program of Africacrypt 2018.



Finally, we wish to thank the participants and presenters. They all made Africacrypt
2018 a highly recognized forum for researchers to interact and share their works and
knowledge with their peers, for the overall growth and development of cryptology
research in the world and in Africa in particular.

May 2018 Antoine Joux
Abderrahmane Nitaj
Tajjeeddine Rachidi
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