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Preface

The 9th International Workshop on Constructive Side-Channel Analysis and Secure
Design (COSADE) was held at Nanyang Technological University in Singapore during
April 23–24, 2018. The workshop was held in cooperation with the International
Association for Cryptologic Research (IACR). COSADE brings together researchers
from academia, industry, and government who share a common interest in the design
and secure implementation of cryptographic primitives. COSADE 2018 received 31
submissions. Each paper was anonymously reviewed by at least four Program Com-
mittee members in a double-blind peer review process. The review process relied on the
EasyChair system. From the pool of submissions, 14 high-quality papers were selected
carefully after deliberations by the 30 Program Committee members who were sup-
ported by 45 additional reviewers. The composition of the Program Committee was
representative of the good mix between academic and industrial researchers, the geo-
graphic spread of researchers across the globe, and their expertise. We would like to
express our sincere gratitude to both the Program Committee members and the
reviewers for their hard work. We would also like to thank the invited speakers Jeroen
Delvaux and Emmanuel Prouff for joining us in Singapore and for delivering inspiring
talks. Finally, we would like to thank the local organizers Shivam Bhasin, Michael
Kasper, and Marc Stöttinger for their support and for making this great event possible.
On behalf of the COSADE community we are very grateful to our sponsors Alpha-
NOV, Continental, eshard, NewAE, Riscure, Secure-IC, Cryptography Research,
Nanyang Technological University, for their financial support. And most importantly,
we would like to thank the authors for their excellent contributions. Without them this
workshop would not exist.

April 2018 Junfeng Fan
Benedikt Gierlichs
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