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Preface

The 13th International Workshop on Security, IWSEC 2018, was held at Sakura Hall of
Tohoku University in Sendai, Japan, during September 3–5, 2018. The workshop was
co-organized by ISEC (the Technical Committee on Information Security in Engi-
neering Sciences Society of IEICE), CSEC (the Special Interest Group on Computer
Security of IPSJ), and Cyberscience Center, Tohoku University.

This year, the workshop received 64 submissions, out of which two papers were
withdrawn before the review process, and two other papers were withdrawn during the
process. After extensive reviews and shepherding, we eventually accepted 18 regular
papers and two short papers. Each submission was anonymously reviewed by four
reviewers, and four (out of the 18) regular papers were accepted after revision under
shepherding. These proceedings contain revised versions of the accepted papers.

The Best Paper Award was given to “Chosen Message Attack on Multivariate
Signature ELSA at Asiacrypt 2017” by Yasufumi Hashimoto, Yasuhiko Ikematsu, and
Tsuyoshi Takagi, and the Best Student Paper Award was given to “Estimated Cost for
Solving Generalized Learning with Errors Problem via Embedding Techniques” by
Weiyao Wang, Yuntao Wang, Atsushi Takayasu, and Tsuyoshi Takagi. In addition to
the presentations of the accepted papers, the workshop also featured a poster session,
SCIS/CSS invited talks, and two keynote talks. The keynote talks were given by
Naofumi Homma and by Vasaka Visoottiviseth.

A number of people contributed to the success of IWSEC 2018. We would like to
thank all authors for submitting their papers to the workshop, and we are also deeply
grateful to the members of the Program Committee and to the external reviewers for
their in-depth reviews and detailed discussions. We must mention that the selection
of the papers was an extremely challenging task. Last but not least, we would like to
thank the general co-chairs, Atsushi Fujioka and Masayuki Terada, for leading the
Organizing Committee, and we would also like to thank the members of the Organizing
Committee for ensuring the smooth running of the workshop.

June 2018 Atsuo Inomata
Kan Yasuda
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