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Preface

The 11th Conference on Security and Cryptography for Networks (SCN 2018) was
held in Amalfi, Italy, during September 5–7, 2018. The conference has traditionally
been held in Amalfi, with the exception of the fifth edition, held in the nearby Maiori.
After the editions of 1996, 1999 and 2002, it has been organized biannually thereafter.

In the digital era, communications crucially rely on computer networks. These allow
both easy and fast access to information. At the same time, guaranteeing the security of
modern communications is a delicate and challenging task. The SCN conference is an
international meeting whose focus is on the cryptographic and information security
methodologies needed to address such challenges. SCN allows researchers, practi-
tioners, developers, and users interested in the security of communication networks to
meet and exchange ideas in the wonderful scenario of the Amalfi Coast.

These proceedings contain the 30 papers that were selected by the Program Com-
mittee (PC). The conference received 66 submissions. Each submission was assigned to
at least three reviewers, while submissions co-authored by PC members received, at
least, four reviews. After an initial individual review phase, the submissions were
discussed for a period of three additional weeks. During the discussion phase the PC
used rather intensively a, recently introduced, feature of the review system, which
allows PC members to anonymously ask questions directly to authors. The reviewing
and selection procedure was a challenging and difficult task. We are deeply grateful to
the PC members and external reviewers for the hard and careful work they did. Special
thanks to Tancrède Lepoint, Giuseppe Persiano, and Antigoni Polychroniadou for their
extra work as shepherds. Many thanks also to Michel Abdalla for his constant avail-
ability and for sharing with us his experience as former SCN Program Chair.

The conference program also included invited talks by Huijia Lin (University of
California Santa Barbara, USA) and Eike Kiltz (Ruhr-University Bochum, Germany).
We would like to thank both of them as well as all the other speakers for their
contribution to the conference.

SCN 2018 was organized in cooperation with the International Association for
Cryptologic Research (IACR). The paper submission, review, and discussion processes
were effectively and efficiently made possible by the IACR Web-Submission-and-
Review software, written by Shai Halevi. Many thanks to Shai for setting up the system
for us and for his assistance and constant availability.

We thank all the authors who submitted papers to this conference, the Organizing
Committee members, colleagues, and student helpers for their valuable time and effort,
and all the conference attendees who made this event truly intellectually stimulating
through their active participation.

September 2018 Dario Catalano
Roberto De Prisco
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