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Preface

With the rapid technological development of information technology, computer
systems and especially embedded systems are becoming more mobile and ubiq-
uitous. Ensuring the security of these complex and yet resource-constrained sys-
tems has emerged as one of the most pressing challenges for researchers. Although
there are a number of information security conferences that look at particular
aspects of the challenge, we decided to create the Workshop in Information Se-
curity Theory and Practices (WISTP) to consider the problem as a whole. In
addition the workshop aims to bring together researchers and practitioners in re-
lated disciplines and encourage interchange and practical co-operation between
academia and industry.

Although this is the first ever WISTP event, the response from researchers
was superb with over 68 papers submitted for potential inclusion in the workshop
and proceedings. The submissions were reviewed by at least three reviewers,
in most cases by four, and for program committee (PC) papers at least five
reviewers. This long and rigorous process was only possible thanks to the hard
work of the PC members and additional reviewers, listed in the following pages.
We would like to express our gratitude to the PC members, who were very
supportive from the very beginning of this project. Thanks are also due to the
additional expert reviewers who helped the PC to select the final 20 workshop
papers for publication in the proceedings. Of course we highly appreciate the
efforts of all the authors who submitted papers to WISTP 2007. We hope they
will contribute again to a future edition and encourage others to do so.

In this first edition, Prof. Jean-Pierre Hubaux, Prof. Fred Piper, Caspar Bow-
den and Patrick Waters have honored us with their great experience offering
keynote speeches. We want to acknowledge their contribution and amiability.

To host a successful workshop requires not only support from the research
community but also practical and financial support from a range of companies
and scientific organizations. Therefore, we would like to thank every single one.

Special thanks to Matthieu Finiasz and Thomas Baignères for providing the
Web review system iChair that was a great asset for the workshop organization.

March 2007 Damien Sauveron
Konstantinos Markantonakis

Angelos Bilas
Jean-Jacques Quisquater
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Main Sponsors

Since the early stages of inception of the workshop, organizers received positive
feedback from a number of high-profile organizations. With the development of
a strong Program and Organizing committee, this was further capitalized into
direct financial support. This enabled the workshop organizers to strengthen
significantly their main objective for a high-standard academic workshop. The
support helped significantly to keep the workshop registration costs as low as
possible and at the same time offer a number of best paper awards. Therefore,
we would like to express our gratitude and thank every single organization. We
also look forward to working together in future WISTP events.
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