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Preface

The 11th International Conference on Financial Cryptography and Data Security
(FC 2007, http://fc07.ifca.ai), organized by the International Financial Cryptog-
raphy Association (IFCA, http://www.ifca.ai/), was held in Tobago, February
12–15, 2007. The conference is a well-established and premier international fo-
rum for research, advanced development, education, exploration, and debate re-
garding security in the context of finance and commerce. We continue to cover all
aspects of securing transactions and systems, which this year included a range of
technical areas such as cryptography, payment systems, anonymity, privacy, au-
thentication, and commercial and financial transactions. For the first time, there
was an adjacent workshop on Usable Security, held after FC 2007 in the same lo-
cation. The papers are included in the last part of this volume. The conference
goal was to bring together top cryptographers, data-security specialists, and com-
puter scientists with economists, bankers, implementers, and policy makers.

The goal was met this year: there were 85 submissions, out of which 17
research papers and 1 system presentation paper were accepted. In addition, the
conference featured two distinguished speakers, Mike Bond and Dawn Jutla, and
two panel sessions, one on RFID and one on virtual economies. As always, there
was the rump session on Tuesday evening, colorful as usual.

Putting together the program was a challenging task: the Program Commit-
tee fought long and hard in online discussions in late fall 2006 over which papers
to accept, assisted by the many external reviewers who brought in their respec-
tive expertise. Each paper was carefully evaluated by at least three referees. The
work was made more difficult by the large number of high-quality papers received
and the relatively small number which could be accepted. We would like to thank
all submitters for the papers and their hard work, and hope that the comments
received from the reviewers will allow them to progress with their work.

I would like to thank the General Chair, Rafael Hirschfeld, and the Sponsor-
ship Chair, Burton Rosenberg, for all their hard work in getting this conference
organized and sponsored in Tobago, its southernmost location thus far, and Jon
Callas for moderating the rump session. Special thanks go to Joe McManus,
Rudy Maceyko, and Jason McCormick at CERT for setting up, securing, and
running the Web-based submission and reviewing system in a tight environment.

I hope all of the participants found this year’s program as exciting as I did,
with its continued interdisciplinary views on the subject and its strong focus on
the financial side, and that the conference continues to provide an opportunity
to participate in fruitful discussions on the issues and trends in the financial
industry and cryptography.

June 2007 Sven Dietrich
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