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Preface

ICISC 2010, the 13th International Conference on Information Security and
Cryptology, was held in Seoul, Korea, during December 1-3, 2010. It was orga-
nized by the Korea Institute of Information Security and Cryptology (KIISC).
The aim of this conference was to provide a forum for the presentation of new
results in research, development, and applications in the field of information se-
curity and cryptology. It also intended to be a place where research information
can be exchanged.

The conference received 99 submissions from 27 countries, covering all areas
of information security and cryptology. The review and selection processes were
carried out in two stages by the Program Committee (PC) of 64 prominent
experts via online meetings through the iChair Web server. First, each paper was
blind reviewed by at least three PC members, and papers co-authored by the PC
members were reviewed by at least five PC members. Second, individual review
reports were revealed to PC members, and detailed interactive discussion on each
paper followed. Through this process, the PC finally selected 28 papers from 16
countries. The acceptance rate was 28.2%. The authors of selected papers had
a few weeks to prepare for their final versions based on the comments received
from the reviewers. These revised papers were not subject to editorial review
and the authors bear full responsibility for their contents.

The conference featured one tutorial and two invited talks. The tutorial was
delivered by Tatsuaki Okamoto from NTT Information Sharing Platform Labo-
ratories. The invited speakers were Sakir Sezer from ECIT SoC Research Division
and Giuseppe Ateniese from The Johns Hopkins University.

There are many people who contributed to the success of ICISC 2010. We
would like to thank all the authors who submitted papers to this conference. We
are deeply grateful to all 64 members of the PC, especially to those who shep-
herded conditionally accepted papers. It was a truly nice experience to work with
such talented and hard-working researchers. We wish to thank all the external
reviewers for assisting the PC in their particular areas of expertise. We would
also like to thank the iChair developers for allowing us to use their software.

Finally, we would like to thank all the participants of the conference who made
this event an intellectually stimulating one through their active contribution and
all organizing members who nicely managed the conference.

December 2010 Kyung-Hyune Rhee
DaeHun Nyang
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