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Preface

The 12th international Workshop on Information Security Applications (WISA
2011) was held on Jeju Island, Korea, during August 22–24, 2011. The workshop
is hosted annually by the Korea Institute of Information Security and Cryptol-
ogy (KIISC), supported by the Electronics and Telecommunications Research
Institute (ETRI) and the Korea Internet & Security Agency (KISA), and spon-
sored by the Ministry of Public Administration and Security (MoPAS) and the
Korea Communications Commission (KCC).

The objective of this workshop is to cover all technical and practical aspects
of security applications, representing both cryptographic and non-cryptographic
works. The workshop serves as a forum for presentations of new results from the
academic research community as well as from industry.

It was our great pleasure and honor to serve as the Program Committee
Co-chairs of WISA 2011. The current proceedings of the workshop continue the
tradition of earlier years which were also published as part of the LNCS series
of Springer. The WISA 2011 Program Committee received 74 papers form 11
countries. This year the submissions were exceptionally strong, and the commit-
tee accepted 21 papers for the full-paper presentation track. All the papers were
carefully evaluated through blind peer review, wherein at least three members
of the Program Committee reviewed each submitted work. The numbers above
indicate that the selection process was highly competitive, and, unfortunately,
due to time limitation, many good papers were not accepted.

In addition to the contributed papers, the workshop had two invited talks:
Kanta Matsuura and Shyhtsun Felix Wu presented distinguished special talks
entitled “Passive and Active Measurements of Cybersecurity Risk Parameter”
and “On Leveraging Social Informatics for Cyber Security,” respectively.

Many people helped and worked hard to make WISA 2011 successful. We
would like to thank all the people involved in the technical program and in orga-
nizing the workshop. We are very grateful to the Program Committee members
and the external referees for their time and efforts in reviewing the submissions
and selecting the accepted papers. We should also express our special thanks to
the Organizing Committee members and the General Chair, Heungyoul Youm,
for their hard work in managing the workshop.

Finally, on behalf of all those involved in organizing the workshop, we would
like to thank the authors of all the submitted papers, for sending and contributing
their interesting research results to the workshop, and the invited speakers. With-
out their submissions and support, WISA 2011 could not have been a success.

October 2011 Souhwan Jung
Moti Yung
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