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Preface

The continued prominence of online media translates to an ever-increasing
amount of data and knowledge being shared online. Intelligence and security
informatics (ISI) is concerned with the study of the development and the use of
advanced information technologies and systems for security-related applications.
The Pacific Asia Workshop on Intelligence and Security Informatics focuses on
topics and issues including ISI data management, data and text mining for ISI
applications, terrorism informatics, deception and intent detection, terrorist and
criminal social network analysis, public health and bio-security, crime analy-
sis, cyber-infrastructure protection, transportation infrastructure security, pol-
icy studies and evaluation, information assurance, enterprise risk management,
and information systems security. We solicit for papers that would introduce
national, international, and societal impact.

The annual IEEE International Conference series on ISI was first organized
in 2003. In 2006, the Workshop on ISI was held in Singapore in conjunction
with the Pacific Asia Conference on Knowledge Discovery and Data Mining
(PAKDD 2006). The workshop attracted over 100 contributors and participants
from all over the world and marked the start of a new series of ISI meetings
in the Pacific Asia region. In the coming few years, the workshop was held
in Chengdu, China (2007), Taipei, Taiwan (2008), Bangkok, Thailand (2009),
Hyderabad, India (2010), and Beijing, China (2011). This year, we continued
the Pacific Asia ISI Workshop series (PAISI 2012) in Kuala Lumpur, Malaysia.
The one-day event was held in conjunction with the Pacific Asia Conference on
Knowledge Discovery and Data Mining (PAKDD 2012).

We continued the tradition of accepting high-quality work related to security
informatics. This year, in addition to the traditional topics, we received papers
in the emerging area of social media informatics. Our one-day program included
a keynote speech and presentations of eight long papers and eight short papers.
We hope PAISI can continue to provide a forum for ISI researchers in Pacific
Asia and around the world to exchange stimulating ideas and innovative research
progress. We wish to express our gratitude to all the workshop Program Com-
mittee members, who provided valuable and constructive review comments to
the authors.

May 2012 Michael Chau
Alan G. Wang
Wei Thoo Yue

Hsinchun Chen
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Identifying Walk Cycles for Human Recognition* . . . . . . . . . . . . . . . . . . . . . 127
Jakub Valcik, Jan Sedmidubsky, Michal Balazia, and Pavel Zezula

Chinese Organization Name Recognition Based on Multiple Features* . . 136
Yajuan Ling, Jing Yang, and Liang He

A Plagiarism Detection System for Arabic Text-Based Documents* . . . . . 145
Ameera Jadalla and Ashraf Elnagar

Examining Text Categorization Methods for Incidents Analysis* . . . . . . . 154
Nurfadhlina Mohd Sharef and Khairul Azhar Kasmiran

Information Access and Security

Multi-Committer Threshold Commitment Scheme from Lattice . . . . . . . . 162
Weiwei Sun, Bo Yang, Qiong Huang, Sha Ma, and Ximing Li

Conjunctive Keywords Searchable Encryption with Efficient Pairing,
Constant Ciphertext and Short Trapdoor . . . . . . . . . . . . . . . . . . . . . . . . . . . 176

Zhenhua Chen, Chunying Wu, Daoshun Wang, and Shundong Li

A Simultaneous Members Enrollment and Revocation Protocol for
Secret Sharing Schemes* . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 190

Jia Yu, Shuguang Wang, Huawei Zhao, Minglei Shu,
Jialiang Lv, and Qiang Guo

SaaS-Driven Botnets* . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 198
Biao Jiang, Eul Gyu Im, and Yunmo Koo

Author Index . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . 207

* Short Papers.




