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Preface

The International Conference on Information and Communications Security (ICICS)
represents international research and development in the area of information and
communications security. The conference is held every two years (during years when
Asiacrypt is not held) in different Asian countries, and it attracts an audience from
the academic, commercial, and industrial communities. ICICS ’97 is held in the
Chinese Academy of Sciences in Beijing, P. R. China, November 11-14 1997.

ICICS ’97 was sponsored by the Chinese Academy of Sciences, the National Natural
Science Foundation of China, and the China Computer Federation.

The conference was organized by the Engineering Research Center for Information
Security Technology in the Chinese Academy of Sciences in co-operation with the
International Association for Cryptologic Research (IACR), IEICE, and the Asiacrypt
Steering Commiittee.

There were 87 papers submitted for inclusion, from an international authorship, 37
papers among them have been accepted as regular papers, and 11 as short papers. We
would like to thank the authors of all papers submitted, both those whose work is
included in these proceedings, and those whose work could not be accommodated.
Without their research and writing up there would be no conference.

The number of submitted papers put an additional strain on the program committee
members. We are grateful to them all for their work in reviewing the papers in a short
time and for freely giving us the benefit of their experience and support in a variety
of ways. We also would like to thank all the other reviewers for their reviewing the
papers.

We wish to thank all the participants, organizers, and contributors of the ICICS "97
conference.

August, 1997 Yongfei Han
Tatsuaki Okamoto
Sihan Qing
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