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Preface

ASTACRYPT’96, the conference covering all aspects of theory and applications
of cryptology and information security, is held at Kyongju Hilton Hotel situated
along the shore of beautiful Pomun Lake Resort in Kyongju, Korea from Novem-
ber 3 to 7, 1996. This is one of the Asiacrypt conferences. In the same series,
ASTACRYPT’91 and ASIACRYPT’94 took place in Japan and Australia respec-
tively. ASTACRYPT’96 is sponsored by Korea Institute of Information Security
and Cryptology (KIISC), in cooperation with the International Association for
Cryptologic Research (IACR) under the patronage of Ministry of Information
and Communication (MIC) of Korea.

The 16-member Program Committee organized the scientific program and
considered 124 submissions. Of these, 31 were accepted for presentation. The
authors’ affiliations of the 124 submissions and the 31 accepted papers range
over 22 and 14 countries or regions, respectively. In addition, there are three
invited talks by Kevin S. McCurley from Sandia National Labs., USA, Shigeo
Tsujii from Chou University, Japan, and Jacques Stern from ENS, France. A
Rump Session chaired by Thomas A. Berson completes the program.

The submitted version of each paper was sent to all members of the Program
Committee and was extensively examined by at least three committee mem-
bers and/or outside experts. The review process was rigorously blinded and the
anonymity of each submission was maintained until the selection was completed.
We followed the traditional policy that each member of the Program Committee
could be an author of at most one accepted paper.

This is the first time the proceedings is available at the conference in the
history of Asiacrypt series. These proceedings contain the revised versions of
the 31 contributed talks as well as the 3 papers written by the invited speakers.
Comments from the Program Committee were taken into account in the revi-
sions. However, the authors (not the committee) bear full responsibility for the
contents of their papers.

We are very grateful to the members of the Program Committee for gener-
ously spending so much of their time on the difficult task of selecting the papers.
They are : Ross Anderson, Thomas A. Berson, Chin-Chen Chang, Pil Joong Lee,
Mitsuru Matsui, Sang Jae Moon, David Naccache, Kaisa Nyberg, Eiji Okamoto,
Paul Van Oorschot, Dingyi Pei, Bart Preneel, Moti Yung, and Yuliang Zheng.
We also thank the following outside experts who assisted the Program Com-
mittee in evaluating various papers : Antoon Bosselaers, Seongtaek Chee, Joan
Daemen, Seung-Cheol Goh, Sang-Geun Han, Yuji Ishizuka, Markus Jakobsson,
Lars Knudsen, Sangjin Lee, Chae Hoon Lim, Fran¢oise Levy-dit-Vehel, Masahiro
Mambo, Serge Mister, Atsuko Miyaji, Hiroshi Miyano, Shiho Moriai, Tim Moses,
David M’Ralhi, Takahiko Nakamura, Kazuo Ohta, Motoji Ohmori, Pascal Pail-
lier, Sung Jun Park, Vincent Rijmen, Yasuyuki Sakai, Soo Hak Sung, Michael
Wiener, and Kyung-Cheol Yang. We apologize for any omissions in this list.
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We would like to appreciate all who have submitted papers to ASIACRYPT?96
and the authors of accepted and invited papers for their on-time preparation of
camera-ready manuscripts.

We are pleased to thank Shin Young Lim and Seunghwa Lee for their arrange-
ment of ASTACRYPT’96 official Web page at URL: http://wew.kreonet.re.kr
/AC96/AC96 . html. Special thanks also go to Yongdae Kim and Hee Ja Kang
for their help with preparation of the various tasks of program co-chairs.

Most of the work by Tsutomu Matsumoto was done while he was away from
Yokohama. He would like to thank the Isaac Newton Institute of Cambridge
University, U.K., Imre Mojzes of Technical University of Budapest, Hungary,
and Thomas Beth of University of Karlsruhe, Germany, for providing convenient
working environments.

August 1996 Kwangjo Kim
Tsutomu Matsumoto
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