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P R E F A C E  

ACISP'97, the Second Australasian Conference on Information Security and 
Privacy, was held in Sydney, Australia. The conference was sponsored by Dis- 
tributed System and Network Security Research, University of Western Sydney, 
Nepean, the Australian Computer Society (NSW), and the Distributed Systems 
Technology Centre, Queensland. The conference was organized in co-operation 
with the International Association of Cryptologic Research (IACR) and the In- 
stitute of Electrical and Electronic Engineers (NSW). I am grateful to all these 
organizations for their support of the conference. 

The aim of this conference was to draw together researchers, designers, im- 
plementators, and users of information security systems and technologies. The 
conference program addresssed a range of aspects from security theory and mod- 
elling to system designs and implementations to user-oriented management and 
applications. This year the program committee invited a distinguished academic, 
Professor Fred Piper from London University, UK, as the keynote speaker of the 
conference. Professor Piper's talk questioned the role and the need for trusted 
third parties in the area of secure electronic commerce. On the second day, Ken- 
neth Mendelson, Corporate Counsel of Trusted Information Systems, USA, was 
invited to speak on recent developments in US cryptographic policy. Following 
this presentation, the conference hosted a related panel session on cryptographic 
policy guidelines with international members Scott Charney (USA), Stephanie 
Perrin (Canada), Steve Orlowski, Norman Reaburn (Australia), Nigel Hickson 
(UK) and Philippe Dejean (France). The speaker at the conference dinner was 
Michael Lappen, Managing Director, Wang Australia, who addressed security 
issues and the emerging new technologies. 

The program committee accepted 29 papers and these were presented in 
nine sessions covering security models and access control, network security, se- 
cure hardware and implementation issues, cryptographic functions and ciphers, 
authentication codes and secret sharing schemes, cryptanalysis, key escrow, se- 
curity protocols and key management, and secure applications. This year the 
accepted papers came from a range of countries, including 13 from Australia, 5 
from Japan, 2 each from the USA, UK, and Germany, the rest from Norway, 
Singapore, Belgium, China, and Poland. 

Organizing a conference such as this one is a time-consuming task and I would 
like to thank all the people who worked hard to make this conference a success. 
In particular, I would like to thank the members of the program committee for 
putting together an excellent program, and all the session chairs, speakers, and 
panelists for their time and effort. Special thanks to Irene Ee and Yi Mu for their 



yJ 

tireless work in organizing and helping with many local details. Finally, I would 
like to thank all the authors who submitted papers and all the participants of 
ACISP'97. I hope that the professional contacts made at this conference, the 
presentations, and the proceedings have offered you insights and ideas that you 
can apply to your own efforts in security and privacy. 

May 1997 Vijay Varadharajan 
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