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Correction to:
InternationalJournal of Information Security (2022)
21:1211–1222
https://doi.org/10.1007/s10207-022-00605-7

In the original publication, the third author’s, Dr. Emmanouil
Vasilomanolakis, affiliation was published wrongly. The cor-
rected affiliation is given below.
Corrected Affiliation:
Emmanouil Vasilomanolakis4
4Technical University of Denmark, Kongens Lyngby,
Denmark
emmva@dtu.dk

The original article can be found online at https://doi.org/10.1007/
s10207-022-00605-7.

The original publication has been corrected.

Publisher’s Note Springer Nature remains neutral with regard to juris-
dictional claims in published maps and institutional affiliations.
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