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Correction: Cluster Computing (2022) 25:1303–1320
https://doi.org/10.1007/s10586-021-03528-5

In this article, the authors G. Geethakumari and Barsha

Mitra’s affiliation has been set incorrectly as ‘‘Department

of CSE, IcfaiTech (Faculty of Science andTechnology),

IFHE, Hyderabad, India’’. The authors affiliation has been

now corrected.

The original article has been corrected.

Publisher’s Note Springer Nature remains neutral with regard to

jurisdictional claims in published maps and institutional affiliations.

The original article can be found online at https://

doi.org/10.1007/s10586-021-03528-5.
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