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In the original article, we have referred to Jaworski et al. (2021) as the originators of the idea 
of using Restricted Boltzmann Machines for drift detection, but we failed to acknowledge 
earlier work by Jaworski et al. (2017, 2018) that introduced foundations for the general idea 
of using reconstruction models for concept drift detection, training RBMs over mini-batches 
and using regression over reconstruction error trends to detect concept drift.

We apologize to the authors for this omission, and acknowledge that their earlier work, 
together with the cited work, was fundamental for building the robust drift detection algo-
rithm presented in our work.
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