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This special issue contains extended versions of selected
papers from the 14th and 15th editions of the International
Conference on Verification and Evaluation of Computer and
Communication Systems (VECoS 2020/21).

VECoS 2021 was scheduled to take place in November
2021 at the Institute of Software, Chinese Academy of Sci-
ences in Beijing (co-located with FM 2021), and VECoS
2020 in October 2020 in Xi’an University of Science and
Technology (XUST). However, due to the COVID-19 epi-
demic, these two editions held as virtual conferences.

The aim of the VECoS conference is to bring together
researchers and practitioners in the areas of verification,
control, performance, and dependability evaluation in order
to discuss the state of the art and challenges in modern
computer and communication systems in which functional
and extra-functional properties are strongly interrelated.
Thus, the main motivation for VECoS is to encourage
cross-fertilization between various formal verification and
evaluation approaches, methods, and techniques, and espe-
cially those developed for concurrent and distributed hard-
ware/software systems.

This issue comprises four papers (selected from the 26
accepted and presented papers) covering various aspects of
computer and communication systems: specification, testing,
verification, and evaluation.

• The paper “ Model-based Design of Resilient Systems
Using Quantitative Risk Assessment” by Mediouni et al.
[1]This paper proposes a formalmodel-based approach for
designing resilient systems incrementally by iterative and
sound model transformations. A quantitative risk assess-
ment and validation of system robustness is given by using
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statistical model-checking (SMC). The authors also illus-
trate in detail the application of the proposed approach on
an excerpt of a real-life autonomous robotics case study
and report on the implementation and results obtainedwith
the SBIP framework.

• The paper “Coverage Visualization and Analysis of Net
Inscriptions in Coloured Petri Net Models” byAhishakiye
et al. [2]. In this paper, the authors establish a link between
coverage analysis and net inscriptions of Coloured Petri
Nets (CPN) models by considering Modified Condi-
tion/Decision Coverage (MC/DC), a generalization of
branch coverage for SML decisions. They implemented
the approach in a library for CPN tools comprised of an
annotation and instrumentation mechanism and a post-
processing tool. The proposed solution is evaluated on 11
CPN models from the literature, and coverage analysis
results are presented

• The paper “Contract-Based Specification of Mode-
Dependent Timing Behavior” by Koopmann et al. [3]. In
this paper, the authors develop a contract-based specifica-
tion formalism for cyber-physical safely critical systems
modeled in terms of individual components with strict tim-
ing specifications expressed in termsofAssume/Guarantee
(A/G) contracts and evaluated with a timing analysis
while shifting between operating modes. An example of
an Adaptive Cruise Control system with collision avoid-
ance incorporating mode-dependent behavior is provided
to illustrate the expressiveness of the proposed formalism.

• The paper “A Certified Access Control Policy Language:
TEpla” by Amir Eaman et al. [4]. The paper introduces
a formally defined language called TEpla amenable to
express unambiguous and accurate specification of access
control policies for systems with critical resources. TEpla
also provides additional language constructs that allow
security administrators to encode different security goals
in policies as user-defined predicates. The semantics of
the proposed language focuses on various types of order-
ing relations on policies, query, decisions, necessary to
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decide if certain accesses are granted and allows to mathe-
matically reason on its main properties and to prove them
using the Coq proof-assistant.

We would like to thank all the authors of these papers for
their contributions and the reviewers that we have solicited
for their thorough evaluations. We are particularly grateful
to the ISSE editor-in-chief Mike Hinchey and the editorial
assistant Chitra Vijayaraghavan for their help and reactivity
throughout the preparation of the issue.
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