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1 How has the digital world’s evolving
landscape changed the risk management
process?

Risk and its management play a critical role in the success of
any business or computing activity. To a decision-maker, it
assists in making informed decisions while simultaneously
managing the impact of events that may lead to failure.
Due to its importance, risk management has been applied
in different domains that range from health [1], business [2],
engineering [3] and computing [4]. Despite its importance,
as with any field, the risk management process must con-
stantly evolve to best achieve its aims. This requires the risk
management process to become interdisciplinary in nature
to reap the benefits of other technologies in pursuing its
objectives. Recent advancements such as Big Data, Data
Analytics and Blockchains have enormously benefitted dif-
ferent domains in achieving their aims more effectively and
efficiently. The field of risk management is no exception to
these advancements and has benefittedwidely too in domains
such as insurance [5], supply chain management [6], mar-
keting [7] and customer churn reduction [8]. Using these
initiatives, companies have tailored their risk management
practices to best achieve their strategic outcomes. A report by
EY states that such a shift in risk management from focusing
on subjective and individual perception to one that focuses
on dealing with the constantly changing landscape is termed
RiskEnabled PerformanceManagement (REPM) [9]. REPM
takes a proactive approach to manage risks by identifying
beforehand the risk trends and factors before managing them
to achieve the goals. Artificial intelligence (AI) techniques
have played and will continue to play a significant role in
achieving REPM aims.
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2 Open issues

However, with the ever-increasing data and use of analytics
and AI for proactive risk management, there needs to be a
fine line of divide between complete automation and mod-
eration by a domain expert in risk management [10]. This is
supported by research involving 1500 companies that state
those who depend entirely on their automated AI processes
see short-term gains [11]. On the other hand, if humans and
machines work together, significant performance improve-
ments are experienced. In the domain of risk management,
the following open issues need to be addressed to realize the
aim of humans and machines working together:

2.1 Explain the results apart from just presenting
them

Besides giving an output,machines should explain to humans
why that output is given. In a quest to improve the perfor-
mance of prediction results, AI models have become opaque
in their working nature [12]. This leaves humans with no
chance of influencing the inputs of themodel. To address this,
a new area of research, eXplainableAI (XAI), isworked on in
the literature. XAI emphasizes the need for AI techniques to
explain their black box-based outputs to humans so they can
be interpreted and trusted [13]. This is needed, especially in
the enterprise domain, where incorrect solutions can lead to
severe consequences [14].NovelXAImethods such asSHAP
(SHapley Additive exPlanations) [15], LIME (Local Inter-
pretable Model-agnostic Explanations) [16], LINDA-BN
(Local Interpretation-Driven Abstract Bayesian Network)
[17] assist in interpreting the decision output and build trust
in it. However, a common shortcoming of these approaches
is that they do not capture and model the interdependencies
among the decision features. As a result, from the perspective
of risk management, they cannot measure how changing a
single feature in a time affects the decision output in another
period. This is particularly important in an interconnected
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system, where a feature is dependent or impacted by many
others, influencing the quantified risk.

2.2 Real-time identification of risk events for their
timely management

Apart from just identifying risks, the risk management pro-
cess must do that on time. If not, the benefits of proactive risk
management may not be realized. Researchers have used AI
techniques such as reinforcement learning (RL) to achieve
this aim [18]. In a dynamic environment, this benefits humans
as they do not have to provide different types of training data.
Instead, it utilizes the ability of the RL model to explore
and present to humans what it thinks might be beneficial
in the scheme of things [18]. Furthermore, this also gives
confidence to the humans that the developed model not only
replicates what it is trained on but also adapts to the changing
environment based on human feedback. However, to assist
theRL-basedmodel in correctly identifying only those events
related to the risk event of interest, human input is needed.
This may be in different forms, such as a knowledge graph
that links different events according to a similarity measure
or the ability to process and link different events, leading to
the occurrence of the risk event of interest (Complex Event
Processing) [19]. These will give the RL-based model to tra-
verse a path in its quest to recommend relevant results that
make sense and are of use.

2.3 Validating the authenticity of subjective
information for blockchain processing

In Blockchains, a transaction is made directly without any
trusted third parties. The consensus among blockchain par-
ticipants needs to be achieved by mechanisms such as Proof
of Capacity (PoC), Proof ofWork (PoW) or Proof of Author-
ity (PoA)before transactions becomeapart of the blockchain.
While achieving such consensus on transactions, blockchain
participants must verify the authenticity or truthfulness of
the information contained within those transactions. Ver-
ifying the authenticity or truthfulness of the transaction’s
information is easy if it comes from an objective source.
An objective source is one where the information’s originat-
ing source has a digital footprint, and thus, its authenticity
can be verified and validated by publicly available docu-
ments, transactions or reputation. This is not present for
information from a subjective (or non-objective) source, for
example, a personal opinion or a claim [20]. Thus, verify-
ing its truthfulness and authenticity is not as straightforward
as it is for objective information. While subjective informa-
tion may not be prevalent in domains where Blockchains are
commonly used, such as cybersecurity [21] and healthcare
information sharing [22], they are present in domains such as
Supply Chain Risk Management (SCRM), the art industry,

real estate, blood supply chains, etc. Thus, the authenticity
of such information needs to be verified before Blockchains
can be effectively used for riskmanagement in such domains.
Without this, the current applications of Blockchains in such
domain are limited to tracking of information [23], checking
the provenance of products [24], etc.
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