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Preface 

This book contains the proceedings of the 2oth IFIP International Information 
Security Conference (IFIPISEC2005) held from 3oth May to IS' June, 2005 in Chiba, 
Japan. It was the 2oth SEC conference in the history of IFIP TC-11. The first one was 
held in Stockholm, Sweden in May 1983. After that, IFIPISEC conferences have been 
in various countries all over the world. The last IFIPISEC conference held in Asia 
was IFIPlSEC2000 in Beijing, China. 

In IFIPISEC2005, we emphasize on "Security and Privacy in the Age of 
Ubiquitous Computing". Even in the age of ubiquitous computing, the importance of 
the Internet will not change and we still need to solve conventional security issues. 
Moreover, we need to deal with the new issues such as security in P2P environment, 
privacy issues in the use of smart cards and W I D  systems. Therefore, in 
IFIPISEC2005, we have included a workshop "Small Systems Security and Smart 
Cards" and a panel session "Security in Ubiquitous Computing". 

This book includes the papers selected for presentation at IFIPISEC2005 as well 
as the associated workshop. In response to the call for papers, 124 papers were 
submitted to the main conference track. These papers were evaluated by members of 
the Program Committee in terms of their relevance, originality, significance, technical 
quality and presentation. From the submitted papers, 34 were selected for 
presentation at the conference (an acceptance rate of 27%). We also include 6 short 
papers selected by the Workshop committee. 

We would like to thank Mr. Leon Strous, chair of IFIP TC-I 1, Professor Norihisa 
Doi, Professor Hideki Imai, Professor Tsuneo Kurokawa and Professor Shigeo Tsujii, 
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members of the SEC2005 Advisory Committee for their continuous advice. We are 
grateful to the members of the Program Committee for their voluntary efforts to 
review manuscripts. We are also grateful to the members of the Local Organizing 
Committee for their efforts in preparing this conference, especially Professor Yuko 
Murayama, chair of this committee. 

Ryoichi Sasaki, Tokyo Denki University 
(General Chair) 
Sihan Qing, Chinese Academy of Science 
Eiji Okamoto, University of Tsukuba 
(Program Chairs) 
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