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Abstract
Master data management (MDM) can provide an integrated and unified view of key
business entities to offer better support in business processes. Due to the very nature of
master data-based applications, it is possible to use data with the highest possible level of
quality. MDM can help ensure that some common concerns, like duplicates or inconsis-
tencies, are prevented by sharing a ‘single version of the truth’ throughout the organisa-
tion, and, in some cases, allowing collaborative updates to the master data repository.
Therefore, assuring the reliability of master data-based applications, would improve the
organisation efficiency. This type of application should implement a set of functional
requirements covering the basic operation of MDM principles. We propose a solution
based on the evaluation and certification of ‘functional suitability’ of MDM applications.
As part of our proposal, we inferred a set of functional requirements from parts 100 to 140
of ISO 8000. This set will be used as a reference in the required matching to compute
values for each one of the metrics, properties, subcharacteristics and ultimately, functional
suitability following a bottom-up procedure. Finally, the paper also describes the appli-
cation of the evaluation procedure of an existing master data-based application.
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1 Introduction

Master data describes the essential business entities of a company, such as ‘suppliers’,
‘customers’, ‘products’, ‘employees’ or ‘assets’—for example—(Spruit and Pietzka 2014;
Smith and McKeen 2008; Dreibelbis et al. 2008; Loshin 2010), and represents the business
objects that are shared across transactional applications. Master data enables the creation of a
‘single version of the truth’ about these objects across the operational IT landscape (Allen and
Cervo 2015). The instances or values of the master data classes do not relatively change over
time, especially, compared to transactional data. Reference data that represents master data can
be used for capturing transactional data in operations (Otto et al. 2012; Mahanti 2019). Master
data-based applications (hereafter, MDM-based applications) should be able to manage master
data and reference values during their underlying operations.

Master Data Management Server (MDM server) is a software product built on top of a
database technology—typically relational—for backend processing. They usually provide
service-oriented architecture endpoints to provide master data instances to Master data-based
applications (Dreibelbis et al. 2008). The communication between an MDM server and MDM-
based application is typically conducted through the exchange of master data messages.
Several examples of master data message types are covered in Rivas et al. (2017).

Hence, it would be desirable that the organisation’s MDM-based applications are reliable
for all the stated uses. In addition to this, having available trustable master data directly
benefits the quality of the data used by the business processes (Cleven and Wortmann
2010). It brings some advantages, such as the reduction or complete elimination of duplicate
records in critical datasets; the availability of current, cleansed, consistent master data through-
out the enterprise; the entity resolution procedure (Talburt 2011); the automatisation of
probabilistic matching and application of business rules; and a potential collaborative man-
agement of the master dataset (Fleckenstein and Fellows 2018).

To make MDM-based applications more trustable and reliable, we pose that a specific
certification from ISO 8000-1x0 compliance would help to achieve this goal. From our point
of view, this certification would be achieved through the evaluation of the software quality
characteristic of ‘functional suitability’. This implies to define a set of functional software
requirements, which should be used as a reference during the evaluation. After analysing the
current state of that type of software quality certification (see Sect. 5), and to the best of our
knowledge, we can conclude that the following two problems need to be addressed:

1. There is no generic environment for the evaluation and certification of the master data-
based systems

2. There are no standards specifically addressing any set of functional software requirements
that should be used as a reference.

To address the first problem, we propose the use of ISO 25010 (ISO 2011a) and ISO 25040
(ISO 2011b) for the evaluation of software product based on functional suitability—as it is
specified in the certification environment proposed by Rodriguez et al. (2016) (see Appendix).

With regard to the existence of international standards covering the functional software
requirements of master-based systems, we found that only the parts ISO 8000 parts 100 to 140
(ISO 2009, 2016a, b, c, d) cover specifically this area. Consequently, we decided to use this
family of standards to infer a set of functional software requirements to be used as a reference
for the certification of ‘functional suitability’.
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Hence, the main contribution of this paper is twofold:

1. The identification of a set of functional requirements inferred from ISO 8000 that any
master data-based application should meet

2. The application of the complete environment defined by Rodriguez et al. specifically
customised with the set of the identified functional requirement to a specific case study of
a master data-based application

It is important to highlight that the scope of the certification we are proposing will only be
conducted considering the requirements that we inferred from the ISO 8000 study, parts 100 to
140. Additionally, it is possible that the evaluated systems could potentially implement some
other different software requirements, which are out of the scope of this certification.

The remainder of the paper is structured as follows: Sects. 2 and 3 briefly introduce the
related works in MDM-based application certification and the main concerns that parts 100 to
140 of ISO 8000 present. Section 4 presents the set of software requirements inferred from ISO
8000 parts 100–140. Section 5 describes the application of the evaluation process of the
functional suitability to an existing master data-based application through a case study. Finally,
Sect. 6 presents some conclusions.

2 Related works

To the best of our knowledge, we can conclude that there are no researches related to the
evaluation of master data-based application about ISO standards focused on master data
management. We have found several works related to quality in master data.

The first proposal is focused on the certification of software products in relation to ISO
8000 part 110. ECCMA1 is an American association dedicated to the creation of technical data
dictionaries according to specific domains. ECCMA developed the ECCMA Open Technical
Dictionary (eOTD), and they are offering its certification exclusively for customers who work
with its eOTD data dictionary. ECCMA certifies and registers a specific version and release of
a software application to be compliant with ISO 8000-110:2009. It is conducted by demon-
strating that the application can access the eOTD using web services and import and export
Identification Guides. However, this ECMMA certification only covers the requirements of
ISO 8000-110, but not the requirements from ISO 8000, parts 120 to 140.

The second proposal is focused on maturity models for master data management. Different
maturity models to master data management are introduced in (Spruit and Pietzka 2014; Otto
et al. 2012; Choi et al. 2010; Zúñiga et al. 2018). These maturity models allow to determine the
degree of maturity at which the company is ready to implement master data management
solutions, and/or the degree to which these solutions are implemented. In (Spruit and Pietzka
2014) a maturity model is proposed to determine whether the organisation is prepared to
implement a master data solution. In (Otto et al. 2012), the design process toward a functional
reference model for master data quality management (MDQM) is described. This model
design process spanned several iterations comprising multiple designs and evaluation cycles.
Choi et al. ( 2010) suggests an enterprise master data model (EMDM), which defines all of the
master data composition elements, the hierarchical structure in each master data element, and

1 https://www.eccma.org/certification/#iso3
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the relationship among master data elements across the organisation. Finally, in (Zúñiga et al.
2018), a maturity model for microfinance sector and a study case in this industry is presented.
All these works are focused on the maturity of the organisation to adopt a master data-based
application and its capability, but none of these is focused on these applications.

Finally, Otto et al. (2010) proposes a method to measure the quality of master data in the
business and how this quality affects business decisions and strategies. This proposal is
focused on the quality of the master data utilised in the organisation. Notwithstanding, this
proposal is aimed neither at the MDM-based application nor the requirements that this type of
application must meet.

All things considered, and based on our research, it can be concluded that there are works in
master data and its quality, but they are solely focused on the capability of the organisation to
implement master data-based application or in the master data itself. Furthermore, ECCMA
certificates master data-based applications but it only considers the requirements of ISO 8000
part 100, not the functional requirements from parts 120, 130 and 140, which are included in
the scope of this proposal. So, the main advantage of our proposal is its wider coverage than
ECCMA’s one.

3 General overview of ISO 8000-parts 100 to 140: exchange
of characteristic data in master data

Parts 100 to 140 of the ISO 8000-1x0 family of standards describe some aspects of the
exchange of master data between applications (or organisations) using the exchange of master
data messages. To this effect, the family of standards proposes the usage of a pre-set template
to construct the messages and to encapsulate the master data within the messages. Similarly,
the requirements that these messages must meet in order to incorporate information on the
level of provenance, accuracy and completeness of the data contained in the master data
message, are specified. Moreover, it is important to know other elements included and related
in Fig. 1.

Each part of the standard covers one of the aspects mentioned above. The contents of each
part of the family are summarised below:

& ISO 8000-100: ‘Master data: Exchange of characteristic data: Overview’ (ISO 2016a)
offers an outline of the exchange of master data.

& ISO 8000-110: ‘Master data: Exchange of characteristic data: Syntax, semantic encoding,
and conformance to data specification’ (ISO 2009) include the requirements to build and
exchange master data messages: adherence to formal syntax, semantic encoding, compli-
ance of a customer’s data specification, business model.

& ISO 8000-115: ‘Master data: Exchange of quality identifiers: Syntactic, semantic, and
resolution requirements’ (ISO 2018a) indicates the syntactic and semantic requirements for
the construction and resolution of quality identifiers in the exchange of master data
messages.

& ISO 8000-116: ‘Master data: Exchange of quality identifiers: Application of ISO 8000-115
to authoritative legal entity identifiers’ (ISO 2018b) indicates the format of legal entity
identifiers (ALEI) for individuals and organisations.

& ISO 8000-120: ‘Master data: Exchange of characteristic data: Provenance’ (ISO 2016b)
introduces a data model to describe the information about the origin of the data. This part
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of the standard looks at the most recent owner of the data. Hence, it is focused on two
aspects: When the data was extracted from the database, and who the owner of the
repository is.

& ISO 8000-130: ‘Master data: Exchange of characteristic data: Accuracy’ (ISO 2016c)
describes how to add information about the accuracy of the exchanged master data.

& ISO 8000-140: ‘Master data: Exchange of characteristic data: Completeness’ (ISO 2016d)
describes how to add information about the completeness of the exchanged master data.

& ISO 8000-150: ‘Master data: Quality management framework’ (ISO 2011c) specifies the
fundamental activities of the management of the quality of the master data.

4 Set of functional software requirements for master data-based
application inferred from ISO 8000

Let us remind that our approach is grounded on the certification of the software quality
characteristic of ‘functional suitability’, as described in ISO 25010, and following the model
introduced by [RefMoises]. To enable the certification, a set of functional requirements is
required as a reference to measure the characteristics, subcharacteristics and properties of the
functional suitability. As part of our investigation, we developed this reference set of functional
requirements that any master data-based system must implement.

This section presents the set of functional requirements that we infer from the study of ISO
8000, parts 100 to 140. As far as we are concerned, there is currently no international open
standard (such as the ones developed by ISO or IEEE) that specifically address the functional
software requirements that MDM-based applications must have; we have only found a family
of standards for the exchange of characteristic data in master data (see Sect. 3). We did not
consider the inclusion of ISO 8000-150 because this part does not specifically address any
concern related to requirements which can be implemented in master data-based systems. Due
to the same reason, we did not consider any of the ISO 8000 parts 60, 61 or 62.

Fig. 1 Data architecture for master data management (adapted from (ISO 2016a))
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In general terms, we will assume that the master data exchange functionalities are a subset
of the functionalities that a whole MDM-based application should meet. Therefore, we will
take this family of standards as the main input to identify and list the functional software
requirements that will be used as a reference for the evaluation of the functional suitability of
this type of application.

We will establish the normative clauses of ISO 8000-1x0 standards, those that identify
possible mandatory functional requirements that any MDM-based applications should meet.
These requirements are grouped into three categories: those related to master data messages
construction and use, those related to data dictionary management and those related to the
exchange of master data messages.

In the following subsection, every group of requirements will be described.

4.1 Functional requirements related to master data message construction and use

This subset is focused on the creation and validation of the master data messages, and the
CRUD operations to access the master data repositories managed by the Master Data Server
via Master Data Message exchange.

1. FR.1. Build master data messages [inferred from ISO 8000-100, clause 6]. MDM-based
application must be able to construct master data messages according to a formal syntax
defined in an information model. This formal syntax must be known by all parties in the
organisation, and by all organisations that will exchange master data between them.

2. FR.2. Code and/or decode master data message and records [inferred from ISO 8000-
110, clause 8]. MDM-based application must be able to encode the identifiers and
property values of each of the data dictionary entries in the construction of the master
data message. In addition to this, the MDM-based application must be able to encode the
complete master data message before the exchange. Finally, the MDM-based application
must be able to decode the master data message and the property values in the MDM
system receiving the message.

3. FR.3. Verify correctness of master data message [inferred from ISO 8000-110, clause 6
and 7]. MDM-based application must verify the correctness of the master data message
against its formal syntax and its data specification automatically in computer-based way.
The whole organisation and the MDM-based application must know previously the formal
syntax.

4. FR.4. Record messages of provenance-related events [inferred from ISO 8000-120, clause
6.5]. MDM-based application must allow keeping records of origin. Each one of the
provenance-related events must contain a unique and univocal identifier, the provenance-
related event, and an assertion of the event.

5. FR.5. Record provenance-related events in the records [inferred from ISO 8000-120,
clause 7]. MDM-based application must allow storing provenance-related events. For
each provenance-related event, it is necessary to know the type of event, the organisation
that it refers to, the person who records the event and his/her role in the organisation, and a
timestamp of the provenance event. All this information must be included for each
attribute in the master data message.

6. FR.6. Record accuracy-related events in the records [inferred from ISO 8000-130, clause
6.3, 7 and 9]. MDM-based application must record all the accuracy-related events. For
each accuracy-related event, it is necessary to know details about the event, the type or
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kind of event, the accuracy method used in the message, the organisation that it refers to,
the person who records the event and his/her role in the organisation, and a timestamp of
the accuracy event.

7. FR.7. Validate accuracy-related events through an accuracy method [inferred from ISO
8000-130, clause 6.4]. Validate accuracy-related events through an accuracy method.
MDM-based application should have several standardised accuracy methods that must
be used to validate the accuracy message and the content of this message. These methods
must be known throughout the organisation.

8. FR.8. Record completeness-related events in the records [inferred from ISO 8000-140,
clause 6.3, 7 and 9]. MDM-based application must record completeness-related events.
For each completeness-related event, it is necessary to know details about the event, the
type or kind of event, the completeness method used in the message, the organisation that
it refers to, the person who records the event and his/her role in the organisation, and a
timestamp of the completeness-related event.

9. FR.9. Validate completeness-related events through a method of completeness [inferred
from ISO 8000-140, clause 6.4]. Validate completeness-related events through a
method of completeness. The MDM-based application has several standardised
completeness methods that must be used to validate the accuracy message and the
content of this message. These methods must be known throughout the
organisation.

4.2 Functional requirements related to data dictionary management

The set of functional requirements below is focused on the connection, management, and
CRUD operation into the data dictionary.

10. FR.10. Query the data dictionary [inferred from ISO 8000-100, clauses 6 and 8]. MDM-
based application must access the data dictionary in order to get an entry from the data
dictionary before the build and the exchange of a master data message.

11. FR.11. Create a new property in the data dictionary [inferred from ISO 8000-110, clause
8.2.]. MDM-based application must be able to create new properties (attributes) for an
entity in the data dictionary.

12. FR.12. Assign a value to a property [inferred from ISO 8000-110, clause 8.2.]. MDM-
based application must be able to assign a value ‘v’ to a property ‘p’ in a master data
record of the data dictionary.

4.3 Functional requirements related to the exchange of master data messages

The set of requirements below are focused on the exchange of master data messages.

13. FR.13. Exchange master data message [inferred from ISO 8000-120, clause 1, ISO
8000-130, clause 1 and ISO 8000-140, clause 1]. The MDM-based application must be
able to exchange master data messages to supply or to acquire data. The MDM-based
application must provide a communication layer composed of web services in order to
exchange (send and receive) master data messages
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The presented set of functional requirements covers all type of operations that any master data-
based systems should do. Consequently, we consider that the presented set is both compre-
hensive and complete.

5 Case study

In this section, a case study is introduced. It presents the evaluation of a real MDM-based
application according to the set of functional software requirements explained in Sect. 3. The
case study is composed of two evaluations. The first evaluation is the procedure over the first
version of the MDM-based application. This first version of FCD does not implements all the
functional requirements from the set of functional software requirements inferred from ISO
8000 parts 110 to 140. Therefore, in this first evaluation it was obtained a low level of quality
for functional suitability; and a second evaluation conducted on an improved version of the
MDM-based application, which implements a set of improvement actions over the first version
of the MDM-based application. Hence, in the second evaluation, it was obtained a higher level
of quality for functional suitability. The quality level of functional suitability is represented on
a level scale which ranges from 1 to 5, where 1 is the lowest level and 5 is the highest. For both
evaluations, the evaluation process used was based on ISO 25040 (ISO 2011b) presented in
Appendix.

5.1 The evaluated product

We have evaluated, as a case study, the software ‘Data Quality Firewall’ (FCD for its Spanish
acronym ‘Firewall Calidad de Datos’), whose architecture was firstly presented in (Rivas et al.
2017) and shown in Fig. 2. FCD is an MDM-based application used in a consultancy
multinational company (anonymised and hereafter called ‘OX’) with more than 23,000

Fig. 2 FCD logical design
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workers all over the world. FCD is composed of different software artefacts providing the
following functionalities:

& Facilitate the exchange of master data among organisations through the mapping of
vocabularies used by different organisations representing the same concepts to facilitate
data integration of the data.

& Measure and add information about the level of accuracy of the data exchanged among
organisations. This involves the accuracy levels evaluation of the data being exchanged.

& Measure and add information about the completeness level of the data exchanged. This
involves the completeness evaluation of the data being exchanged.

& Perform data cleansing operations to curate the master data being exchanged.

All the abovementioned functionalities enable the exchange of master data from two
applications (data provider and data consumer) through FCD ensuring that the master data
has due levels of quality.

5.2 First evaluation of the FCD

In this section, the main results of the application of the evaluation process are presented, based
on ISO 25040 (ISO 2011b) introduced in Appendix to FCD, considering the necessary set of
functional software requirements presented in Sect. 3. Therefore, the most interesting topics
will be described for each activity.

As a result of the execution of the Activity 1. Establishing the evaluation requirements, the
quality model was presented to the customer by the evaluation team, as well as the explanation
of the inferred functional requirements. The customer provided a list of the whole set of
functional requirements implemented in FCD. This activity is performed during several
meetings. Since the implementation of the FCD could not explicitly cover the reference set
of the functional requirements for the certification, it was necessary to analyse the whole set of
functional requirements of FCD to identify those susceptible to be mapped against the
reference set of requirements—inferred from ISO 8000 parts 100 to 140—in order to be
included in the evaluation. As a result, 16 out of more than 60 requirements were identified
(see Table 1).

Once identified the requirement candidate to be included in the evaluation, it is necessary to
establish a relationship to fully determine whether FCD implements all the requirements set of

Table 1 FCD’s functional requirements candidates to be studied as part of the certification

FCD functional requirements

FR.1. Create provenance event FR.9 Delete vocabulary
FR.2. Create accuracy event FR.10 List vocabularies
FR.3. Create completeness event FR.11. Add term
FR.4. Create master data message FR.12. Modify term
FR.5. Add header to event FR.13. Delete term
FR.6. Add data to event FR.14. List term
FR.7. Add vocabulary FR.15. Manage status term
FR.8 Modify vocabulary FR.16. Send master data message
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reference. Table 3 gathers this relationship. It is important to highlight that one of the FCD’s
requirements can be bound to one or several requirements of the reference set.

Moreover, for each of the identified FCD functional requirements, a description using a
template for the rigorous definition of the functional requirements (see Table 2) will be
generated. This, when required, will make easier the definition of the corresponding test cases
to be used during measurement in activity 4.

As aforementioned, it is necessary to design specific test cases when required for the
calculation of some metrics. To describe the test cases, it is highly recommended to use a
template, such as the one introduced in Table 4.

In Activity 2. Specifying the evaluation, the specific evaluation model is to be selected and
customised. In this case study, which is aimed at evaluating the software quality characteristics
of ‘functional requirement’, we followed the recommendations specified in Appendix.

In Activity 3. Designing the evaluation, the specifics for the evaluation of the FCDs are
addressed. This includes the following information:

– Information about the FCD including the technology (J2EE) and the version of the
product (FCD v1.3)

– The purpose of the evaluation: determine whether the FCD is ISO 8000 parts 100–140 or not
– The quality requirements: in this case study, quality requirements are shown in Tables 3 and 4
– The assets to be evaluated: which include all the modules introduced in Fig. 2
– The procedure of the evaluation and a description of the quality model used in the

evaluation: the process described in Appendix
– The technological environment used in the evaluation, including all the hardware and

software to execute the test cases and to make the calculation to compute the metrics
– An activity plan with estimated and real dates for the evaluation
– The human resources involved in the evaluation
– And finally, the results expected from the evaluation

In Activity 4. Performing the evaluation, in the following section, we introduce the
calculation of the metrics and the properties (please, refer to Fig. 6 in Appendix for further
explanation on the meaning of the acronyms for the properties):

Calculation of the Functional Implementation Completeness (COM_FUN_IMP) property:
Two metrics are necessary to perform this calculation:

1. Total number of requirements from the requirements set of reference
2. Total of implemented requirements from the requirements set of reference

Table 2 FCD requirement description

FCD ID requirement FR.7. Version 1.0 ID in the requirement set of reference RF.11.

Stakeholders User Priority High
Name Add Vocabulary
Description FCD lets the addition of several vocabularies containing the information about a

real-world entity within an organisation. Each vocabulary must have the name,
description, organisation, language, and status

Related FCD requirements FR.8., FR.9. and FR.10.
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After the study of the documentation, user guide, requirements definition of FCD (see Table 1), and
the use of FCD, it was determined that the total number of requirements from the set of reference is
13, so this metric takes a value of 13, and the implemented requirements are 9, so this metric takes a
value of 9 (see Table 5). Applying the procedure described in (Rodríguez et al. 2016), and based on
the metrics obtained, we concluded that the property COM_FUN_IMP takes a value of 69.

Calculation of the Functional Test Completeness (COM _FUN_TEST) property: Two
metrics are necessary to perform this calculation:

1. Total number of the implemented requirements from the requirements set of reference
2. Total number of the tested requirements from the requirements set of reference

To take a value for these metrics, the support of the test cases documentation (see example in
Table 4) is necessary. Using this documentation, checking the test cases in the source code and
examining the coverage of the FCD code tested, it was determined that:

Table 3 Relationship between FCD functional requirements and the requirements set of reference considered for
the software product evaluation for MDM-based applications

FCD functional requirements Requirements set of reference

FR.4. Create master data message FR.1. Build master data message
Not included in FCD FR.2. Code and/or decode master data message and records
Not included in FCD FR.3. Verify correctness of master data message
FR.1. Create provenance event
FR.4. Create master data message
FR.5. Add header to event
FR.6. Add data to event

FR.4. Record messages of provenance-related events

FR.4. Create master data message
FR.5. Add header to event
FR.6. Add data to event

FR.5. Record provenance-related events in the records

FR.2. Create accuracy event
FR.4. Create master data message
FR.5. Add header to event
FR.6. Add data to event

FR.6. Record accuracy-related events in the records

Not included in FCD FR.7. Validate accuracy-related events through an accuracy method
FR.3. Create completeness event
FR.4. Create master data message
FR.5. Add header to event
FR.6. Add data to event

FR.8. Record completeness-related events in the records

Not included in FCD FR.9. Validate completeness-related events through a method of complete-
ness

FR.11. Add term
FR.12. Modify term
FR.13. Delete term
FR.14. List term
FR.15. Manage status term

FR.10. Query the data dictionary

FR.7. Add vocabulary
FR.8. Modify vocabulary
FR.9. Delete vocabulary
FR.10. List vocabularies

FR.11. Create a new property in the data dictionary

FR.11. Add term
FR.12. Modify term

FR.12. Assign a value to a property

FR.16. Send master data message FR.13. Exchange master data message
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Table 4 Example test case for FR.3. Create a new property in the data dictionary

FCD ID requirement FR.7. Version 1.0

ID in the requirement set of reference FR.11. Test case ID FR.7.-Test01
Name Add vocabulary
Aim Verify that the properties for a real-world entity in the data dictionary are

successfully created.
Preconditions None
Actions 1. Select the option ‘Vocabulary’ in the menu bar

2. Select the subsection ‘Add’
3.Introduce the name, description, organisation, status and language of

the new vocabulary
4. Push ‘Add Vocabulary’ button

Expected result FCD shows a confirmation message and it redirects the user to a screen
with the list of vocabularies.

Input data Name: ‘testName’
Description: ‘This description is an example’
Organisation: ‘3281974’
Language: ‘EN’
Status: ‘ACTIVE’

Result obtained –
Observations –
Date dd/mm/yyyy Result of test Success/fail

Table 5 COM_FUN_IMP property: specified and implemented requirements

Reference set requirement ID FCD requirement ID Is implemented?

FR.1. FR.4. Create master data message ✓
FR.2. Not currently implemented in FCD ✕
FR.3. Not currently implemented in FCD ✕
FR.4. FR.1. Create provenance event ✓

FR.4. Create master data message ✓
FR.5. Add header to event ✓
FR.6. Add data to event ✓

FR.5. FR.4. Create master data message ✓
FR.5. Add header to event ✓
FR.6. Add data to event ✓

FR.6. FR.2. Create accuracy event ✓
FR.4. Create master data message ✓
FR.5. Add header to event ✓
FR.6. Add data to event ✓

FR.7. Not currently implemented in FCD ✕
FR.8. FR.3. Create completeness event ✓

FR.4. Create master data message ✓
FR.5. Add header to event ✓
FR.6. Add data to event ✓

FR.9. Not currently implemented in FCD ✕
FR.10. FR.11. Add term ✓

FR.12. Modify term ✓
FR.13. Delete term ✓
FR.14. List term ✓
FR.15. Manage status term ✓

FR.11. FR.7. Add vocabulary ✓
FR.8. Modify vocabulary ✓
FR.9. Delete vocabulary ✓
FR.10. List vocabularies ✓

FR.12. FR.11. Add term ✓
FR.12. Modify term ✓

FR.13. FR.16. Send master data message ✓
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1. Not all the functionalities specified in the requirements set of reference were implemented
2. Not all the functionalities from the requirements set of reference were tested

Consequently, it was determined that the total number of requirements from the set of
reference is 9, so this metric takes a value of 9, and the total number of tested
requirements from the requirements set of reference is 5, therefore, this metric takes a
value of 5. Applying the procedure described in (Rodríguez et al. 2016), and based on
the metrics obtained, we reached the conclusion that the property COM_FUN_TEST
takes a value of 38 (Table 6).

Calculation of the Functional Implementation Completeness (CORR_FUN_IMP) property:
Two metrics are necessary to perform this calculation:

1. Total number of successfully tested requirements from the requirements set of reference
2. Total of implemented requirements from the requirements set of reference

To take a value for these metrics the support of the test cases description (see example in
Table 7) is essential.

Table 6 COM _FUN_TEST property: implemented and tested requirements

Reference set requirement ID FCD requirement ID Is implemented? Is tested?

FR.1. FR.4. Create master data message ✓ ✓
FR.2. Not currently implemented in FCD ✕ ✕
FR.3. Not currently implemented in FCD ✕ ✕
FR.4. FR.1. Create provenance event ✓ ✓

FR.4. Create master data message ✓ ✓
FR.5. Add header to event ✓ ✕
FR.6. Add data to event ✓ ✓

FR.5. FR.4. Create master data message ✓ ✓
FR.5. Add header to event ✓ ✓
FR.6. Add data to event ✓ ✓

FR.6. FR.2. Create accuracy event ✓ ✓
FR.4. Create master data message ✓ ✓
FR.5. Add header to event ✓ ✕
FR.6. Add data to event ✓ ✓

FR.7. Not currently implemented in FCD ✕ ✕
FR.8. FR.3. Create completeness event ✓ ✓

FR.4. Create master data message ✓ ✓
FR.5. Add header to event ✓ ✕
FR.6. Add data to event ✓ ✓

FR.9. Not currently implemented in FCD ✕ ✕
FR.10. FR.11. Add term ✓ ✓

FR.12. Modify term ✓ ✓
FR.13. Delete term ✓ ✓
FR.14. List term ✓ ✕
FR.15. Manage status term ✓ ✕

FR.11. FR.7. Add vocabulary ✓ ✓
FR.8. Modify vocabulary ✓ ✓
FR.9. Delete vocabulary ✓ ✓
FR.10. List vocabularies ✓ ✓

FR.12. FR.11. Add term ✓ ✓
FR.12. Modify term ✓ ✓

FR.13. FR.16. Send master data message ✓ ✓
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Table 7 FR.7 Test case execution summary (the differences from the one shown in Table 5 are the rows entitled
‘Result obtained’, ‘Observations’, ‘Date’ and ‘Result of test’)

ID FR.7. Version 1.0

ID in the requirements set of reference FR.11. Priority High
Name Add vocabulary
Aim Verify that the properties for a real-world entity in the data dictionary

are successfully created.
Preconditions None
Actions 1. Select the option ‘Vocabulary’ in the menu bar

2. Select the subsection ‘Add’
3.Introduce the name, description, organisation, status and language of

the new vocabulary
4. Push ‘Add Vocabulary’ button

Expected results FCD shows a confirmation message and it redirects the user to a screen
with the list of vocabularies.

Input data Name: ‘testName’
Description: ‘This description is an example’
Organisation: ‘3281974’
Language: ‘EN’
Status: ‘ACTIVE’

Result obtained FCD redirects automatically to the webpage that contains all the
vocabularies and shows the vocabulary recently added.

Observations None
Date 10/09/2018 Result of test Success

Table 8 CORR_FUN_IMP property: specified, implemented and tested successfully requirements

Reference set requirement ID FCD requirement ID Is it implemented? Is it successfully tested?

FR.1. FR.4. Create master data message ✓ ✓
FR.2. Not currently implemented in FCD ✕ ✕
FR.3. Not currently implemented in FCD ✕ ✕
FR.4. FR.1. Create provenance event ✓ ✓

FR.4. Create master data message ✓ ✓
FR.5. Add header to event ✓ ✕
FR.6. Add data to event ✓ ✓

FR.5. FR.4. Create master data message ✓ ✓
FR.5. Add header to event ✓ ✓
FR.6. Add data to event ✓ ✓

FR.6. FR.2. Create accuracy event ✓ ✓
FR.4. Create master data message ✓ ✓
FR.5. Add header to event ✓ ✕
FR.6. Add data to event ✓ ✓

FR.7. Not currently implemented in FCD ✕ ✕
FR.8. FR.3. Create completeness event ✓ ✓

FR.4. Create master data message ✓ ✓
FR.5. Add header to event ✓ ✕
FR.6. Add data to event ✓ ✓

FR.9. Not currently implemented in FCD ✕ ✕
FR.10. FR.11. Add term ✓ ✓

FR.12. Modify term ✓ ✓
FR.13. Delete term ✓ ✓
FR.14. List term ✓ ✕
FR.15. Manage status term ✓ ✕

FR.11. FR.7. Add vocabulary ✓ ✓
FR.8. Modify vocabulary ✓ ✓
FR.9. Delete vocabulary ✓ ✕
FR.10. List vocabularies ✓ ✓

FR.12. FR.11. Add term ✓ ✓
FR.12. Modify term ✓ ✕

FR.13. FR.16. Send master data message ✓ ✓
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Using this documentation, examining the test cases in the source code and checking the
coverage of the code tested of FCD, it was determined that not all the functionalities from the
requirements set of reference were tested successfully. Hence, it was determined that the total
number of successfully tested requirements from the requirements set of reference is 3, so this
metric takes a value of 3, and the implemented requirements are 9, so this metric takes a value
of 9 (see Table 8). Applying the procedure described in (Rodríguez et al. 2016), and based on
the metrics obtained, we concluded that the property COM_FUN_IMP takes a value of 33.

Calculation of the Functional Adequacy (FUN_APPROP) property: it is necessary to
determine the number of requirements not perceived as appropriate for use in the scope of
the evaluation. To put it another way, the number of requirements that were identified in FCD,
but since they are not relevant for use, they have not been described in the functional
requirements specification. For this case, after the study of the documentation of FCD, and
considering that only 16 functional requirements out of the 60 (the whole of functional
requirements in FCD) were mapped with the reference set of requirements, it was determined

Fig. 3 Summary of the bottom-up procedure and values for each of the metrics, properties, subcharacteristics and
functional suitability in the first evaluation

Table 9 Relationship between new FCD functional requirements and the requirements set of reference

FCD functional requirements Requirements set of reference

FR.17. Code Master Data Messages FR.2. Code and/or decode master data message and records
FR.18 Decode Master Data Messages
FR.19. Manage correctness methods FR.3. Verify correctness of master data message
FR.20. Validate correctness-related

events
FR.21. Manage accuracy methods FR.7. Validate accuracy-related events through an accuracy method
FR.22. Validate accuracy-related events
FR.23. Manage completeness methods FR.9. Validate completeness-related events through a method of

completenessFR.24. Validate completeness-related
events
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that this metric takes a value of 7. Applying the procedure described in (Rodríguez et al. 2016),
and based on the metrics obtained, we reached the conclusion that the property FUN_APPROP
takes a value of 52.

Throughout the application of the bottom-up approach (see Appendix), the value for each
subcharacteristic was calculated, and after that, it was determined the functional suitability
level applying a profile function, as described in (Rodríguez et al. 2016). In Fig. 3, all the
values for each one of the elements from the quality model and the level of functional
suitability for FCD are specified. In this case, and after computing the metrics through the
quality model, it was determined that the level of functional suitability for FCD is 1: the lowest
level.

Finally, during Activity 5. Finishing the evaluation, the evaluation report was
generated including the results obtained as the result in activity 4. This report

Fig. 4 Summary of the bottom-up procedure and values for each of the metrics, properties, subcharacteristics and
functional suitability in the second evaluation
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indicates the quality level obtained, in this case 1. The rationale for these results is
based on the fact that not all the requirements of the reference set of requirements are
implemented in FCD, and not all the result for each of the quality subcharacteristics
were enough for achieving a higher level. In addition, an improvement report that
includes a plan of actions to amend the functional adequacy of FCD was created.
Some of these improvement actions are:

1. Implementation of the functional requirements from the set of reference not implemented
in FCD: FR.2. Code and/or decode master data message and records, FR.3. Verify
correctness of master data message, FR.7. Validate accuracy-related events through an
accuracy method and FR.9. Validate completeness-related events through a method of
completeness.

2. Definition of test cases for all the functionalities of the set of reference not defined.

After the generation of the report, all the changes were conducted by OX. Firstly, new
functional requirements in FCD were identified to support the functional requirement from

Fig. 6 Elements that compose the functional suitability quality model (extracted and adapted from (Rodríguez
et al. 2016))

1. Establish the 
evaluation purpose 
of the evaluation

2. Specify the 
evaluation

3. Design the 
evaluation

4. Execute the 
evaluation

5. Conclude the 
evaluation

Fig. 7 Activities of the evaluation process for functional suitability
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the set of functional requirements inferred from ISO 8000 parts 100 to 140 (see Table 9) that
were not previously implemented.

Secondly, all these functionalities were implemented. Thirdly, all the test cases were
reviewed for each functionality, and the test cases for the functionalities that do not previously
exist, they were designed, implemented and documented accordingly. Finally, all the test
cases—for all functionalities—were executed, and it was examined that the results obtained
were the findings specified and expected in the test cases definition.

After making all the suggested improvements on FCD, a new version of FCD was generated.
This version of the product will be evaluated in the second evaluation presented in Sect. 5.1.3.

5.3 Second evaluation of MDM-based application

For the second evaluation, the evaluation procedure did not include the two first activities, as
they did not change since the first evaluation. Therefore, this second evaluation began with the
activity 3. The following tasks were performed.

During Activity 3. Design the Evaluation, the action plan to conduct the second evaluation was
generated. This second plan was the same as the plan developed in activity 3 from the first
evaluation. As a result of the experience of the first evaluation, the times indicated for the second
evaluation in this plan are shorter than the times indicated in the plan of the first evaluation.

During Activity 4. Performing the evaluation, the new version of FCD was measured,
following tasks planned in activity 3 and performing similar tasks that were conducted in
activity 4 of the first evaluation. After the improvement’s execution, the values of the metrics
provided during this evaluation were higher because:

1. All the functionalities specified in the reference set of requirements were implemented,
and therefore, the value of the metric focused on the number of implemented requirements
is better (higher) than that obtained in the first evaluation

2. All the functionalities specified in the reference set of requirements had assigned a test
case, so the value of the metric focused on the number of tested requirements is better
(higher) than that obtained in the first evaluation

3. All the test cases were executed, and it was examined that the results obtained were the
specified and expected in the test cases definition, and hence, the value of the metric
focused on the number of implemented requirements is better (higher) than that obtained in
the first evaluation

4. The number of FCD functional requirements is higher, and there are more functional
requirements mapped with the reference set of requirements, so the value of the metric
focused on the number of requirements for each user type is better (higher) than that
obtained in the first evaluation

After computing the metrics, properties and subcharacteristics, the quality level for functional
suitability took a higher value of 4. The results obtained from measuring FCD in the second
evaluation are shown in Fig. 4.

Finally, during Activity 5. Finishing the evaluation, a new evaluation report was produced.
After the amendments conducted by OX, FCD reached level 4. The fact of achieving this level
implies that the quality level of FCD is considerably good, but not perfect. However, all the
functionalities from the requirements set of reference were in one these states ‘implemented’,
‘tested’ and ‘successfully tested’; therefore, it is not strictly necessary to create a new
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improvement report. As it can be seen from the results of the values of metrics obtained during
the second evaluation (see Fig. 4), OX—in the new version of FCD—solved the problems
identified in the first evaluation. This improved the results of the metrics and consequently, the
results of the evaluation of functional suitability (see Fig. 5).

6 Conclusions

Analysing the most important points that we have found when running the case study; we
reached the following conclusions:

– The lack of updated documentation of the FCD development. This fact was determinant
not only to identify the requirements that must be included in the evaluation but also to
design the test cases necessary to run the evaluation.

– Regarding the set of reference of functional requirements: we discovered that the achieved
efforts to infer the requirements from ISO 8000 covered all parts except ISO 8000-115, ISO
8000-116 and ISO 8000-150. In future works, we will extend the current version of the
reference set, with some other requirements inferred from ISO 8000-115 and ISO 8000-116.
The reason whywe have not included ISO 8000-115 and ISO 8000-116 in this part is based on
the fact that these two parts are aimed at defining how the identifiers of some types of master
data should be built, and we did not conceive it as if they were functional requirements, but
rather non-functional. On the other hand, ISO 8000-150 deals with some concerns related to
master data management, which is out of the scope of our proposal.

– It is of prime importance to recall that in the case of the FCD, it may happen that one or
several software functional requirements were mapped to only one functional requirement
in the set of reference. When it concerns proposed improvements to the evaluated systems,
it will be necessary to maintain traceability of the original requirement(s) to the one(s) in
the set of reference, to better identify which original requirement should be improved.

– The improvements achieved to the FCD have undoubtedly benefitted not only the system
per se but also some organisational concerns. For example, the security in the exchange of
master data messages between the master data-based applications and the master data
servers, the verification of the message in relation to the events are now conducted, what
enables the traceability of the master data through the whole data lifecycle, just to name a
few.

After analysing the experience acquired during the case study, we can conclude that evaluating
the functional suitability as presented in ISO 25010 is a truly useful approach with respect to
improving the performance of the master data-based applications.
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Appendix

A certification environment for software quality based on ISO 25010 and ISO 25040

The environment for evaluation and certification of the functional suitability in software
product quality against ISO 25010 is presented by Rodriguez et al. in (2015, 2016). This
environment is used to evaluate and certify that a software product meets the functional
requirements, and therefore, fulfils the purpose for which it was created. According to
https://www.iso25000.com/index.php/en/certified-products, the environment has been used
to certify more than 20 software products in different business areas: health, human
resources, education, business intelligence, or risk management. However, this environment
has not yet been used to certify MDM-based applications because of the specifics of this type
of system, even an increasing demand of this service (Forrester 2019; Gartner 2018). This
environment consists of a software quality model (which includes ‘functional suitability’ as
introduced in ISO 25010 (ISO 2011a)), and an evaluation process based on ISO 25040 (ISO
2011b).

Functional suitability quality model

The software quality model contains the set of characteristics and subcharacteristics of the
quality against which to evaluate a software product. As aforementioned, one of these software
quality characteristics is ‘functional suitability’, which represents the ability of the software
product to provide functions that meet the needs (stated and implied), when the product is used
in specified conditions. This characteristic is split into the three following subcharacteristics:

& ‘Functional completeness’ is the degree to which the set of functions covers all the
specified tasks and user objectives.

& ‘Functional correctness’ is the degree to which a product or system provides the correct
results with the needed degree of precision.

& ‘Functional appropriateness’ is the degree to which the functions facilitate the accomplish-
ment of specified tasks and objectives.

In addition, each one of the characteristics is split into one or more properties (see Fig. 6) that
are used to evaluate the characteristic, and each property uses several metrics in order to
calculate the value of the property. These metrics were extracted from the systematic review
purposed by Blanco et al. in (Blanco et al. 2012).

Functional suitability evaluation process

The evaluation process for software products certification needs the evaluation of the software
quality characteristics. For the sake of the replicability and accuracy of the results, the
evaluation process specified in ISO 25040 (ISO 2011b) is encouraged. The evaluation includes
the five activities represented in Fig. 7.

The main goal of the first activity is to establish the requirements and scope for the
evaluation. During this activity, there are several meetings with stakeholders to present the
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evaluation process, the evaluation needs, and to determine the main characteristics and
documentation about the MDM-based application aim of the evaluation. Additionally, in this
first activity, the set of functional requirements to be met by an MDM-based application
compliance to ISO 8000 parts 100 to 140 is specified, and the functional requirements of the
MDM-based application with this set of reference is mapped. In the second activity, the main
goal is to specify the evaluation. The third activity is aimed at defining the goal and planning
for the evaluation. The plan should consider available resources for the evaluation. In the
fourth activity, the main goal is to execute the evaluation activities according to the evaluation
plan. Finally, the fifth and last activities consist of issuing the report with the results of the
evaluation. This result of the evaluation should be informed to the applicant of the evaluation
and those interested in this final activity.

Given the importance of activity 4, it is worth to further describing its goal. The evaluation
process is performed by following a bottom-up approach, which begins by calculating the
metrics identified at the bottom of Fig. 6 (number of requirements, number of requirements
implemented, number of requirements tested, and requirements for user type). Some of these
values can be calculated based on the execution of customised testing cases. The possible
values of all these metrics are normalised and they range [0,100]. The values of these metrics
are used to compute the properties (e.g. functional implementation completeness) defined in
the immediately higher level. The possible values of these properties are also normalised and
range [0, 100]. Analogously, the value of the properties is used to calculate the value of the
subcharacteristics (e.g. functional completeness). The value of the subcharacteristics is also
normalised and range [0,100]. Finally, after calculating the subcharacteristic values, it is
necessary to compute these results to obtain a value for the functional suitability. The
procedure to compute the metrics to determine the quality level of each quality characteristic
and the quality level for the evaluation of the functional adequacy of a software product are
available in (Rodríguez et al. 2016). The quality level of functional suitability is represented on
a level scale expressed in a range from 1 to 5, where 1 is the lowest level and 5 is the highest.
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