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In this paper we build a multi-theoretical and multi-level framework for analyzing Global Crisis Networks
(GCN). These information-centric, heterarchically structured networks are instantiated in response to major
disasters with global impact. The instantiation of GCN is conceived as a problem of collective action. Its
success depends on multi-level preparedness, and network orchestration and participation. With this
framework we analyze the SARS outbreak in 2002 and its successful containment in 2003. We analyze two
individual country cases, Canada and China and discuss the role of the network orchestrator, the World
Health Organizations. The paper concludes with implications for research and practice.
© 2009 Elsevier B.V. All rights reserved.
1. Introduction

Increasingly, organizations are expected to rapidly organize as
global networks in response to urgent and major causes such as
earthquakes, terrorist attacks, hurricanes, global infectious diseases
and short term business opportunities. These pressing causes exceed
the (dynamic) capacity and resources of single organizations or even
alliances and partnerships [53,65]. In the private sector, well known
examples of (global) interorganizational networks include clothing,
aviation, car manufacturing, electronics and service [14] industries.
Examples of public networking are disaster relief [70], global aviation
security regulations, healthcare [34], disease control management,
military (coalition-based) campaigns [2,86], and international law
enforcement. These interorganizational networks – coined as Hastily
Formed Global Networks [24] – have been enabled by globalization
and the advancement of Information and Communication Technolo-
gies (ICT) [77]. These resources do not guarantee successful perfor-
mance at the network level. The multi-agent US government response
to the Katrina disaster was considered unsuccessful [19,36], as were
many international relief efforts to a certain degree [23]. Other un-
expected major disasters such as the Tsunami in the Indian Ocean
in December 2004, and the devastating earthquake in Kashmir in
October 2005 revealed the global need for a deeper understanding of
network coordination in response to unexpected major disasters.
l rights reserved.
Current literature seems ill equipped to handle the challenge ofwhat
we refer to as Global Crisis Networks (GCN). For themost part, research
has provided anecdotal evidence and strategic-level concepts of
organizations acting as a network. Research on interorganizational
cooperation remains focused on relationships with only one or a few
partners,with often a limited geographical area (e.g. [47,48,69]). Limited
insight is provided in the process of successful instantiation of networks
operating at a global scale.

The objective of this study is therefore to improve our understanding
of GCN instantiation, and specifically to examinemechanisms leading to
their successful performance. Theoretically, our study starts, introduces
and builds on the notion of instantiation. This concept distinguishes our
conceptualization of networks from frequently used concepts like
building and emergence in network research. Building explicitly refers
to the human act of creation, and emergence connotes a result from
indeterminate, evolutionary forces. By instantiation, however, wemean
the evocation of available resources in an unprecedentedway to achieve
a common (network) goal. In this process, information sharing plays
a pivotal role: representations of actors, issues, opportunities, and
constraints are shared instantaneously, on a global scale, allowing
network actors to adjust and fine-tune their activities [20].We therefore
call GCNs information-centric. Empirically, we analyze the SARS (Severe
Acute Respiratory Syndrome) case in order to learn how GCNs can be
successful. We focus on the relationships between two countries as
individual network participants (Canada and China) and the global
network (World Health Organization).

This paper is structured as follows. First, we discuss the relevant
literature on crisis management and organizational crises. We then
build a conceptual framework for analyzing Global Crisis Network
responses, followed by a brief section on our research methods and
data collection. Next, we present the SARS case and analyze in closer
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Table 1
Crisis probability and impact.

Probability of crises

Low High

Consequences
of crises

Low Rare event, limited impact (e.g.
geographical scope), limited
repertoire.

Predictable crises with limited
impact. Focused preparation
suffices.

High Rare event, massive, often
global, impact. Early signals
ignored or misinterpreted.
Anticipation hardly feasible,
limited connectivity and
repertoire. Central role for
technologies and information
processing. Fusion of action,
understanding, learning and
frame development.

Predictable crises with large
scale impact. Anticipation is
feasible, early signals are
interpreted correctly.
Elaborate information
infrastructures are connected
and available. Emphasis on
action within existing frames.
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detail the experiences and roles of Canada, China and the WHO. We
conclude this paper by discussing the implications of our case study
for studying Global Crisis Networks.

2. Theoretical background

2.1. Distinguishing crises

Crises increasingly attract scholarly attention in management
and organizational science. In crisis situations organizational routines
are overridden and authority structures are changed. Often, new
and conflictingmeasures are taken and legitimized [13,24,64]. There is
a pressing need to understand the dynamics of crisis situations as
it may help to prevent, prepare and respond in proper ways. While
early experiences emphasized ad hoc improvisation, in the current era
this does not appear acceptable for stakeholders and the general
public.

In order to study crises many scholars have distinguished different
types of crises. A general distinction can bemade between natural and
human-induced crises [60,68]. Human-induced crises differ from
natural crises with respect to the extent to which they can be
controlled and prevented. The former are caused by human,
communication and technical failures. The causes of human-induced
crises are not just triggered by one event but are also closely related to
the way organizations respond. Inadequate or unprepared responses
may deteriorate the crisis situation. Shrivastava and Mitroff [68]
therefore argue that crises are caused by two interacting sets of
failures. On one hand a complex set of human, organizational and
technological (HOT) factors trigger the crisis, and on the other hand
organizations encounter regulatory, infrastructural and preparedness
(RIP) failures. Vaughan's [78] analysis of the disaster with the space
shuttle Challenger in 1986 provides an interesting example of the
intricate interplay between the HOT and RIP factors. The impacts of
natural crises are mostly limited to a geographic region and specific
time periods. Human-induced crises may transcend geographic
boundaries and even may have trans-generational impact (e.g.
Chernobyl, Bhopal).

2.2. Communicable crises and information processing

Recently the concept of communicable crises was coined to refer to
the potential of rapid global diffusion patterns of crises, such as the
Asian financial crisis, avian bird flu and SARS [31]. These new types of
crises differ in two important aspects from other types of crises. First,
although the trigger event may be very small and local, its impact may
be global, hence the need for organizing a global response. Second,
while all crises are information-intensive, with communicable crises
the Internet has come to play a pivotal role in all relevant crisis infor-
mation processes.

The global nature of communicable crises emphasizes the high
information processing needs. In earlier literature on crises, Turner
[73] has emphasized the informational character of crisis situations in
the development of disasters. Similarly, Wilensky [89] stressed the
need for high-quality intelligence, referring to clear, timely, reliable,
valid, adequate and wide-ranging information. At the same time,
building high-quality intelligence for crisis response is problematic as
crises are characterized by low probability/high consequence [9,84]
(Table 1).

Because of their low probability, crises create uncertain situations
inwhich repertoires for action aremissing. Weick [83] points here to a
unique problem of crisis situations as opportunities for a major
learning strategy, trial and error, are not available. Moreover, because
of their low probability, early or weak signals of crisis occurrence are
often not taken seriously. Weick [84] points to the fundamental
problem in creating this high-quality intelligence. He argues that
action is instrumental to understanding a crisis. People enact the
environment which constrains them at the same time. Only through
action one learns to understand the nature of the crisis, while at the
same time it affects the unfolding of the crisis itself. While most of this
research deals with local, single site crises, recently the global reach
and capability of pooling and disseminating information has become
apparent. Media play a pivotal role in communicating crises as they
shape public perceptions and responses to crises [68]. In most crisis
situation, however, the quality of intelligence is put under pressure:
coverage of crises by the media, individuals and groups is often
fragmented. Objective data is lacking, leaving stakeholders merely
with equivocal impressions [68].

2.3. Crisis preparation and response

While crisis management literature emphasizes the role of prep-
aration for crisis situation, less attention has been paid to responses
and action [60]. The ability to prepare adequately depends on the
nature of the crisis situation. Preparation presumes the ability of
foresight and prediction. In the case of small-scale disasters,
emergency agencies can rely on protocols, network infrastructures
and professional, highly trained teams ready to respond [24]. With
large scale, unprecedented disasters the required response exceeds
beyond the control and capabilities of one or more emergency
agencies. A response organization still has to be created in the terms of
a series of interlocking routines, habituated action patterns that bring
the same people together around the same activities in the same time
and places [85,87]. Prediction and preparation become difficult
because of low probability and the complex nature of the tasks that
must be carried to control the crisis [73]. Most large scale disasters are
the result of separate, small events that become linked in unpredict-
able ways. The more tightly activities are coupled the less linear they
become [58,68]. During the preparation phase (which in fact can be
considered a ‘phase’ only after the crisis happens), most tasks are
loosely formulated and ill-defined. They are directed to possibly
conflicting ends, while missing unequivocal criteria for deciding when
and howobjectives are to be achieved. Turner [73] argues that in those
situations problems are often solved by creating ‘small areas of
certainty’ which can be handled. Another frequently used solution is
to simplify the assumption of the complex environment, thus allowing
for an oversimplified set of actions. This could lead to a situation in
which crisis managers assume they control the crisis while they are in
fact fighting only a small part of it. In fact, through inadequate
sensemaking of the environment [84] they may even contribute the
crisis spinning out of control.

In large, global crises, sensemaking and information processing are
constrained because information sharing between network partici-
pants is problematic. Conflicting interests may hinder the sharing of
relevant information. In the next section we will discuss these issues



Fig. 1. A multi-level framework for Global Crisis Network (GCN) instantiation.
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in more detail and build a conceptual framework for analyzing
network response to emergency situations. To emphasize the global
impact of crises – and related to this the need for a global network
response – we prefer to speak about Global Crisis Networks (GCNs).

3. Global Crisis Networks: a conceptual framework

GCNs do not represent a particular network form or organizational
type. Proposing network configurations therefore seems not quite
useful. Instead, we focus on the organizing processes constituting the
network. A GCN can be understood as an instantly formed, hetero-
geneous configuration of organizations, varying with the kind of
events to which they have to respond. In the process of instantiation,
organizations and networks undergo a ‘phase transition’ [43]: from a
defined state into another state in response to changing levels of
urgency awareness. By instantiationwemean an organized, concerted
effort to configure (information) resources into a means–end
relationship within a short time span. Without these configuring
efforts – for which network actors rely on the enactment of their
cognitive frameworks [5] – means–ends relationships at the network
level hardly exist, they remain diverse, and they have therefore no
value-generating strength. During the phase transition, the existing,
rather loosely and sometimes non- or decoupled network should be
instantaneously transformed1 into a more or less tight coupled,
hierarchical structure. Globally distributed information must be
centralized and integrated into a central information and conversation
space [24]. We developed a conceptual framework on the basis of
these ideas (Fig. 1) which will guide the following conceptual and
empirical sections.

The main driver behind the rise of GCNs is the shared sense of
urgency. The extent to which this sense of urgency is truly shared
among potential network actors is of crucial importance and a
precondition for successfully instantiating a GCN. Urgency enables
(temporary) alignment of interests [25]. Different levels of this sense
of urgency between network actors might impede the successful
1 This process bears resemblance to the micro process of adrenaline-enabled flight/
fight response to urgent events in which humans become highly more responsive to
their threatening environment [67].
instantiation of the network. Following Monge and Contractor [53],
we argue that the dynamics of networks should be analyzed from a
multi-theoretical and multi-level perspective. A multi-theoretical
perspective is needed to understand and explore network dynamics
across levels. Elements from resource dependence theory, collective
action theory and loosely coupled system theory are used here to build
our framework for analyzing GCN. The multi-level perspective
emphasizes the dynamic interaction between individual network
actors and the network as a whole.

3.1. Networks and resource coordination

In the management literature some authors have tried to con-
ceptualize the notion of global networks. Bartlett and Ghoshal [7]
coined the term ‘transnational solution’, referring to the integrated
network format in which the corporate center guides the process of
coordination and cooperation between subsidiary units for shared
decision making. A main reason for network formation is resource
dependency and hence the need for coordination [21]. Child and
McGrath [17] argue that networks are value creating systems of
several organizations possessing complementary strengths and
resources that are often coordinated by a leading member. Such
coordination processes generates synergetic value that exceeds the
value derived from isolated resources [29,61]. The process of com-
bining resources in response to an event depends on the preparedness
of the network.

3.2. Preparedness, instantiation and network coordination

As business and societal structures tend to become more complex,
global and risky, the importance attached to network preparedness
increases. Preparedness concerns the organizational and network
level (Fig. 1). The level of preparedness determines the extent to
which an organization is able to respond and contribute to GCNs. It
refers to the alert (for event-driven activation) and response
capability to mobilize a wide range of tangible and intangible
resources. Tangible resources encompass material tools, instruments,
equipment, physical locations, provisions, material stocks, and
infrastructure that should be available at the time a response is



Fig. 2. Epidemic curve SARS worldwide.
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required. Intangible resources include procedures and protocols,
specialized knowledge, information resources, training programs,
and common (interoperable) standards for operations.

The alert and response capability includes the ability to mobilize
tangible and intangible recourses into concerted order [38]. Van de
Ven and Walker [75] discuss the concept of ‘mobilization coordina-
tion’, referring to the activities that are set in motion by a single
organization that has a particular objective for which it must gain
support, cooperation, or resources from other organizations. The
activating organization here is the network coordinator who collects
resources and transforms the non- or loosely coupled ties between
network actors into tightly coupling relationships for a particular
period of time.2

Network coordination is complex because of the heterogeneity of
the network actors' interests, routines and technologies in use.
Network actors are involved in causing, communication, and mitigat-
ing the effects of crises [68]. Crisis network response exceeds the
formally structured arrangements of coordination. Instantiation of a
GCN aims at achieving a collective goal that cannot be attained by the
network actors individually. Hence, network instantiation can be
conceived as collective action. This perspective proposes situations in
and conditions under which cooperation appears beneficial to actors
[16,56]. Mediated by the network coordinator, GCN as a form of
collective action gravitates towards the sharing of information
between the networks actors on all sides, and the forming and
calibrating of means–ends relationships [5,25].

3.3. Network information processing

For network response to emerge, information collected within
different organizations has to be turned into a ‘global public good’
[1,27]. Globally shared information serves as the key resource for GCNs
to act and respond in a proper way. In a situation of resource
dependency, sharing information of one organization's activities and
resources enables other organizations to understand opportunities for
coherently interrelating means–ends structures in and generating
value [29,59,71]. Not sharing information may result in cooperation
dilemmas [15,45,56] which occur when behavior that seems reason-
2 This coordinating role may also be performed in a distributed manner [63].
able (rational) at the individual level leads to a situation in which
everyone is worse off than they might have been otherwise [45]. A
particular organization or government may have good reasons for not
contributing to or participating in a GCN at its individual level. Yet the
consequences may turn out to be dramatic at the collective level.

GCNs encompass a divers set of organizations that are partially
nested in other national or international organizational structures.
This nesting makes GCNs complex, multi-level structures that cannot
be easily instantiated. Following Kontopoulos [46], GCNs and the
contributing organizations can be classified as “tangled composite
structures” or “heterarchies”. A heterarchy, originally a notion from
neurophysics, is defined as a network form of organization where
authority is determined by knowledge and function rather than
structure [49]. Applied to the study of organizational networks, this
implies that GCNs are partially included and semi-autonomous. They
are partially determined from below (the organizations), and partially
determined from above (the network coordinator) due to the fact
that GCNs involve multiple points of access, multiple linkages, and
multiple determinations [46,53]. In order to centralize information
into a central information and conversation space two types of infor-
mation sharing relationships are needed.

3.4. Physical and social connectivity

Extending Monge and Contractor [53], we distinguish between
preparedness at the organizational and network level. Differences in
the level of preparedness at these levels might impede or obstruct
GCN instantiation and consequently may cause or fail to avoid the
occurrence of a collective disaster. A central element in GCNs is
connectivity [24,38]. Considering the multi-level nature of GCNs,
connection refers to vertical (between levels, usually the network
orchestrator versus network actors), and lateral connections
(between network participants). As Fulk et al. [28] point out,
connectivity has two components. The first is the physical component
which can be understood as the technological infrastructure, includ-
ing people's access (e.g. Internet connection, radio, TV, mobile
phones). The second is social connectivity, which refers to the trust-
based relationships between the levels of the network and between
network participants [28].

Social connectivity can be further interpreted in terms of tight and
loose coupling. Loose and tight coupling can be specified in terms of
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presence or absence of and interaction between joined or shared
variables [35]. Both loose and tight coupling imply that the interacting
actors in a network sharemeaning [51], in the case of crisis situations –
see also [79] – on the urgency of the event conditions instantiating the
network. This meaning emerges as the crisis becomes worse and
interaction between the actors involved increases [74,82]. Orton and
Weick [58] distinguish two defining characteristic dimensions of
organizational systems: responsiveness and distinctiveness of system
elements. If there is neither responsiveness nor distinctiveness there is
not really a system, and it can be defined as a non-coupled system. If
there is responsiveness without distinctiveness of the elements, the
system is tightly coupled. When there is distinctiveness without
responsiveness, the system is decoupled. If there is both distinctive-
ness and responsiveness the system is loosely coupled.

From a crisis management perspective the loosely coupling of a
network can be viewed as a quality. It refers to the ability to respond
quickly to disaster alerts and it depends on the establishment of trust-
based relationships prior to the alert. When the network is not
activated the connections remain loosely coupled [58,81]. During the
phase transition towards activation, these connections become, under
the leadership of the network coordinator, temporarily tightly
coupled. Decoupled and non-coupled networks, in combination with
a low level actor and or network preparedness form serious threats to
contain crisis situations. We illustrate these ideas with studies on the
SARS crisis.

4. Methods

In this paper we seek to improve our understanding of the instan-
tiation of a Global Crisis Networks. Case study research is appropriate
when (a) the topic is broad and highly complex, (b) there is limited
theory available, and (3) “context” of a topic is very important [26].
We selected the SARS case as it illustrates the complex and dynamic
nature of GCNs. It represents a unique type of a GCN because of its
global impact, its success to contain the spread of the corona virus, and
Table 2
SARS cases worldwide (November 1, 2002–July 31, 2003).

Areas Date onset first probable case Date onset last probable cases

Australia 26-Feb-2003 1-Apr-2003
Canada 23-Feb-2003 12-Jun-2003
China 16-Nov-2002 3-Jun-2003
China, Hong Kong SAR 15-Feb-2003 31-May-2003
China, Macao SAR 5-May-2003 5-May-2003
China, Taiwan 25-Feb-2003 15-Jun-2003
France 21-Mar-2003 3-May-2003
Germany 9-Mar-2003 6-May-2003
India 25-Apr-2003 6-May-2003
Indonesia 25-Apr-2003 6-May-2003
Italy 13-Mar-2003 20-Apr-2003
Kuwait 9-Apr-2003 9-Apr-2003
Malaysia 14-Mar-2003 22-Apr-2003
Mongolia 31-Mar-2003 6-May-2003
New Zealand 20-Apr-2003 20-Apr-2003
Philippines 25-Feb-2003 5-May-2003
Rep of Ireland 27-Feb-2003 27-Feb-2003
Rep of Korea 19-Mar-2003 19-Mar-2003
Russian Federation 5-May-2003 5-May-2003
Singapore 25-Feb-2003 5-May-2003
South Africa 3-Apr-2003 3-Apr-2003
Spain 26-Mar-2003 26-Mar-2003
Sweden 28-Mar-2003 23-Apr-2003
Switzerland 9-Mar-2003 9-Mar-2003
Thailand 11-Mar-2003 27-May-2003
United Kingdom 1-Mar-2003 1-Apr-2003
United States 24-Feb-2003 13-July-2003
Vietnam 23-Feb-2003 14-Apr-2004
Total

Source: Adapted from [1].
a Case fatality ratio.
the use of the Internet to inform the public and to facilitate worldwide
cooperation between experts. Moreover, the SARS outbreak caused a
‘breakdown’ of the existing international and national systems and
procedures for responding to epidemic diseases. From a methodolo-
gical point of view, breakdowns are interesting episodes to investigate
as they reveal the current nature of practices, tools and equipment,
customs [90]. The instantiation of the GCN to fight the SARS virus
should be understood against the background of existing response
and alert systems and procedures. The routines of the current
systems that broke down provide the contextual backdrop for the
SARS outbreak [62].

The SARS case is presented here as an embedded case study, which
allows for analyzing different (embedded) units, processes and levels
within the larger case [91]. In the paper we focus on the pivotal role of
the World Health Organization which coordinated the network, and
on two ‘extreme cases’ China and Canada. In the Canada case we
review the preparedness aspects, in the China case we focus on
collaboration processes, and in our analysis of the role of the WHOwe
pay special attention to response and coordination at the network
level. The embedded case study design fits the multi-level framework
that is developed in this paper as it allows for analyzing both the
country and global network level.

For our researchwe collected data fromdifferent sources— scientific
research, public documents, case stories, reviews and websites. Our
analysis of this collected information followed an iterative process
common to qualitative studies [37]. It revealed themulti-level nature of
the crisis network that was instantiated during the SARS outbreak.
Moreover, we examined the first steps of a major transition from
national oriented health systems towards a global alert and response
system, accompanied with the need for global information sharing.

5. The SARS outbreak

The SARS outbreak shocked national health care systems world-
wide. Commencing in Guangdong (China) on November 2002, it
Infected female Infected male Infected total Number of deaths CFRa

4 2 6 0 0
151 100 251 43 17

2674 2607 5281 349 7
977 778 1755 299 17

0 1 1 0 0
218 128 346 37 11

1 6 7 1 14
4 5 9 0 0
0 3 3 0 0
0 3 3 0 0
1 3 4 0 0
1 0 1 0 0
1 4 5 2 40
8 1 9 0 0
1 0 1 0 0
8 6 14 2 14
0 1 1 0 0
0 1 1 0 0
0 1 1 0 0

161 77 238 33 14
0 1 1 1 100
0 1 1 0 0
3 2 5 0 0
0 1 1 0 0
5 4 9 2 22
2 2 4 0 0

14 15 29 0 0
39 24 63 5 8

8050 774
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spread to other countries – such as Singapore, Hong Kong, Canada –

following travel patterns of infected individuals (Fig. 2).
SARS was a new corona virus not previously identified in humans

and animals. There was no knowledge about how to identify,
diagnose and treat SARS. Once SARS reached Hong Kong it spread
out within a few days internationally “with the speed of an airplane”
[54]. China (including Hong Kong) was severely attacked. As of early
June 2003, the World Health Organization (WHO) counted 8098
people that were infected, 774 died. Table 2 shows that China
(including Hong Kong and Taiwan) and Singapore were severely hit
by SARS.

Most countries in the western world were hardly hit by SARS. A
striking exception here is Canada (Toronto and Ontario) where 251
people were infected and 43 of them died. In July 2003, WHO declared
that SARS had been contained and was no longer viewed as a global
threat. Considering the potentiality of the threat of SARS as a
‘globalizing disease’ the impact remained modest. In the western
countries the spread of SARS was limited to a few cases. New was the
fact that many (1707) health care workers were infected, 21 of them
died. SARS revealed the successful orchestration of globally distrib-
utedmedical research laboratories in identifying the SARS virus by the
WHO. This international scientific cooperation was unusual. Interna-
tional health treaties were dominated by state sovereignty. In fact,
international intervention in another state's internal activity used to
be unthinkable [80]. Next, we analyze how two countries and the
WHO prepared for and responded to the crisis.

6. The SARS case: analyzing global network response

6.1. SARS in Canada: failure of national preparation

Western countries were hardly hit by the SARS outbreak. While
poor regions were and are a problem as they have limited surveillance
capacity and inadequate laboratory expertise [3], western health care
systems were timely alerted by the WHO and able to respond in an
adequate way. Canadawas a clear exception: about 10,000 individuals
were forced into quarantine, 251 people were infected, while 43
people died. The SARS outbreak revealed the unpreparedness and
therefore the inability of the Canadian health care system (esp.
Toronto and Ontario) to respond to the outbreak. An evaluation report
on the failed response of the health care system in Ontario reported:

“SARS showed Ontario's central public health system to be
unprepared, fragmented, poorly led, uncoordinated, inadequately
resourced, professionally impoverished, and generally incapable
of discharching its mandate … SARS was only contained by the
heroic efforts of dedicated front line health care and public health
workers and assistance of extraordinary managers and medical
advisors” [66: 1]

The Canadian health care system failed in many respects. The
fragmented structure of the national health care system appeared to
be amain explanation for this failure at the operational level. The state
of emergency (Code Orange) was declared in Canada in March 2003.
This threatened the Canadian health care system. Code Orange is part
of the Uniform Emergency Codes, which has been adopted by the
Ontario Hospital Association in 1993. It indicates an external disaster,
which alerts hospitals to prepare for a rapid influx of patients being
brought to hospital by ambulances. The code is intended to be applied
to a specific area and to be used for a limited period of time. However,
it soon appeared that the Code Orange was not the appropriate
response for an infectious disease outbreak such as SARS. The code
paralyzed the health care system because there was in fact no
extraordinary number of incoming patients, as would be the case
during natural disasters. In fact, the challenge in controlling SARS was
to significantly restrict access to healthcare facilities. Moreover, Code
Orange was not meant for such a broad geographic area and for a
sustained period of time. As a consequence, many hospitals unaffected
by SARS were forced to reduce their service level significantly. They
delayed current procedures and thereby put critical patients at risk.

A related problem was the underinvestment in microbiological
research and testing capacity at the laboratories in Canada. The
country decided in the early 1990s to economize on research labs. This
jeopardized long-term development of local specialized knowledge
and thereby participation in global knowledge networks. While
researchers in Hong Kong were able to correlate clinical and
laboratory features of SARS with epidemiological data, the Canadian
researchers were unable to do so. Ontario lacked a critical mass of
expertise at the provincial level. Teams of experts had to be formed on
the run, no plans and leadership for coordinating the required
expertise was available [66].

A third main problem was the lack of modern information and
communication technology systems. Professor Johnson, responsible to
set up a Canadian SARS surveillance system, stated that Canada was
unable to provide optimal support for outbreak investigation and
management. The Toronto Public Health unit, which handled most of
the SARS cases, had to rely on a paper-based tracking system. This
prevented researchers and health care workers tracking infectious
disease and outbreaks because of “an archaic DOS platform used in the
late eighties that could not be adapted for SARS” (quoted in: [54: 29]).

6.2. SARS in China: failure of cooperation in the global network

China reacted hyper-introvert on the first SARS outbreak in
November 2002 [27]. The Chinese government feared that, when
this information was disclosed to the rest of the world, international
trade, foreign investments, and internal stability were threatened.
Moreover the Chinese government feared that the public image of the
Communist Party was damaged when she made information about
the SARS outbreak public. Diseases and disasters are both viewed as
negative news. In a similar way, the Chinese government had recently
discouraged reporting publicly about the spread of HIV/AIDS in China.
Disclosing information about disease outbreaks were regarded as
state secrets under Chinese laws [1]. In China, disease outbreaks are
investigated and controlled by local health officials who report only up
the chain of command [6]. They were not allowed to publish
information about diseases beyond this chain of command. By this
hierarchical reporting system the Chinese government was able to
control communication and information flows.

After the first SARS breakout in November 2002, it took almost
three months before China was willing to disclose information about
the SARS cases. The reluctance of the Chinese government to
contribute to theWHO's GOARN (Global Outbreak Alert and Response
Network) undermined the effectiveness of local health care organiza-
tions and of the global network to contain the spreading of SARS. It
was only in February 2003 that the Chinese government informed
(though still incompletely) the world through a press conference
about the disease outbreak.

Until February 2003, the Chinese government was able to prevent
scientists, healthcare workers, doctors, patients and media to disclose
information about the mysterious disease to the outside world. The
SARS outbreakwas no longer under control. In early February 2003, an
anonymous SMS began circulating in Guangzhou (Southern China)
about this new disease. The SMSmessage was in the end caught up by
people from the WHO global influenza surveillance network. A son of
a retiredWHO staff member, traveling through China, sent an email to
the Communicable Disease Team Leader of theWHO in China inwhich
he reported about “the strange contagious disease which has already
left more than 100 people dead in… Guangdong province, in the space
of 1 week” (quoted in [6: 75]). From then on the WHO started to put
the Chinese government under pressure to open up and exchange
information about SARS. In April 2003, the Chinese press was allowed
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to publish on the SARS and only then aWHO teamwas allowed to visit
the province of Guangdong. Thereafter, the Chinese government
declared the war on SARS. In spite of the lack of modern information
and communication technology the government initiated a very
effective campaign on fighting SARS and mobilizing the entire
population. It used community structures and people's surveillance
to contain the spread of SARS. On a press conference on June 24 China
was declared SARS-free [6].

6.3. The World Health Organization: network preparation and
orchestration

6.3.1. Redefining the WHO's role
In 2000, well before the SARS outbreak, the WHO launched a new

vision on its role in coordinating global outbreak of infectious diseases
[88]. The International Health Regulations (IHR) were the only set of
international binding rules to which WHO member states were
committed concerning the control and containment of infectious
diseases. The old IHR dated from 1969, and relied on a passive, state-
centric system for the reporting of three communicable diseases that
could spread globally: cholera, plague and yellow fever [39]. This
passive system reflected the dominance of the exclusive privilege of
countries to report and respond to infectious diseases within their
own territories [40]. The idea of national sovereignty of national
health care systems prevented the development of a strong commit-
ment to the IHR. WHO member states frequently violated the IHR
obligations to report outbreaks of diseases, because they feared
serious economic consequences as other countries reacted to the
outbreaks [27]. However this non-reporting behavior directly influ-
enced the effectiveness of the global cooperation according to the IHR.

The outbreak of new infectious diseases quickly spreading across
countries aroused the need for revising the old IHR. Discussion about
this revision started in 1996 and resulted in the adoption of a new
set of regulations for the proactive collection of information about
infectious disease outbreaks and the development of protocols for
coordinated response [39]. This new systemwas formally launched in
2000 and embodied in the Global Outbreak Alert and Response
Network (GOARN), a network with a secretariat within the WHO that
links more than 120 individual surveillance and response networks
(governmental and non-governmental) across theworld. GOARN is an
information-centric network, supported by advanced Internet tech-
nologies [57]. This system tracks outbreaks and spreading of SARS
continually. GOARN consists of experts in various areas whose
knowledge must be integrated to combat major diseases. Teams
on the ground in relevant countries receive information from, and
provide information to WHO. These teams work together through
video- and teleconferencing. In cooperationwith other agencies,WHO
thus orchestrates a global network for monitoring disease outbreaks
and communicating about these, mainly through its website.3 vAn
essential element within the GOARN is the Global Public Health
Intelligence Network (GPHIN). This is a sophisticated, Internet-based
multilingual early-warning tool for continuously collecting epidemio-
logical information of all kinds (such as informal and formal reports)
about infectious diseases [27,40].

6.3.2. Responding to SARS
With the revision of the IHR and the setup of GOARN prior to the

SARS outbreak, the preparedness of the global network had increased
dramatically. In late November 2002 GOARN was first alerted by
individual intelligence networks on identifying infectious diseases
from Canada and the US about the outbreak of an infectious disease in
mainland China. After China disclosed information about this new
disease in February 2003, GOARN issued a global alert for the outbreak
3 http://www.who.int/csr/sars/goarn2003_4_16. Accessed October 19, 2007.
of SARS in 2003. At the same time, the WHO commenced planning for
addressing the risks of SARS in multiple areas. Their efforts included
arranging for medical supplies, mobile teams of specialists traveling to
siteswith urgent situations, and organizing networks of experts trying
to develop a better understanding of SARS diagnosis and treatment.
WHO organizedmultiple networks: organizations involved inmedical
supply logistics; epidemiologists studying patterns of outbreaks;
clinicians involved in specific SARS case were interconnected to share
experiences; and laboratory staff across the world attempting to
understand causes of the disease.

6.3.3. Fostering scientific collaboration
GOARN not only played amajor role in alerting theworld about the

SARS outbreak, but it also stimulated and facilitated the worldwide
collaboration of medical labs in identifying and diagnosing the new
infectious disease. Acquiring deep knowledge into different, key
knowledge domains requires large investments in basic and funda-
mental research. However, at the beginning of the outbreak of the
corona virus there was no knowledge for identifying, diagnosing and
treating SARS. David Heymann, a veteran epidemiologist at the WHO,
stated that “… we had no cause of the disease, we thought it was
infectious, no vaccine, no drugs” (quoted in: [1: 84]).

The urgency awareness put research labs under pressure which
resulted in an unprecedented speed of scientific discovery and
publication of research results (National Advisory Committee on SARS
and Public Health, 2003). New knowledge had to be created and
exchanged between globally distributed research labs in order to find
appropriate methods for diagnosis and treatment. TheWHO decided to
set up a secure website where each research lab could post its findings.
Daily teleconferenceswere organized to discuss the research results and
to share information. Because of the firm competition between research
labs, theWHOguaranteed that research datawould be kept confidential
and the labs and researcherswere not allowed to use someone's finding
without prior permission [1]. This “novel approach to science”, as
Abraham [1] calls it, required a lot of diplomacy and patience from the
part of the WHO coordinators. On one hand, they had to ensure that
knowledge and information sharing was optimized by connecting all
relevant research labs to each other in order to control and contain the
global epidemic as soon as possible. On the other hand, they had to
cherish the competitive environment in which international reputed
researchers were used to work in. The WHO coordinators hoped to
publish a single scientific article in the name of all participating
laboratories. However it soon appeared that the research groups started
to publish their research results individually [1].

The results of this global collaboration of research labs were
amazing. SARSwas first identified in February 2003. The first scientific
papers describing SARS were already published in March 2003 in New
England Journal of Medicine. They came from the research labs in Hong
Kong and Canada. The following weeks, papers were published in
high-ranked medical and scientific journals with traditionally long
lead times such as The Lancet, British Medical Journal, Science, New
England Journal of Medicine, and The Journal of the American Medical
Association. In the period March–July 8, 256 SARS papers were written
by 38 countries [18]. Interestingly, only 17% of SARS-related papers
resulted from international collaboration. The first scientific papers
were published online in order to get immediate access to the
scientific findings about the corona virus.

Getting access and mobilizing resources of various specialized
organizations appeared to be one of the most important success
factors in the global attempt to control and contain the spreading of
SARS.

6.3.4. Full-scale multidisciplinary collaboration
Perhaps more amazing than the speed of scientific discovery of the

corona virus was ‘the almost instantaneous communication and
information exchange’ about various aspects of the network response

http://www.who.int/csr/sars/goarn2003_4_16
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[30]. Hardly any modern communication tool was left unused to
disseminate up-to-date information to health care workers, travelers,
clinicians, health officials, researchers and so forth. Tools included
websites, videoconferences, email, and various traditional publication
modes such as academic journals. The WHO coordinated multiple
communities of dispersed experts specialized in different areas,
generating unprecedented knowledge development and dissemina-
tion [32], and application of knowledge in globally situated activities
[10,11].

7. Discussion

In this paper we took a multi-theoretical and multi-level
perspective for analyzing the response of the SARS GCN to the crisis
alerts [53]. We characterized GCNs as information-centric, heter-
archically structured networks with a variety of non-coupled,
decoupled, tightly coupled, and loosely coupled connections between
the actors. The instantiation of GCNs is conceived as a collective action.
Success depends on multi-level preparedness, and the network
coordinator's ability to transcend from a de-, non- or loosely coupled
into a temporarily tightly coupled Global Crisis Network. The potential
of a global infectious disease crisis revealed the need for a global
response system. The SARS case showed that the ‘phase transition’
was driven by urgency awareness (here, the global threat of SARS). In
this ‘phase transition,’ theWHO transformed from a traditionally slow
acting, bureaucratic global organization [1] into a versatile network
coordinator that was able to swiftly connect and mobilize globally
distributed information sources.

Interestingly, the network did not just transformed from a non-,
de- or loosely coupled into a tightly coupled system. Some elements of
SARS GCN became tightly coupled (like the WHO organization) while
other part became or remained loosely coupled (like the research labs
network).

For complexity and efficiency reasons it would be impossible to
organize the response as a global, permanently tightly coupled system.
The unpredictability and complexity of the diffusion and the impact of
communicable crises require global responses thatmeet Ashby's lawof
requisite variety [4,83]. This puts high demands on the global
information processing capacity of the GCN.

7.1. Global information processing

Information processing consists of cycles for collecting, interpret-
ing, sharing, applying and storing information [22,32,41]. While these
processes are commonly considered at the group [32] or organizational
[76] level, our study explores their relevance for network operations.
The successful containment of the SARS crisis not only relied on the
scientific, validated knowledge thatwas produced by the research labs.
It also depended on a stream of informal andweak signal from all sorts
of people. This sensitivity for weak and informal information enhances
the requisite variety of global crisis response [83]. The intelligent,
Internet-based information and communication systems of GOARN
provided up to date information, not only for scientists, public health
officers, and policy makers, but also directly for citizens. The sensing
capacity for weak and informal of GOARN signals (like the SMS-
message in the SARS case) played a determinative role in tracking and
tracing the complex diffusion pattern of the SARS virus.

The scientific research labs played a unique role in the local and
global network response. They formed a loosely coupled system in
itself, being loosely connected to the SARS GCN. They responded very
quickly and cooperatively while at the same time they were able to
preserve their distinctiveness and competitive orientation. The labs
agreed that they would exchange research data, and figure out by
themselves the most efficient way to divide up the work. The very fact
that the labs were working independently appeared also to be a
particular strength in their search for identifying the SARS virus. This
situation closely resembles the functioning of academic networks as
described by Orton and Weick [58]. Loose coupled systems, like the
academic networks, exhibit properties of both decoupled and tightly
coupled systems [12]. The emphasis on knowledge specialization
contributes to the distinctiveness of the research labs, while this
specialized knowledge is only useful when it can be integrated into
common knowledge base of the academic network. From a knowledge
creation perspective the SARS case provides an extreme case of
dynamic knowledge specialization and integration. Within only a few
months new knowledge was created, shared, integrated and applied.
While current studies explore processes of work division and
knowledge integration in distributed teams (e.g. [33,44,59]), our
study reconsiders these ideas for temporary networks.

Therewas no tight coupling of the research labs to theWHO during
the response. Although theWHO coordinated the network of scientific
laboratories, no one dictated top down what different labs should do,
what viruses or samples the researchers would work on, or how
information would be exchanged [72]. The SARS GCN remained
predominantly a heterarchically structured and loosely coupled
network. The WHO gained legitimacy in this heterarchically struc-
tured network not by enforcing relationships, but by successfully
coordinating the global response within the context of an emerging
shared sense of urgency. Spurred on by what seems resolute
leadership of director-general Gro Harlem Brundland, the WHO
decided to pursue an open information strategy, rather independently
from the continuously conflicting national governments. It invited
scientists, public healthcare workers, policy makers, travelers, and
citizens to collaboratively help to control and contain the spreading of
SARS. In contrasts with the closed information strategy of the Chinese
government during the first three months of the SARS outbreak, this
open information strategy helped to leverage untapped resources and
allowed people to take responsibility. The initially weak social con-
nections between China and the global network prevented a timely
alert and response.

7.2. Network implications of national preparedness and response

Literature on crisis preparation focuses on the capability to
respond. Comparison of the two embedded case studies on Canada
and China demonstrates the relevance of distinguishing between the
ability and willingness to respond [55]. Canada's ability to respond
was bounded by an outdated IT-infrastructure, unconnected informa-
tion flows, unclear responsibilities, a failing alert system, a lack of
coordination, a weak analytical capacity of the Ontario Public Health
Branch, and a lack of involvement of the federal government [92].
Irrespective of China's ability, the case study showed the unwilling-
ness to cooperate in the GCN for SARS during the first few months of
the crisis. This political aspect in crisis management is hardly
addressed yet in the organizational literature on organizational crises,
except for policy evaluation reports on for instance the Katrina
disaster [19]. It underscores the role of culture and trust in crises
response. Fidler (2004) argues that the SARS outbreak reflected the
collapse of the classical regime on infectious disease control, which
was dominated by the sovereignty of national health care systems. The
SARS outbreak instantiated a new kind of global solidarity in the
detection and validation of global infectious diseases [40]. Asian
countries continue to adhere to the standards and norms that had
been established during the SARS outbreak.

Building trust appears to be difficult in crisis situations, especially
when many stakeholders are non- or decoupled to the network. The
sharing of information and delegation of tasks without continuous
surveillance to unknown partners turned out to be problematic. Trust
relationships are not built overnight and require prior investments [8].
Moingeon and Edmondson [52] distinguish two levels of trust. The
first refers to the confidence that other organizations will not abuse
the information that will be exchanged. The second refers to the belief
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that other organizations are capable to keep up with their promises
[52]. While both types of trust are important, trust in intent probes to
be problematic as time shortage does not allow for establishing
enduring trustworthy relationships. Hagel and Brown [38] therefore
argue that when organizations operate in dynamic environments trust
relationships should be mainly based on trust in competence.
Jarvenpaa and Leidner [42] found that high-trust virtual teams exhibit
a form of ‘swift trust’. People who have never worked together and do
not expect to work again act as if trust is present from the start.
Meyerson et al. [50] characterize swift trust as a form of depersona-
lized action which may be a by-product of a highly proactive,
enthusiastic generative style of action. Although we should be
cautious in generalizing conclusions from research on virtual teams
to global crisis response, it might help to explain how swift trust
emerges in GCNs. Our study, though, emphasizes additional factors at
play such as or organizational preparedness and openness. With an
increasing sense of urgency in crisis situations, decision makers will
calculate the risk of non-trusting and embrace a collaborative attitude.

8. Conclusion

The SARS outbreak and the way this infectious disease was
contained were unique from different perspectives. First, SARS was
the first truly global disease spreading all over the world through
global travel [57]. Second, it also convincingly showed that the very
nature of a global phenomenon requires a global understanding and
approach (i.e. at the network level). Third, underlying the successful
campaign to bring the spread of the corona virus under control was
the instantiation of an interorganizational information network. And
finally, the success of instantiating global information networks was
largely determined by the contribution of individual contributors
(countries) and the global coordinator of the network (WHO).

Although there is a vast amount of literature on network dynamics
in the sense of who-talks-to-whom, less attention has been paid to the
consequences of the ‘compression of time’ for the emergence and
governance of networks in response to existential threats. As global
cooperation between organizations will increase, it is important to
understand the coordination dynamics of global loosely coupled
networks. Our multi-level and multi-theoretical framework is an
attempt to analyze and explain these dynamics. We think it is
important to search for, synthesize and extend management and
organizational concepts – such as Global Crisis Network, collective
action, loosely coupled systems and network coordination, and
leverage capability building – to understand new dynamics of globally
operating agile networks responding to global events.

Acknowledgements

The authors are grateful for feedback from participants of the SBNI
Discovery Session, Putten, The Netherlands, June 14–16 2006. The
research has benefited from financial support of Erasmus Research
Institute of Management (ERIM) and Netherlands Defense Academy.

References

[1] T. Abraham, Twenty-First Century Plague: The Story of SARS, John Hopkins Press,
Baltimore, 2004/2005.

[2] D.S. Alberts, J.J. Garstka, F.P. Stein, Network Centric Warfare: Developing and
Leveraging Information Superiority, 2000WashingtonDC: CCRP Publication Series.

[3] R.M. Anderson, et al., Epidemiology, transmission dynamics and control of SARS:
the 2002–2003 epidemic, in: A. McLean (Ed.), SARS: A Case Study in Emerging
Infections, Oxford University Press, Oxford, 2005.

[4] W.R. Ashby, Variety, constraint, and the law of requisite variety, in: W. Buckley
(Ed.), Modern Systems Research for the Behavioral Scientist, Adline de Gruyter,
Hawthorne, NY, 1968.

[5] S.B. Bacharach, P. Bamberger, W. Sonnenstuhl, The organizational transformation
process: the micropolitics of dissonance reduction and the alignment of logics of
action, Administrative Science Quarterly 41 (1996) 477–506.
[6] M. Balasegram,A. Schnur, China: fromdenial tomassmobilization, inSARS, in:W.W.P.
Region (Ed.), How a Global EpidemicWas Stopped,WHOPress, Geneva, Switzerland,
2006, pp. 73–85.

[7] C.A. Bartlett, S. Ghoshal, Managing across Borders: The Transnational Solution2nd
ed., Harvard Business School Press, Bosten, MA, 1998.

[8] M.H. Boisot, Knowledge Assets: Securing Competitive Advantage in the Informa-
tion Economy, Oxford University Press, New York, 1998.

[9] E. Bowman, Post-Bhopal behaviour at a chemical company, Journal of Manage-
ment Studies 25 (4) (1988) 387–402.

[10] J.S. Brown, P. Duguid, Organizing knowledge, CaliforniaManagement Review40 (3)
(1998) 90–111.

[11] J.S. Brown,P.Duguid,Knowledgeandorganization,Organization Science12 (2)(2001)
198–213.

[12] S. Brusoni, K. Pavitt, Knowledge specialization, organizational coupling and the
boundaries of the firm: why do firms knowmore than they make? Administrative
Science Quarterly 46 (4) (2001) 597–621.

[13] T.J. Bryant, I. Vertinsky, C. Smart, Globalization and international communicable crises.
A case study of SARS, in communicable crises, in: D.E. Gibbons (Ed.), Prevention,
Response, and Recovery in the Global Arena, Information Age Publishing, Charlotte,
NC, 2007.

[14] J. Busquets, Multiasistencia on the Internet, ESADE, Barcelona, 2006 (Case Study
DVD, available through http://www.ecch.com).

[15] A. Cabrera, E. Cabrera, Knowledge-sharing dilemmas, Organization Science 23 (5)
(2002) 687–710.

[16] M.G. Carney, The strategy and structure of collective action, Organization Studies 8
(4) (1987).

[17] J. Child, R.G. McGrath, Organizations unfettered: organizational form in an
information-intensive economy, Academy of Management Journal 44 (6) (2001)
1135–1148.

[18] W.T. Chiu, J.S. Huang, Y.S. Ho, Bibliometric analysis of severe acute respiratory
syndrome-related research in thebeginningstage, Scientometrics61 (1) (2004)69–77.

[19] Congress, A Failure of Initiative. Final Report of the Select Bipartisan Committee to
Investigate the Preparation for and Response to Katrina, 2006 Available from
http://www.gpoaccess.gov/congress/index.html.

[20] R. Cooper, Formal organization as representation: remote control, displacement
and abbreviation, in: M. Reed, M. Hughes (Eds.), Rethinking Organization, Sage
Publications, London, 1992.

[21] K. Crowston, A coordination theory approach to organizational process design,
Organization Science 8 (2) (1997) 157–175.

[22] R.L. Daft, K.E. Weick, Toward a model of organizations as interpretation systems,
Academy of Management Review 9 (2) (1984) 284–295.

[23] M. Daly Hayes, G.F. Weatley, Interagency and Political-Military Dimensions of
Peace Operations: Haiti — A Case Study, National Defense University, Washington,
D.C., 1996

[24] P.J. Denning, Hastily formed networks, Communications of the ACM 49 (4) (2006)
15–20.

[25] A. Donnellon, B. Gray, M.G. Bougon, Communication, meaning, and organized
action, Administrative Science Quarterly 31 (1) (1986) 43–55.

[26] J. Dul, T. Hak, Case Study Methodology in Business Research, Butterworth-
Heinemann, Oxford, 2007.

[27] D.P. Fidler, SARS: Governance and the Globalization of Disease, Palgrave, Hampshire/
New York, 2004.

[28] J. Fulk, et al., Connective and communal public goods in interactive communica-
tion system, Communication Theory 6 (1) (1996) 60–87.

[29] D.C. Galunic, S. Rodan, Resource recombinations in the firm: knowledge structures
and the potential for Schumpeterian innovation, Strategic Management Journal 19
(12) (1998) 1193–1201.

[30] J.L. Gerberding, Faster…but fast enough? Responding top the epidemic of severe
acute respiratory syndrome, TheNewEngland Journal ofMedicine 348 (20) (2003)
2030–2031.

[31] D.E. Gibbons, Communicable crises, Prevention, Response, and Recovery in the
Global Arena, Information Age Publishing, Charlotte, NC, 2007.

[32] C.B. Gibson, From knowledge accumulation to accommodation: cycles of collective
cognition in work groups, Journal of Organizational Behavior 22 (2001) 121–134.

[33] C.B. Gibson, J.L. Gibbs, Unpacking the concept of virtuality: the effects of geographic
dispersion, electronic dependence, dynamic structure, and national diversity on
team innovation, Administrative Science Quarterly 51 (2006) 451–495.

[34] J.H. Gittell, L. Weiss, How organization design shapes informal networks: the case
of patient care coordination, Working Paper, Harvard Business School, 1997.

[35] R.B. Glassman, Persistence and loose coupling in living systems, Behavioral Science
18 (1973) 83–98.

[36] GOA, Expedited assistance for victims of hurricane Katrina and Rita: FEMA's
control weaknesses exposed the government to significant fraud and abuse,
Testimony Before the Senate Committee on Homeland Security and Governmental
Affairs, 2006.

[37] J.F. Gubrium, J.A. Holstein, in: N.K. Denzin, Y.S. Lincoln (Eds.), Analyzing
interpretive practice, in handbook of qualitative research, Sage, Thousand Oaks,
CA, 2000.

[38] J. Hagel, J.S. Brown, The Only Sustainable Edge:Why Business Strategy Depends on
Productive Friction and Dynamic Specialization, Harvard Business School Press,
Boston, MA, 2005.

[39] D.L. Heymann, The international response to the outbreak of SARS in 2003,
Philosophical Transactions of the Royal Society B 359 (2004) 1127–1129.

[40] D.L. Heymann, SARS and the emerging infectious diseases: a challenge to place global
solidarity above national sovereignty, Annals Academy of Medicine Singapore 35
(2006) 350–353.

http://www.ecch.com
http://www.gpoaccess.gov/congress/index.html


286 P.J. van Baalen, P.C. van Fenema / Decision Support Systems 47 (2009) 277–286
[41] G.P. Huber, Organizational learning: the contributing processes and the literatures,
Organization Science 2 (1) (1991) 88–115.

[42] S.L. Jarvenpaa, D.E. Leidner, Communication and trust in global virtual teams,
Journal of Computer-Mediated Communication 3 (4) (1998) (Online at http://
www.jcmc.indiana.edu).

[43] S. Johnson, The Connected Lives of Ants, Brains, Cities, and Software, SCRIBNER,
New York, 2004.

[44] B.L. Kirkman, et al., Five challenges to virtual team success: lessons from Sabre, Inc.
Academy of Management Executive 16 (3) (2002) 67–79.

[45] P. Kollock, Social dilemmas: the anatomy of cooperation, Annual Review of
Sociology 24 (1998) 183–214.

[46] K.M. Kontopoulos, The Logics of Social Structure, Cambridge University Press,
Cambridge/New York, 1993.

[47] K. Kumar, H.G. van Dissel, P. Bielli, The merchant of Prato — revisited: towards a
third rationality of information systems, MIS Quarterly 20 (3) (1998).

[48] M. Lazerson, A new phoenix? Modern putting-out in the Modena knitwear
industry, Administrative Science Quarterly 40 (1995) 34–59.

[49] W. McCulloch, A heterarchy of values determined by the topology of nervous nets,
Bulletin of Mathematical Biophysics 7 (1945).

[50] D. Meyerson, K.E. Weick, R.M. Kramer, Swift trust and temporary groups, in: R.M.
Kramer, T.R. Tyler (Eds.), Trust in Organizations: Frontiers of Theory and Research,
Sage, Thousand Oaks, CA, 1996, pp. 166–195.

[51] J.G. Miller, Living Systems, McGraw-Hill, New York, 1978.
[52] B. Moingeon, A.C. Edmondson, From organizational learning to the learning

organization, Management Learning 29 (1) (1998) 5–20.
[53] P.R.Monge, N. Contractor, Theories of CommunicationNetworks, OxfordUniversity

Press, New York, 2003.
[54] NAC, Learning from SARS: Renewal of Public Health in Canada (National Advisory

Committee on SARS and Public Health), 2003 Ottawa, Ontario.
[55] C. Oliver, Strategic responses to institutional processes, Academy of Management

Review 16 (1) (1991) 145–179.
[56] M. Olson, The Logic of Collective Action: Public Goods and the Theory of Groups,

Harvard University Press, Cambridge, MA, 1965.
[57] S. Omi, Overview, in SARS, in: W.W.P. Region (Ed.), How a Global Epidemic Was

Stopped, WHO Press, Geneva, Switzerland, 2006, pp. vii–x.
[58] J.D. Orton, K.E. Weick, Loosely coupled systems: a reconceptualization, Academy of

Management Review 15 (2) (1990) 203–223.
[59] I. Oshri, P.C. van Fenema, J. Kotlarsky, Knowledge transfer in globally distributed

teams: the role of transactivememory, Information Systems Journal 18 (6) (2008).
[60] C.M. Pearson, I.I. Mitroff, From crisis prone to crisis prepared: a framework for

crisis management, Academy of Management Executive 7 (1) (1993) 48–59.
[61] E. Penrose, The Theory of the Growth of the Firm, Oxford University Press, Oxford,

1959.
[62] A.M. Pettigrew, Longitudinal field research on change: theory and practice,

Organization Science 1 (3) (1990) 267–292.
[63] M. Polanyi, Meaning, University of Chicago Press, Chicago, IL, 1975.
[64] E.L. Quarantelli, Major Criteria for Judging andManaging and Their Applicability in

Developing Societies. Disaster Research Center. University of Delaware. Newark,
Delaware. USA, 1998.

[65] L. Rejnus, J. Jenvald,M.Morin, A Swedish approach to network based CBRNdecision
support in future missions, CCRTS Conference, 2004, http://www.dodccrp.org.

[66] SARS-Commmission, The SARS Commission Interim Report: SARS and Public
Health in Ontario, 2004 http://www.sarscommission.ca/report/Interim_Report.
pdf (accessed September 1, 2006).

[67] K.R. Scherer, Toward a dynamic theory of emotion: the component process model
of affective states, Geneva Studies in Emotion and Communication 1 (1) (1987).

[68] P. Shrivastava, I.I. Mitroff, Understanding industrial crises, Journal of Management
Studies 25 (4) (1988) 285–303.

[69] K.G. Smith, S.J. Caroll, S.J. Ashford, Intra- and interorganizational cooperation:
toward a research agenda, Academy of Management Journal 38 (1) (1995) 7–23.

[70] M. Stephenson Jr., Making humanitarian relief networks more effective: exploring
the relationships among coordination, trust and sense making, National Con-
ference of the Association for Research on Non-Profit Organizations and Voluntary
Action (ARNOVA), 2004, Los Angeles, California.

[71] A.L. Stinchcombe, Information and Organizations, University of California Press,
Berkeley, CA, 1990.

[72] J. Surowiecki, The Wisdom of Crowds, Doubleday, New York, 2004.
[73] B.A. Turner, The organizational and interorganizational development of disasters,

Administrative Science Quarterly 21 (3) (1976) 378–397.
[74] P.J. Van Baalen, J. Bloemhof-Ruwaard, E. Heck, Knowledge sharing in an emerging

network of practice: the role of a knowledge portal, EuropeanManagement Journal
23 (3) (2005) 300–314.
[75] A.H. Van de Ven, G. Walker, The dynamics of interorganizational coordination,
Administative Science Quarterly 29 (4) (1984) 598–621.

[76] P.C. van Fenema, P.J. van Baalen, O.R. Koppius, Implementing packaged enterprise
software in multi-site firms: intensification of organizing and learning, European
Journal of Information Systems 16 (5) (2007) 584–598.

[77] D.W. van Liere, et al., Embedded coordination in a business network, in: P.H.M.
Vervest (Ed.), Smart Business Networks, Springer, Berlin, 2004.

[78] D. Vaughan, Autonomy, interdependence, and social control: NASA and the Space
Shuttle Challenger, Administrative Science Quarterly 35 (1990) 225–257.

[79] P.W.L. Vlaar, P.C. van Fenema, V. Tiwari, Cocreating understanding and value in
distributed work: how members of onsite and offshore ISD vendor teams give,
make, demand and break sense, MIS Quarterly 32 (2) (2008) 227–255.

[80] P. Wallis, SARS, governance and the globalization of disease, Social History of
Medicine 18 (3) (2005).

[81] K.E. Weick, Educational organizations as loosely coupled systems, Administrative
Science Quarterly 21 (1976) 1019.

[82] K.E. Weick, The Social Psychology of Organizing, Addison-Wesley, Reading, MA,
1979.

[83] K.E. Weick, Organizational culture as a source of high reliability, California Manage-
ment Review 29 (2) (1987) 112–127.

[84] K.E. Weick, Enacted sensemaking in crisis situations, Journal of Management
Studies 25 (4) (1988) 305–317.

[85] K.E. Weick, K.M. Sutcliffe, D. Obstfeld, Organizing for high reliability: processes of
collective mindfulness, in: B. Staw, L.L. Cummings (Eds.), Research in Organiza-
tional Behavior, JAI Press, Greenwich, CT, 1999, pp. 81–123.

[86] N.J. Wesensten, G. Belenky, T.J. Balkin, Cognitive readiness in network-centric
operations, Parameters 35 (1) (2005) 94–105 http://www.carlisle.army.mil/
USAWC/parameters/05spring/wesenste.htm.

[87] F.R. Westley, Middle managers and strategy: microdynamics of inclusion, Strategic
Management Journal 11 (1990) 337–351.

[88] WHO, Global outbreak alert and response, Report of a WHO Meeting, Gene-
va, 2000, http://www.who.int/csr/resources/publications/surveillance/
WHO_CDS_CSR_2000_3/en/.

[89] H.L. Wilensky, Organizational Intelligence, Basic Books, New York, 1967.
[90] T.Winograd, C.F. Flores, Understanding Computers and Cognition. A New Foundation

for Design, Ablex, Norwood, 1986/1990.
[91] R.K. Yin, Case Study Research: Design andMethods, vol. 6, Sage, Newbury Park, CA,

2003.
[92] X. Zhan, Controlling SARS in federal systems: a comparative case study analysis of

SARS control in Canada and the European Union, Institute of Health Policy and
Management, Erasmus University, Rotterdam, 2004.
Dr. Peter J. vanBaalen is anAssociate ProfessorofKnowledge, IT
and Organization, academic director of the Centre of e-Learning
and KnowledgeManagement (CELK). Peter van Baalen lectures
in the fields of knowledge management, e-organizations, new
media and communication in business, and open innovation in
the knowledge economy. His recent research focuses on

knowledge exchange, IT-adoption, open source software
development, e-communities, new media and the evolution
of global knowledge networks. Peter van Baalen published
seven books and about 90 articles in national and international
journals, chapters in books, and research papers and reports.
Dr. Paul C. van Fenema is an Associate Professor at Netherlands
Defense Academy, The Netherlands, and a part-time instructor
at TilburgUniversity.Heholds aPhDin Information Systemsand
Management from RSM Erasmus (The Netherlands), and held
positions at this school and Florida International University. His
research focuses on coordination, value creation, and knowl-

edge management in global IS projects and High Reliability
Organizations.Hisworkhasbeenwidely published inbooks and
journals (www.paulcvanfenema.com), includingMIS Quarterly,
Communicationsof theACM,European Journal of IS, and Journal
of International Business Studies (forthcoming). Paul is the co-
author of the book “Knowledge Processes in Globally Distrib-
uted Contexts”, Palgrave, 2008. He co-edits a book on Military
Organizations (forthcoming, Routledge).

http://www.jcmc.indiana.edu
http://www.jcmc.indiana.edu
http://www.dodccrp.org
http://www.sarscommission.ca/report/Interim_Report.pdf
http://www.sarscommission.ca/report/Interim_Report.pdf
http://www.carlisle.army.mil/USAWC/parameters/05spring/wesenste.htm
http://www.carlisle.army.mil/USAWC/parameters/05spring/wesenste.htm
http://www.who.int/csr/resources/publications/surveillance/WHO_CDS_CSR_2000_3/en/
http://www.who.int/csr/resources/publications/surveillance/WHO_CDS_CSR_2000_3/en/
http://www.paulcvanfenema.com

